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, SP-SEC-Comp-32.1-1 - This specification is a Cybersecurity Requirements Specification (CRS) according with [

IEC 62443 and TS 50701 (IEC 63452). [ Open, SPPRAMSS-9659 -3-2:2020], [CEN-CENELEC TS 50701:2023] and

[IEC PT 63452]

, SP-SEC-Comp-32.1-2 - This CRS is intended to be used as a protection profile and could be used together with

the evaluation method defined in a canditate for a certification scheme compatible to the EU CSA together with an

evaluation method (as being defined in upcoming IEC 62443-6-2 under a certification scheme compatible to the EU

CSA. [ Open, SPPRAMSS-9646 ]).

, SP-SEC-Comp-32.1-3 - The following figure shows the relationship of this specification to the key terms and other

referenced specifications. [ Open, SPPRAMSS-9647 ]

, SP-SEC-Comp-32.1-4 - Key terms and technical specs used in the System Pillar Cyber Security domain

 [ Open, SPPRAMSS-7034 ]this document.
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, SP-SEC-Comp-32.1-5 - In particular this CRS does not define:

·         Detailed requirements for Secure Communication. These requirements can be found in 21 the Secure
Communication Specification[SP-SEC-CommSpec] .

·         Requirements for the interfaces to the shared cybersecurity services. These requirements can be found in . 22
the Shared Cybersecurity Services Specification[SP-SEC-ServSpec] 

·         Security life-cycle requirements, including operational requirements. These requirements can be found in 
60_Security_Program_Requirements old.

 [ Open, SPPRAMSS-9626 ]

Shared Cybersecurity Services Interface Specification [SP-SEC-PrgmReq].
 

, SP-SEC-Comp-32.1-6 - The Secure Component specification shall be applied has been specified to be used

together with the Shared Cybersecurity Services Specification and the Secure Communication

Specification. [SPPRAMSS-9628, Generic , no ]

, SP-SEC-Comp-32.1-7 - Secure Components (see definition Secure Component ) connect to a communication

network. The security functionality defined in this specification requires certain functions of network components.

These requirements related to network devices are marked in this spec specification with the component type

"Network Component" . [ Open, SPPRAMSS-9630 ](see definiton Network Component).

, SP-SEC-Comp-32.1-8 - The attribute "Component Type" defines for which component type the requirement is

applicable.

Requirements with component type "Generic" is applicable to all components except network components. See

definiton Secure Component. 

Requirements with component type "HMI" is only applicable for components with a Human User Machine

Interface (e.g. a component with a screen and interaction capabilities as keyboard, mouse, touch,...). See

definition HMI Component. 
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Requirements with component type "Wireless" is only applicable for components with a wireless communication

interfaces (e.g. IEEE 802.11, GSM, 5G, FRMCS,...). See definition Wireless Component. 

Requirements with component type "Network" are applicable only for network components (see definition 
SPPRAMSS-4723 - definition Network Component

 [ Open, SPPRAMSS-9621 ]

. 

, SP-SEC-Comp-2.2-1 - This specification includes all requirements required for protection against threats defined

in the generic risk assessment (see SP-SEC-CompSpec Ch 4.2.7 - Threat and risk analysis result ) and compliance to

various standards (see [Document base]).

, SP-SEC-Comp-2.2-2 - The requirements in this specification are intended to lead to harmonised security of

Secure Components in the market (level playing field). Deviations, if any, should be kept to a minimum and are only

possible when documented by the following two requirements.

, SP-SEC-Comp-2.2-3 - If a requirement of this specification can't be implemented (yet), the component

documentation shall include documentation of non-implemented requirements and justification for each non-

implemented requirement (e.g. interface is not needed for operation, alternative mitigation, justified by impact / risk

analysis). [Generic  ]

, SP-SEC-Comp-2.2-4 - If a requirement of this specification can't be implemented (yet), the component

documentation shall include a description how to handle this case which has to be agreed with the asset owner (e.g.

definition of a security related application condition). [Generic  ]

, SP-SEC-Comp-2.2-5 - This specification uses identifiers starting with "SP-SEC-Comp".

, SP-SEC-Comp-2.2-6 - References, taxonomy,  key terms, and icon types used in this document are defined in

[SP-SEC-Tax].

, SP-SEC-Comp-2.3-1 - This chapter contains all references of this document. For a complete list including external

references see [SP-SEC-Tax] Chapter 3.

 - [SP-SEC-Tax]

Europe's Rail System Pillar Cybersecurity Domain - Taxonomy and References, v1.0

, SP-SEC-Comp-3.2-1 -  - [Document base]

This CRS was developed based on:

[IEC 62443-4-2 Ed 1EULYNX BL4 R2:2019] 

[EULYNX/EU-Rail BL4 R3] 

ESCG Requirements

[UNISIG Subset SUBSET-146 v4.00]  

[UNISIG Subset SUBSET-147 v4.00] 

[CEN-CENELEC TS 50701/:2023] and
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[IEC PT 63452

 [ Open, SPPRAMSS-9623 ]

]  (draft version Jan 2025)

- [SP-SEC-ThreatAna]

Europe's Rail SystemPillar Cybersecurity Domain - Intial Threat Analysis, v1.0

 - [SP-SEC-

Comp-3.2-2 - IEC 62443-4-1 Ed 1

IEC 62443-4-1 Ed 1 Secure product development lifecycle requirements [SPPRAMSS-9624 ]

, SP-SEC-Comp-3.2-3 - MinElements_SBOM

ThreatCat]

Europe's Rail SystemPillar Cybersecurity Domain - Threat Catalog, v1.0

 - [SP-SEC-DocTempl]

Europe's Rail SystemPillar Cybersecurity Domain - Product Documentation Template, v1.0

 - [SP-SEC-CompSpec]

Europe's Rail System Pillar Cybersecurity Domain - Secure Component Specification, v1.0

 - [SP-SEC-CommSpec]

Europe's Rail System Pillar Cybersecurity Domain - Secure Commmunication Specification, v1.0

 - [SP-SEC-ServSpec]

Europe's Rail System Pillar Cybersecurity Domain - Shared Cybersecurity Services Interface Specification, v1.0

 - [SP-SEC-PrgmReq]

Europe's Rail System Pillar Cybersecurity Domain - Secure Program Requirements, v1.0

 - [RFC 4086]

Randomness Requirements for Security

 - [IEC 62443-4-1:2018]

Secure product development lifecycle requirements

 - [MinElements_SBOM]

The Minimum Elements for an SBOM 

https://www.ntia.doc.gov/files/ntia/publications/sbom_minimum_elements_report.pdf [SPPRAMSS-9618 ]
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 - [CIS benchmark]

Operating System and application specific benchmarks, regularly updated

List of available benchmarks, use latest and the most specific benchmark matching the operating system and/or

application.

 - [UNISIG SUBSET-146 v4.00]

ERTMS End-to-End security layer (TLS layer for ETCS and ATO communication), v4.0

 - [UNISIG SUBSET-147 v4.00]

CCS Consist network communication layer, V4.0

 - [UNISIG SUBSET-137 v4.00]

ETCS On-line Key Management, v4.0

 - [CEN-CENELEC TS 50701:2023]

Railway applications - Cybersecurity

 - [IEC PT 63452]

Railway applications - Cybersecurity - January 2025 draft

 - [IEC 62443-3-2:2020]

Security risk assessment for system design

 - [ISO/IEC 27001:2022]

Information security, cybersecurity and privacy protection - Information security management systems - Requirements

 - [IEC 62443-2-1:2024]

Security program requirements for IACS asset owners

 - [IEC 62443-2-4:2023]

Security program requirements for IACS service providers

 - [IEEE 802.1Q-2018]

IEEE Standard for Local and Metropolitan Area Networks-Bridges and Bridged Networks

ATO - Automatic Train Operation

CCS - Control Command and Signalling

CMP - Certificate Management Protocol

COTS - Commercial-off-the-shelf
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CPU - Central Processing Unit

CRA - Cyber Resilience Act

CRL - Certificate Revocation List

CRS - Cybersecurity Requirement Specification

DNS - Domain Name System

DMZ - Demilitarized Zone

DoS - Denial of Service

EU - European Union

ETCS - European Train Control Sysem

FQDN - Fully Qualified Domain Name

GDPR - General Data Protection Regulation

HMI - Human Machine Interface

IAM - Identity and Access Management

IACS - Industrial Automation Control System

I/O - Input / Output

IT - Information Technology

IXL - Interlocking

LAN - Local Area Network

OB - Onboard

OT - Operational Technology

PKI - Public Key Infrastructure

RBC - Radio Block Centre

SBOM - Software Bill of Material

SC - Secure Component

SCS - Shared Cybersecurity Services

SNMP - Simple Network Management Protocol

SUC - System under Consideration

SSI - Standard Security Interfaces

TS - Trackside

VLAN - Virtual LAN

WLAN - Wireless LAN
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, SP-SEC-Comp-32.45-1 - Secure Component
An implementation, as part of the rail an automation control system, which comprises system components, such as
host deviceseither a host device, embedded devicesdevice, network devices device or software applications, that
implement application on a host device, which realizes subsystem functions, implements security capabilities and
consisting of a physical encasing, computing capabilities and network communication, and interfacing to the Shared
Cybersecurity Services.
Examples of CCS secure components are object controller, trackside cabinet, IXL rack, ATO-OB, OBU, ATO-TS, IXL/RBC combination, shared

cybersecurity services…) [SPPRAMSS-1447 ]
services, security proxy for legacy devices, …)

Examples of components which are not meeting the definition of a Secure Component are components with no network communication, e.g. directly
connected sensors or displays.

, SP-SEC-Comp-32.45-2 - Shared Cybersecurity Services (SCS)

A collection of standard security interfaces (SSIs) of central security functions accessible for all Secure Components in

the automation solution. The realization of the Shared Cybersecurity Services (SCS) implement implements the

requirements of the Secure Component Specification as they are considered also are as Secure Components as well. 

The interfaces from Secure Components to Shared Cybersecurity Service are identified by SCSby SSI-<service

name>.

Standard Security Interfaces

The Shared Cybersecurity Services implementations are identified by SSIby SCS-<service

name>. [SPPRAMSS-1446 ]<service name>.

, SP-SEC-Comp-32.45-3 - Enterprise Cybersecurity Services (ECS)

A collection of enterprise security interface (ESI) implementations of central security and IT communication functions in

a back-office environment.

Examples are Security Incident and Event Management System (SIEM), Intrusion Detection System, PKI Certificate

Authority, Corporate Directory, Asset Management, DNS. These services are typically accessible for the automation

network via controlled communication paths (e.g. DMZ). The interfaces of the Shared Cybersecurity Services to the

Enterprise Services are identified by ESI-<Service name>.
Note: Enterprise Shared Services are typically 3rd-party components not dedicated to the rail environment. Therefore the realization of the Enterprise
Shared Services may use other security requirements than the Secure Component Specification. Recommended security specification are ISO 27033,

ISO 27034, NIST 800-53, and/or IEC 62443-4-2,... 

 [SPPRAMSS-6720 ]
. 

Note: Enterprise Shared Services and Shared Cybersecurity Services are separated by the IT/OT border (e.g. by a DMZ).

, SP-SEC-Comp-32.45-4 - Network Component
An implementation of data networking functions such as switching, routing, filtering or tunneling.A device that facilitates
IP data flow between devices, or restricts the flow of data, but may not directly interact with a control process. 
Examples of Network Components are network switches, LAN/WAN routers, firewalls, data diodes and VPN endpoints.
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Excluded are from this definition are media converters, transceivers and bridges with no routing, switching or filtering capabilities.  [

SPPRAMSS-4723 ]Such devices are not affected by this specification.

, SP-SEC-Comp-32.45-5 - Wireless Component
A Secure Component or Network Component with a wireless communication interface.
Examples of Wireless Components are handheld devices, WLAN access points, WLAN/5G/FRMCS/... routers,
modems and wireless object controllers,....
Note: additional requirements apply to Wireless Components (as SR IEC 62443-4-2 NDR 1.6, SR NDR 1.6 RE1 and SR CR 2.2, SR CR 2.2

RE1) [SPPRAMSS-4721 ]

, SP-SEC-Comp-32.45-6 - HMI Component
A Secure Component with a human user machine interface.
Examples of HMI Components are PC Workstation, tablet device, smart phone, device with touch screen,...

Exemptions: embedded components without a screen, e.g. with push buttons and LEDs. [SPPRAMSS-4722 ]

, SP-SEC-Comp-

3

2.

4

5-7 - Essential Function

Function or capability that is required to maintain health, safety, the environment (HSE) and availability for

the equipment under 

control 

control (definition from IEC 62443-4-2)

Note

1 to the entry
: Essential functions include, but are not limited to, the safety instrumented function (SIF), the control function and the ability of the operator to view and
manipulate the equipment under control. The loss of essential functions is commonly termed loss of protection, loss of control and loss of view
respectively. In some industries additional functions such as history may be considered essential.

In the context of the ERJU System Pillar all systems in scope provide functionality as defined in "Essential functions".

Note: IEC 63452 definition:  All functions needed to operate the railway system, such as per example traffic control, speed control, traction/brake
control,...

 
 [SPPRAMSS-9640 ]

, SP-SEC-Comp-

3

2.

4

5-8 - Threat landscape
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Threat landscape is used in this document as synonym for threat environment.

Threat environment (definition from CENELEC TS 50701, IEC PT 63452)

environment summary of information about threats, such as threat sources, threat vectors and trends, that have the
potential to adversely impact a defined target (for example a company, facility or SuC) 

 [SPPRAMSS-9642 ]

, SP-SEC-Comp-3.5-1 - This specification includes all requirements required for protection against risks defined in

the generic risk assessment (see 4.2.7 - Threat and risk analysis result) and compliance to various standards (see 
SPPRAMSS-1456 - Regulatory requirements mapping). [ Open, SPPRAMSS-9636 ]

, SP-SEC-Comp-3.5-2 - The requirements in this specification are intended to lead to harmonised security of

components in the market (level playing field). Deviations, if any, should be kept to a minimum and are only possible

when documented by the following two requirements. [ Open, SPPRAMSS-10321 ]

, SP-SEC-Comp-3.5-3 - If a requirement of this specification is not implemented, the component documentation

shall include documentation of non-implemented requirements and justification for each non-implemented requirement

(e.g. interface is not needed for operation, alternative mitigation, justified by impact / risk analysis). [SPPRAMSS-9637,

 Generic , no ]

, SP-SEC-Comp-3.5-4 - If a requirement of this specification is not implemented, the component documentation

shall include a description how to handle this case which has to be agreed with the system integrator (e.g. definition of

a security related application condition). [SPPRAMSS-9638, Generic , no ]

First release (V1.0) - February 2025 

reviewed by System Pillar domains, rail cybersecurity mirror groups, external organizations in three review

rounds during 2024

Intentionally left blank.

This chapter contains the required information for a cybersecurity requirements specification (CRS) as defined in IEC
62443-3-2 ZCR-6-1, CENELEC TS 50701 chapter 7.2.10 and IEC 63452 ZR-0406-1101.

, SP-SEC-Comp-4.1-1 - The System under Consideration (SuC) in the context of this specification is the Secure

Component. [ Open, SPPRAMSS-9657 ]

, SP-SEC-Comp-4.1-2 - The Secure Component is highlighted in orange Components are shown in blue color in
the figure below for main purpose of SuC description. The items in blue are also Secure Components:

 [ Open, SPPRAMSS-10370 ]
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, SP-SEC-Comp-4.1.1-1 - The Secure Component, as per definition SPPRAMSSSP-1447 - SEC-CompSpec Ch
3.5 - Secure Component , has a physical encasing which defines the SuC boundary, and has computing and network

communication capabilities. [ Open, SPPRAMSS-10373 ]

, SP-SEC-Comp-4.1.1-2 - The standard scope for Secure Components is the automation environment, also called
operational technology environment (OT), which contains mainly embedded devices, some devices with an HMI, and
network communication devices. In the figure above, the OT/signalling environment and OT service environment
contain Secure Components. [ Open, SPPRAMSS-10379 ]

, SP-SEC-Comp-4.1.1-3 - Outside of the scope for Secure Components are enterprise Enterprise environments,
also called back-office environments. Also , and cloud environments are outside the scope for of Secure Components.
These environments have adhere to different security standards and security specifications. However, if applications or
services in within the back office or cloud environment are part of the rail domain, the use of the Shared Cybersecurity
Services interfaces could and parts of this specification may be applicable. The use of these interfaces will be
described in the corresponding TSIs. [ Open, SPPRAMSS-10377 ]

, SP-SEC-Comp-4.1.1-4 - Outside of the scope for Secure Components are train components which Train
components that do not reside in the signaling environment . A modern train integrates are outside the scope of
Secure Components specification. Modern trains integrate hundreds of components from a large number of numerous
suppliers which differs vary from country to country. Therefore, special care should be used when applying this or parts
of the specification (e.g. for CRA compliance) to other parts of the train than the signaling environment. [ Open, 

SPPRAMSS-10378 ]

, SP-SEC-Comp-4.1.1-5 - For the rail automation / CCS scope, examples of secure components are object
controller, trackside cabinet, IXL rack, ATO-OB, OBU, ATO-TS, IXL/RBC combination, shared cybersecurity
services… [ Open, SPPRAMSS-10371 ]

, SP-SEC-Comp-4.1.2-1 - A Secure Component implements one or more control functions of a rail system. The

intended function is automatic control or manual control combined with operator view. [ Open, SPPRAMSS-10382 ]
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, SP-SEC-Comp-4.1.2-2 - Essential functions of a Secure Components Component are all control functions which

maintain health, safety, the environment and availability for the equipment the equipment under control (see definition 

SPPRAMSSSP-9640 - SEC-Comp-3.5-7 - Essential Function  Definition). Typical examples are include safety-
related functions which includes that allow the ability operator to control and for the operator to , view, and manipulate

the system under control. [ Open, SPPRAMSS-10380 ]supervision.

, SP-SEC-Comp-4.1.3-1 - A Secure Component can have has the following interfaces:

Interfaces to a adjacent Secure Components via TLS, typically involving safety-related communication, specified1.

in SecCommSpec Ch. 4 End-to-End Security Layervia protocols defined in SecCommSpec  

Interfaces to Shared Cybersecurity Services, specified in [SP-SEC-SERV ServSpec] - Shared Cybersecurity2.

Services specification interface specification   

Interfaces to OT Shared Services defined by SMI and SDI, specified in System Pillar & EULYNX publication of3.

BL4 R2 (EU.Doc 76 and EU.Doc. 77) and SecCommSpec SP-SEC-CommSpec Ch. 5 4 - Secure

Communication for OPC UA      

Interfaces to other components/services, specified in Chapter 7.5 Components with additional communicating4.

processes 

 [ Open, SPPRAMSS-10381 ]

All other interfaces, for which SP-SEC-CommSpec Ch 6- Securing other communicating interfaces    is1.

applicable

, SP-SEC-Comp-4.1.4-1 - Secure Components interact with other Secure Components to support the essential

functions. Examples for assets supporting an essential functions are:

an interlocking interacts with object controllers to set a route for a train

an RBC sending a movement authority to a train involving the Onboard unit (OBU) / European Vital Computer

(EVC).

 [ Open, SPPRAMSS-10384 ]

, SP-SEC-Comp-4.2.1-1 - The generic security architecture is defined in SP-SEC-Comp -Ch 4.1 - 2  [ Open, 

SPPRAMSS-9656 ]General SuC Description     

, SP-SEC-Comp-4.2.2-1 - The generic security architecture can be mapped to a specific security architecture. The

figure below show shows the mapping to the system pillar System Pillar scope. [ Open, SPPRAMSS-10385 ]

, SP-SEC-Comp-4.2.2-2 - 

Cyber Security 

Cybersecurity Architecture for an example rail automation system following the ERJU System Pillar Future Architecture

approach based on definitions in [CLS:TS 50701:2023]  and [IEC 62443-3-3:2013] .
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   [ Open, SPPRAMSS-10387 ]

Note: the red rectangular defines the scope of the ERJU System Pillar. The architecture is based on the solution concept of the Traffic CS System

Concept SPT2TRAFFIC-4459.

  

, SP-SEC-Comp-4.2.3-1 - The generic zone and conduits drawing for this SuC is depicted in the figure below. [

Open, SPPRAMSS-9650 ]
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, SP-SEC-Comp-4.2.3-2 - Generic Security Zoning  [ Open, 

SPPRAMSS-10392 ]

, SP-SEC-Comp-4.2.3-3 - The smallest security zone is can be the Secure Component itself. The Secure

Component is contained in a greater bigger zone, e.g. the OT/Signaling zone. The conduits are the interfaces to other

components, the Shared Cybersecurity Services and other OT services. See also SP-SEC-Comp-4-1-3 - 1 Interfaces

of the SuC  [ Open, SPPRAMSS-10407 ]SuC .

, SP-SEC-Comp-4.2.3-4 - A special security zone is the legacy component zone. In order to interface with Secure

Components, as a Security Proxy implementing this specification has to can be used. As this zone uses insecure

communication (i.e. communication without authentication or integrity protection), additional physical security

measures are typically required. [ Open, SPPRAMSS-10405 ]

, SP-SEC-Comp-4.2.3-5 - Wireless devices are normally grouped in dedicated wireless security zones. In above

drawing, the Secure Components have either wired and/or wireless interfaces and are in their own security zone.

, SP-SEC-Comp-4.2.3-56 - The generic zone and conduit drawing can be mapped to a specific zone and conduit

drawing of a specific scope. The figure below shows the result of the mapping for a rail automation system. [ Open, 

SPPRAMSS-10406 ]
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, SP-SEC-Comp-4.2.3-67 - Example of a Security Zone Zoning (rail automation system)  , where each component

has its own zone. Zones could also include several components, especially when the components are co-located.  

%3CmxGraphModel%3E%3Croot%3E%3CmxCell%20id%3D%220%22%2F%3E%3CmxCell%20id%3D%221%22%20parent%3D%220%22%2F%3E%3CmxCell%20id%3D%222%22%20value%3D%22%22%20style%3D%22rounded%3D0%3BwhiteSpace%3Dwrap%3Bhtml%3D1%3B%22%20vertex%3D%221%22%20parent%3D%221%22%3E%3CmxGeometry%20x%3D%22-1515%22%20y%3D%22-760%22%20width%3D%22150%22%20height%3D%22200%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%223%22%20value%3D%22Shared%20Services%22%20style%3D%22rounded%3D0%3BwhiteSpace%3Dwrap%3Bhtml%3D1%3BfillColor%3D%23f5f5f5%3BfontColor%3D%23333333%3BstrokeColor%3D%23666666%3BverticalAlign%3Dtop%3BfontStyle%3D1%22%20vertex%3D%221%22%20parent%3D%221%22%3E%3CmxGeometry%20x%3D%22-1300%22%20y%3D%22-1169%22%20width%3D%221490%22%20height%3D%22151%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%224%22%20value%3D%22%22%20style%3D%22rounded%3D0%3BwhiteSpace%3Dwrap%3Bhtml%3D1%3BfillColor%3D%23f5f5f5%3BfontColor%3D%23333333%3BstrokeColor%3D%23666666%3B%22%20vertex%3D%221%22%20parent%3D%221%22%3E%3CmxGeometry%20x%3D%22-1300%22%20y%3D%22-1000%22%20width%3D%221490%22%20height%3D%22741%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%225%22%20value%3D%22KMC%22%20style%3D%22rounded%3D0%3BwhiteSpace%3Dwrap%3Bhtml%3D1%3BstrokeColor%3D%23CC0000%3BstrokeWidth%3D4%3B%22%20vertex%3D%221%22%20parent%3D%221%22%3E%3CmxGeometry%20x%3D%22-735%22%20y%3D%22-910%22%20width%3D%2295%22%20height%3D%2260%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%226%22%20value%3D%22%22%20style%3D%22rounded%3D0%3BwhiteSpace%3Dwrap%3Bhtml%3D1%3BfillColor%3D%23f5f5f5%3BfontColor%3D%23333333%3BstrokeColor%3D%23666666%3B%22%20vertex%3D%221%22%20parent%3D%221%22%3E%3CmxGeometry%20x%3D%22-1300%22%20y%3D%22-200%22%20width%3D%221220%22%20height%3D%22500%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%227%22%20value%3D%22Interlocking%22%20style%3D%22rounded%3D0%3BwhiteSpace%3Dwrap%3Bhtml%3D1%3BstrokeColor%3D%23CC0000%3BstrokeWidth%3D5%3BperimeterSpacing%3D0%3B%22%20vertex%3D%221%22%20parent%3D%221%22%3E%3CmxGeometry%20x%3D%22-250%22%20y%3D%22-690%22%20width%3D%2295%22%20height%3D%2260%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%228%22%20style%3D%22edgeStyle%3DorthogonalEdgeStyle%3Bshape%3Dconnector%3Brounded%3D0%3BjumpStyle%3Darc%3BorthogonalLoop%3D1%3BjettySize%3Dauto%3Bhtml%3D1%3BexitX%3D0.5%3BexitY%3D1%3BexitDx%3D0%3BexitDy%3D0%3BlabelBackgroundColor%3Ddefault%3BstrokeColor%3Ddefault%3Balign%3Dcenter%3BverticalAlign%3Dmiddle%3BfontFamily%3DHelvetica%3BfontSize%3D11%3BfontColor%3Ddefault%3BstartArrow%3Dnone%3BstartFill%3D0%3BendArrow%3Dnone%3BendFill%3D0%3BstrokeWidth%3D3%3B%22%20edge%3D%221%22%20source%3D%229%22%20target%3D%2245%22%20parent%3D%221%22%3E%3CmxGeometry%20relative%3D%221%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%229%22%20value%3D%22Eurobalise%22%20style%3D%22rounded%3D0%3BwhiteSpace%3Dwrap%3Bhtml%3D1%3BstrokeColor%3D%23CC0000%3BstrokeWidth%3D4%3B%22%20vertex%3D%221%22%20parent%3D%221%22%3E%3CmxGeometry%20x%3D%22-955.5%22%20y%3D%22-379%22%20width%3D%2295%22%20height%3D%2260%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2210%22%20value%3D%22RBC%22%20style%3D%22rounded%3D0%3BwhiteSpace%3Dwrap%3Bhtml%3D1%3BverticalAlign%3Dmiddle%3BstrokeColor%3D%23CC0000%3BstrokeWidth%3D4%3B%22%20vertex%3D%221%22%20parent%3D%221%22%3E%3CmxGeometry%20x%3D%22-745%22%20y%3D%22-690%22%20width%3D%22105%22%20height%3D%2260%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2211%22%20value%3D%22Euroloop%22%20style%3D%22rounded%3D0%3BwhiteSpace%3Dwrap%3Bhtml%3D1%3BstrokeColor%3D%23CC0000%3BstrokeWidth%3D4%3B%22%20vertex%3D%221%22%20parent%3D%221%22%3E%3CmxGeometry%20x%3D%22-850.5%22%20y%3D%22-379%22%20width%3D%2295%22%20height%3D%2260%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2212%22%20style%3D%22edgeStyle%3DorthogonalEdgeStyle%3Bshape%3Dconnector%3Brounded%3D0%3BjumpStyle%3Darc%3BorthogonalLoop%3D1%3BjettySize%3Dauto%3Bhtml%3D1%3BexitX%3D0.25%3BexitY%3D1%3BexitDx%3D0%3BexitDy%3D0%3BentryX%3D0.5%3BentryY%3D0%3BentryDx%3D0%3BentryDy%3D0%3BlabelBackgroundColor%3Ddefault%3BstrokeColor%3Ddefault%3Balign%3Dcenter%3BverticalAlign%3Dmiddle%3BfontFamily%3DHelvetica%3BfontSize%3D11%3BfontColor%3Ddefault%3BstartArrow%3Dnone%3BstartFill%3D0%3BendArrow%3Dnone%3BendFill%3D0%3BstrokeWidth%3D3%3B%22%20edge%3D%221%22%20source%3D%2214%22%20target%3D%229%22%20parent%3D%221%22%3E%3CmxGeometry%20relative%3D%221%22%20as%3D%22geometry%22%3E%3CArray%20as%3D%22points%22%3E%3CmxPoint%20x%3D%22-877%22%20y%3D%22-440%22%2F%3E%3CmxPoint%20x%3D%22-908%22%20y%3D%22-440%22%2F%3E%3C%2FArray%3E%3C%2FmxGeometry%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2213%22%20style%3D%22edgeStyle%3DorthogonalEdgeStyle%3Bshape%3Dconnector%3Brounded%3D0%3BjumpStyle%3Darc%3BorthogonalLoop%3D1%3BjettySize%3Dauto%3Bhtml%3D1%3BexitX%3D0.75%3BexitY%3D1%3BexitDx%3D0%3BexitDy%3D0%3BlabelBackgroundColor%3Ddefault%3BstrokeColor%3Ddefault%3Balign%3Dcenter%3BverticalAlign%3Dmiddle%3BfontFamily%3DHelvetica%3BfontSize%3D11%3BfontColor%3Ddefault%3BstartArrow%3Dnone%3BstartFill%3D0%3BendArrow%3Dnone%3BendFill%3D0%3BentryX%3D0.5%3BentryY%3D0%3BentryDx%3D0%3BentryDy%3D0%3BstrokeWidth%3D3%3B%22%20edge%3D%221%22%20source%3D%2214%22%20target%3D%2211%22%20parent%3D%221%22%3E%3CmxGeometry%20relative%3D%221%22%20as%3D%22geometry%22%3E%3CArray%20as%3D%22points%22%3E%3CmxPoint%20x%3D%22-829%22%20y%3D%22-440%22%2F%3E%3CmxPoint%20x%3D%22-803%22%20y%3D%22-440%22%2F%3E%3C%2FArray%3E%3C%2FmxGeometry%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2214%22%20value%3D%22LEU%20%2F%26lt%3Bbr%26gt%3BL1-%20Controller%22%20style%3D%22rounded%3D0%3BwhiteSpace%3Dwrap%3Bhtml%3D1%3BstrokeColor%3D%23CC0000%3BstrokeWidth%3D4%3BperimeterSpacing%3D0%3B%22%20vertex%3D%221%22%20parent%3D%221%22%3E%3CmxGeometry%20x%3D%22-900.5%22%20y%3D%22-530%22%20width%3D%2295%22%20height%3D%2260%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2215%22%20style%3D%22edgeStyle%3DorthogonalEdgeStyle%3Bshape%3Dconnector%3Brounded%3D0%3BjumpStyle%3Darc%3BorthogonalLoop%3D1%3BjettySize%3Dauto%3Bhtml%3D1%3BexitX%3D0%3BexitY%3D0.25%3BexitDx%3D0%3BexitDy%3D0%3BentryX%3D0.25%3BentryY%3D0%3BentryDx%3D0%3BentryDy%3D0%3BlabelBackgroundColor%3Ddefault%3BstrokeColor%3Ddefault%3BstrokeWidth%3D3%3Balign%3Dcenter%3BverticalAlign%3Dmiddle%3BfontFamily%3DHelvetica%3BfontSize%3D11%3BfontColor%3Ddefault%3BstartArrow%3Dnone%3BstartFill%3D0%3BendArrow%3Dnone%3BendFill%3D0%3B%22%20edge%3D%221%22%20source%3D%2216%22%20target%3D%227%22%20parent%3D%221%22%3E%3CmxGeometry%20relative%3D%221%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2216%22%20value%3D%22Interlocking%22%20style%3D%22rounded%3D0%3BwhiteSpace%3Dwrap%3Bhtml%3D1%3BstrokeColor%3D%23CC0000%3BstrokeWidth%3D5%3BperimeterSpacing%3D0%3B%22%20vertex%3D%221%22%20parent%3D%221%22%3E%3CmxGeometry%20x%3D%22-260%22%20y%3D%22-679%22%20width%3D%2295%22%20height%3D%2260%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2217%22%20style%3D%22edgeStyle%3DorthogonalEdgeStyle%3Brounded%3D0%3BorthogonalLoop%3D1%3BjettySize%3Dauto%3Bhtml%3D1%3BexitX%3D0.75%3BexitY%3D1%3BexitDx%3D0%3BexitDy%3D0%3BentryX%3D0.5%3BentryY%3D0%3BentryDx%3D0%3BentryDy%3D0%3BendArrow%3Dnone%3BendFill%3D0%3BstrokeWidth%3D3%3B%22%20edge%3D%221%22%20source%3D%2219%22%20target%3D%2216%22%20parent%3D%221%22%3E%3CmxGeometry%20relative%3D%221%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2218%22%20style%3D%22edgeStyle%3DorthogonalEdgeStyle%3Brounded%3D0%3BorthogonalLoop%3D1%3BjettySize%3Dauto%3Bhtml%3D1%3BexitX%3D0.25%3BexitY%3D1%3BexitDx%3D0%3BexitDy%3D0%3BendArrow%3Dnone%3BendFill%3D0%3BstartArrow%3Dnone%3BstartFill%3D0%3BjumpStyle%3Darc%3BentryX%3D0.75%3BentryY%3D0%3BentryDx%3D0%3BentryDy%3D0%3BstrokeWidth%3D3%3B%22%20edge%3D%221%22%20source%3D%2219%22%20target%3D%2231%22%20parent%3D%221%22%3E%3CmxGeometry%20relative%3D%221%22%20as%3D%22geometry%22%3E%3CArray%20as%3D%22points%22%3E%3CmxPoint%20x%3D%22-436%22%20y%3D%22-790%22%2F%3E%3CmxPoint%20x%3D%22-677%22%20y%3D%22-790%22%2F%3E%3C%2FArray%3E%3C%2FmxGeometry%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2219%22%20value%3D%22Control%20Centre%22%20style%3D%22rounded%3D0%3BwhiteSpace%3Dwrap%3Bhtml%3D1%3BstrokeColor%3D%23CC0000%3BstrokeWidth%3D5%3BperimeterSpacing%3D0%3B%22%20vertex%3D%221%22%20parent%3D%221%22%3E%3CmxGeometry%20x%3D%22-460%22%20y%3D%22-960%22%20width%3D%2295%22%20height%3D%2260%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2220%22%20value%3D%22Train%26lt%3Bbr%26gt%3BControl%26lt%3Bbr%26gt%3BSystem%22%20style%3D%22rounded%3D0%3BwhiteSpace%3Dwrap%3Bhtml%3D1%3BstrokeColor%3D%23CC0000%3BstrokeWidth%3D4%3B%22%20vertex%3D%221%22%20parent%3D%221%22%3E%3CmxGeometry%20x%3D%22-1079.5%22%20y%3D%22220%22%20width%3D%2295%22%20height%3D%2260%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2221%22%20value%3D%22On-board%26lt%3Bbr%26gt%3Brecording%20device%22%20style%3D%22rounded%3D0%3BwhiteSpace%3Dwrap%3Bhtml%3D1%3BstrokeColor%3D%23CC0000%3BstrokeWidth%3D4%3BperimeterSpacing%3D0%3B%22%20vertex%3D%221%22%20parent%3D%221%22%3E%3CmxGeometry%20x%3D%22-814.5%22%20y%3D%22220%22%20width%3D%22110%22%20height%3D%2260%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2222%22%20value%3D%22%22%20style%3D%22shape%3Dimage%3BverticalLabelPosition%3Dbottom%3BlabelBackgroundColor%3Ddefault%3BverticalAlign%3Dtop%3Baspect%3Dfixed%3BimageAspect%3D0%3Bimage%3Ddata%3Aimage%2Fpng%2CiVBORw0KGgoAAAANSUhEUgAAAJYAAABkCAYAAABkW8nwAAAABHNCSVQICAgIfAhkiAAAAAlwSFlzAAAuIwAALiMBeKU%2FdgAAABl0RVh0U29mdHdhcmUAd3d3Lmlua3NjYXBlLm9yZ5vuPBoAAArOSURBVHic7Z17jFTVHcc%2Fuy4%2BoICPilIRraJULbEgVSo2LVT6sKK0CfZJbRNto9WQmiA1je1in5pqamu1rbU1mKamNjUthlohgIJgpWoJPppFBBQQXWCBZRdY9tE%2FvndhmL135j7OmTN35nySX2YfM%2Ff%2B7rm%2F%2BZ1zz%2Fmd368B6KM8e4GDRb8fAHYD%2B4F9wc8dwA5gO9AavG4P%2FtYaiKcOaCCeYZmiA9hYIJsKXtcBbRXUxWORShtWOdqAV4EXgFeCn18EOl0q5UlOtRlWGN1AC7AGWAk8A7wM9LpUylOaPBhWGHuB54BngRWB7HeqkecI8mpYxewDngeWAf8EVuM9mlNqxbCKaQX%2BBSxEhrbLrTr1SV%2BNSzfqKmcDpxhqM08MXN%2F4SkoX8CTwVWCIicbzROP6ZpeTfwP3ojFUl8Hj7gEeBqYAjVkb0TMQ14ZTTnqBGYGuxwEfBeYAj6MZfRPneAOYC5ycpSE9R%2BLacOJIOzAuRPdG4CJkFIvQMlOW8xwA%2FgJcnrgVPQNwbTRxZT1wUplrGYa82wPA2xnPtxr4ItAUqxU9A3BtMElkCXB0zOs6CvgYcB%2FZjGwj8B1gaMzzegJcG0tSmY%2Fm35LQSHYj2wXcBYxKeO66xbWhpJEfZ7jeJtRdLgR6Upy7C3gE%2BFAGHeoC10aSVm4zcO1nAHcAm1Pq8BTyhJ4QXBtIFrnVUBs0AVcjL9abQo%2BngWmGdKkZXBtHVvkBycdcpTgf%2BD2KlkiqyyrgCoO65BrXhmFCHib%2B02JcRgDNKLQ6qT5rgK9R5zP6ro3ClCwG3mu4bUBrijejebQ0BjYTsx41N7g2CJOyDfiM2eY5RCMwHQUXJtVrLTKwusK1MZiWHuBnmO8aC5kCLE2h29PApRb1qipcG4ItacG%2Bl5gMLEih2yJgvGXdnOPaAGzLYuCDxlornEtJbmA9aMF7jGXdnOH6xldCDgJ%2FBj5sqM2imITmwpLo1oWWmmw8eDjF9U2vtCwHPo8WqW1xMfBEQr12osXuQRb1qiiub7Qr2Q78FrgMe9MBk9DOoSR6VWJsWBFc3%2BBqkHVozfC8jG0ZxdVok20SnRYRHtyYG1zf1GqT9ciTTcfslEUj8kRJJlp7UJhQLncXub6R1SxtwKPAtZiLwzoWuIVkS0W7gJuwOy40juublydpQd7sC2T3IsNRXNm%2BBOf%2FDzAx43krhuublVfpRdlw%2FgBcB1xAukXnM4G%2FJjhvN%2FArZJhVjesbVEvShrb0%2FwS4BhhL%2FO5rClq0jnuurWizR1XSAHwz4WdmEL7Q24oywBwPnFDwWu87jjvRIvQa4L%2FB61q0pa2Yo4DrgR8Sf8J0EfBt9GRbNaSZv2lGwXXFLEPfumKOQbFNpwWvpwYyGng%2FcBZwOjkbmGakD22SXYMMol9aUITGCaidbyTe9rP9wDzg56irdE4l9swdAN4KJIpBKP6839DOKvh5DDkYTySkATg7kGLakZG9jtYfr6T8bPyxwE%2BBzwHfQGO%2F3NFMeJ%2B%2F1NL5vh5xPi%2Fh0oXChpwuDeU5dHYj6l6vAu5EAXg%2BV6kMai7aye1si1ret49vDWRB8HsTehK7qEAmonFevXEhytBzD3A7R6ZTr0qaqY6ucEPMzw9GST5%2BhBKwZU0ckkdZRfh4zhp591hx6ETBfouD3wcDE1D05%2BUoLVKte7RJwEtoWuKRSpwwz2OstHQiz3Un2mR6InC3U40qw1C0oD2fCiQ4qUfDKqaT2vdYhcxCRRmsRtN6wxJRMfEPBP%2Bbh6pl9FVMI7uMQcUYmrFkA96wxAURf38lkGb0dDkGhQ8vpUpmuDPQhFZQnsRCikxvWFpeimrYl4t%2BfwP4BTAVhc1ci2Lbq%2F5RvgTT0MB%2BksmDesOK9lYgbxXFTjQQno4mam9AniyPFTFOQ2u915k6oDes6PHVNhTlGYdW4DfIk40GvovW%2BvLEMcCD6MtyXNaDecOK9ljF3WBctqCpjHPQuOx3qKhUXpiFpmPOzHIQb1jRHstEhMALwLeA96Fu5lkDx6wEE1Dhho%2BnPUC9G1YD5j1WGO3AQ2gP43logbjaGcHhIMLE1LthnY5yw4dh0rAK%2BR%2BavsgDTWj7%2F%2F0kXP5rQvvc4tJN9HLAhcBj6NG7ncNFyPsLlbcFn%2B%2F%2F3x5UoHxX8OqiHnRUN9hH6SfCrORmp03ADcC5KI5%2FZ9wPuV55L5RdKM5qDcol9Q%2FU14e9dyvyOFmWY%2BZEHHtThmOW4xOYLTZVSWlBkb1lqbbohuHED0MeCbwZ%2FLwfGdrbIa9tBT%2F3Fw%2FoJ8pj2eoGxyKvntfEH%2BegpaBPog0hJXH9LaikdKD5pRXoBm%2BNeN9d5RotBSeib7zrNjAhrZTpzmu1dG9WtgOvoW55Q%2FDaL5tJvoQzCJUSDtvFlFd2o%2Bt5Keyf3rCS04OMa2OBFBrf5uA9%2FTSgSVJjyyVVxDsoYHLAA6A3LPMc5LDhbULjqo%2B4VMgy61GqzHcL%2F%2BgNy2OCpShK4pCnrvcJUo8ZpqCpm0N4j%2BUxRTdaY1wL3mN5zNGEgiABb1ges0xFk6fesDzGuRH8GMtjnm5gtPdYHtM0AVd4w%2FLY4BJvWB4bTPCG5bHBKX7w7rHBPu%2BxPDbo8YblscEWb1geGyz3YyyPDaZ7w%2FKYZhNwru8KPaa5DejyHstjksfQpla%2FCO0xxvMobKYDfNiMxwwrUBxWR%2F8fqm0ndC3SiapDPIeKF1SCeWjnjG36UFHOOShtwIB%2FerEjB4FLIm%2BLPYahXFw2r%2B1V1PVF4rrxa1n%2BVqrhLWPLuNahzbdl80%2B4bvxalnvKNb5lTBnXAfQluYoEBUtdN34ty4q4N8EiaY1rG0p0%2B2XgpKQn9dMN9pkN%2FNKxDkNRoYCwAX0XSgfwOho3rQ5kQ5YTNqBqnGGcj3KYh%2FFHivbqp2AiSkIWxq%2BJzjR8PUoJVMw6ko9phqHEs2Mone89KyuBZ1BiOVcMRdf5FEpDtB3lC3uLI5OYWOdsot3kHQaOvzzi2OWy6c2P%2BNwe4PgM%2BpyKqoC57j5tyh4qMw1RltcIV3AvKg6elmsijtuHvFXaz96XQaejUa4n1ze%2FLowrKkdnH8oNOjjFMT8A7Ig4Zi8qt1uKISgvU9jnewjWqlJwf8Qxa1GcG9cQNJaKUnAZyZ4YxqPKDVHHWxD90SMoZfD7ga8k0GkQ8pJRx%2BtBFb%2B2lXhPHsW5cd0colShbEE3stTy0HC0zLCvxHG6iF91fQgai5XS60%2BUL9txGXoCKnWcB4P3jkTlf10bRC6MqyHmexYCny7zvs3A39Eq97vIE4xCNZenA%2B8p8%2Fm5JEsqOxl5zFIG3YOMYQl6amxHHnYccCXKTV%2BKDahr7s9B3wh8D4sFJB3Qju7tShcnH4HmOmx9cxaQ7kbdalGnDqLHe19Cs9GuPY5Jz3Vxuca2xRko36Tpi3qCbEUAbreg017KZzj%2BFPq2uzYKU7KBBMs1phmFwj9MXcxD6DE%2FKzehQbsJnd4kfrXRycizuTYKUzI%2B5nVboQn4PtnKdrwDzDCs1ziyzUP1Ao%2BSfF3ss%2BS3hEmxjE147VYYDdxLsm%2FsZuAWyg%2Fk09IIzORwxfk4chCN8bLETc1CDwquDSOLLMlw%2FQOI81RYjmEo4GsaSm46Eg32uzlcw2YFqn23isoV5h4X6DQVTTucjLzRDrRO9mKgz%2BOBjlmZiaZUxpKvJ8bdqBjWbAxWYPs%2FUjogsgqoaUkAAAAASUVORK5CYII%3D%3B%22%20vertex%3D%221%22%20parent%3D%221%22%3E%3CmxGeometry%20x%3D%22-1285%22%20y%3D%22-190%22%20width%3D%2290%22%20height%3D%2260%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2223%22%20value%3D%22%22%20style%3D%22shape%3Dimage%3BverticalLabelPosition%3Dbottom%3BlabelBackgroundColor%3Ddefault%3BverticalAlign%3Dtop%3Baspect%3Dfixed%3BimageAspect%3D0%3Bimage%3Ddata%3Aimage%2Fpng%2CiVBORw0KGgoAAAANSUhEUgAAAJYAAACHCAYAAAD0i6DcAAAABHNCSVQICAgIfAhkiAAAAAlwSFlzAAAuIwAALiMBeKU%2FdgAAABl0RVh0U29mdHdhcmUAd3d3Lmlua3NjYXBlLm9yZ5vuPBoAABMwSURBVHic7Z15kB1FHcc%2Fuwm5CKARVBAlgIAcchnBwoQAKkcAiYTihoQkKCKiiCgWKCgqkWghhaCgaES5EQQqB1dEQSEIKga5NEHBBILBHGw2JLvZ8Y9ftzs7b47%2BzZt5M%2B%2B9%2BVb9ardm%2Bvi97pnp7t8J7YfPAh7QC7wAdObUz3zgTdPXJTn1UaFEeAKZbA%2F4VY79%2FMDXz0vk9wBXKAF2p3%2ByPWBajn0dEejrYzn2VaFgXEn%2FRPcB78qxrxHAWl9%2FN%2BXYV%2BnQUTQDGWIwsEnI9S6gBxgGLAFGmetPAXsCI4GNMuZlPbAGuBc42Fx7E9gKWBFSfrjhL4g%2BYFXGvFWIwCDgefo3xkm0HHnoTghc%2F7Zp7znHdjT0PPLSnhO4%2FhlzfaFjO33Iw1%2BhARiPbpKvM%2FUeCFwfB2yrbEtDuwDvC1x70vByeQr%2BmwqDi2YgBYYAs4GhjuV%2FiDxAB%2FqurQQeBXYFbvNdHxHSbgfwlpj21yBLnx9vIKfAZ4AXTf8AewN7AJcBW%2Fva3YSBc9GDLOEgX9wKJcUlDPwK3NLAvq8O9H1FA%2FuukCMGAS8zcHKnNLD%2FIwN9L8f9a9u0aKZTYQcwFXlQglgHdAeuvY5Ivw8F5vque8jpbFPggMy5HIhHkaUw%2BDAdB9wK7EeyyMOeIhcCy7JmsALsj27zfK%2Bpd2vg%2BhPm%2BlXK9tLQDaav%2BwPX55nrsxRtVUtoTrgW3aQeDWxOrVjiG6a9Rcr20tBy5Av7hcD1DcC70Z1wX6M5D1ulRifwOLIU%2FJeBEu0wWoRM6OdC7n0IeG9CfS2tNnwF6Z%2FATtSKHTzgq8jy%2Frgpuyqhj5XA2DrHsYIjkiTmTzFwcv5DccrgfwR4WRzDy1DC95IVSoAx1L711xfIj19PaekjBfKTK1rZlOO0kGtzQ641CrNDruVpXVEomkHccAy1JicbIxJ4kL1Jn%2B%2FeZcBSQ36J%2BQbg7cD2wHm5cBqN64DfIiKQEb7rbyLiho0RPaJfkR6lmH4DmI588SqkRAfwd9w30SuQB%2B7EkHsPmzaDkvBG0K2m77tD7p2FPFBLFe0dlG44K1gchG4Cf2rqBRXOHvAVc%2B8lZZtZ0CrkoHFGyL0%2FG75mKNr7ZYqxrODDDegm8ABE4bsh5N4eiNK50Q%2BVpfHAeyLufQDYEVnSXdrqQuzISouyC9xmI3sTFywzZS%2Bm9lDyb%2BCvwPuB70TUt8Z5ruhF9jtBrEX2TkH8C%2FlaLjR8%2BDEV2WOdCGzju%2F5W3%2F9vmrYxfI6g3wKiQs7oRCYw%2BIZfWyRTAVxKLX8rkM16hZLiEMKXjqOKZCqAcYTzeGKRTFWIR1Dh7CGWD2G28EVhEKJDDPL5YJFMZY2yyrE%2BRrzVJojuzDP%2FP4xsZpdQa%2Bt0P%2BLQsD%2Fwjgx5TIPViNXFTcDxgXseosNcjFi7jsJNgH0P4Xu6CgGMwt1RwkM2sp2EK5w9xKFhEKInLOpEGPx6nhJx33pMz1e0WS2hjjgT3WTNMPWCCmdLOwIfVraZJ01EzHl6Q%2B69jLwEmjF4IMUYtyUeQzdROxGucPYQqT2IiKHoB8rS1YanP0TcPwxRPa13bG8DA0UUpUDZlNDbA%2Fsoyv8L8eGbGnHfKn6PrIepjGEtGuZE3J%2BKGPVF3Q%2BiE1laS4WyCUh3AG5XlL8Rkf%2BcEHF%2FLqI7fNqQKzqBzWLuRwlHIV7QaoWnw5CHPiwKzceBLRDfw6BbWbB9a%2BtfuYjlgJMJXyK6CLcOKAs6EI1AGO%2FnFMhXBYMHCZ%2Bcu4pkyhE%2FJpz3hUUyVQG2I1px%2B6kC%2BXLF0URvyvctkK%2B6UZY91qbAJMS0ZCTC18qQcquQfcVzhqYQLuT1kD3MDgx0rc8aURFuXPCAofX0Gy36MRVYgPge7ka%2F4Z9fMBzE08hps4LBF9Ed2T%2BPbLCjbKusjdMVynYbSb8wPEYt5asQy9IpijY1B5S2wDO4D9565NR0aEwZ6zuosT5tNFmPofNiykxGHq7VinabegnNEuPRTcidpt4tMWXy8B3Mgz6AhDuKum9t0a5TtHmN68C3OrRWokcS7uEc%2FBKcpWy3CPqaGYMXI%2B73ISqp%2FRRt%2Fpc2CDqShLgHJIyWIBvmz8eUudG0PVvRblH0qOE1zsHjUlPmaUW7Ex3GPlcUfSrci9oNZ1ggM4u7EKl3nD%2FefebvC4gA0mIzolVYSZJ2e1r1w28qnBbW3GUO8OmIMpMRd%2FyLEGeM4EnUP172%2F3fWyVdbYl%2Bi39Q%2BJERRsyEYYTlIZdJ1tizios48GVOv7JhL9O%2B6M6ZehQwwHHE8iJqAiwvjrH7YVCxh1ANsWRxrehRlmjySaMvHoGR5NaK9fxLZb8yKaXcMIjTdI%2BRe3B4rCUkBbuuFFZIuiinzJWAm4ju5ReDexsjeqsd3rReR3C%2FNjMsmwEnoTk%2BXmXq%2FjSmzFHkALlC2XQayvy9OUPysKXORot17Euah5fB7dAO%2FD6L3i%2FMUtu71jyjbLgP9zfD%2B3YRyHwZGE%2B7pHUa9iPd1WyCYKMl10MMcPf10DOKIEWZL3gy0HcmxKqKSIcSRVW%2B1PLT25%2BcgspslMWXWI3uosCgzzUJnI%2FKylTFluhAZVpRxYxgtJftcQaVDlAt8FK1DpPPBFG1B%2Bo1p%2FxeKtstGVrB7e0K5acjpOO4BDNLR8dPS%2FDgA3WDbuFJ3JpQ7j%2FL4DqalbkTHNy2h3O%2FNmFyjaNuGJm9ZfJ%2Fk6MB%2BOhRRTyS5Qu1KvJVAs9B4RHOQFM5oZ%2BRA4%2FrVWovk7mkYinaxD9PB%2BbES%2BRpFhR4CCXm9bcx9V0SFZtRAGwopCn9C9KhR%2BC4Dw10OZWAISoj3JGp7dJCcT%2FCqwrjLD8GkUkF6lTbYkOeJqJA%2FfppQGHf5wcX%2BqnDTmGbGz4gf3G5ql4BWQFSoIz%2BVWqreqD3WWKKVqDactvUS7kWEosMRGUzcHmwOcDjitj4qplwUyrgP6UY8bW4gPpJMLxKz4RXzdwv6bcr84cr9tmYe8rL2ZstyMRiGmMu6noz%2Bjbyx0x3KnokMoMbZoOxkhb0uQtDz0YcsbxnbrmCS7ySyScCjorH4aTT6kN3NQJOIDnXkpxeQB%2BtCRdu%2Fjp6q5kIwV18S7YTIaZLKWR3iTGX7zUBWJ%2Bjych2EKJpdFdM9tIDp8mjcf7BHv1TZ5WGZacpqnAyahV7B%2FUt0hxmH%2BxTtf6l2qpoLX0c3oKcj8plXHcoeiCSTLPohyIv2NpRUrg8xcNRsOZ6jeOF4amgVzt3IpnWiQ9mVyAPossFvVroAmXyXHDtXoD8k5ZpUM8%2BIfgeiMzK7AxE9REXn8%2BN%2BZK9wSAq%2BmgU2hIBLKrxjkfG4MamgDy7jXEr8HN0b%2BlHcFM4ekotwEJKmregvS17Ui8jmJjmWPwhx2XdtvwuJ8pML8nJYHYQsa9YdKyncz3%2BQENTnkawDs2%2FxNoiy1o%2B31hZPxCCyH%2BAuBjo2uCKYe3EH5OscFerIjxOQPeqNyAOWNI7rkD3cQyn4bCp0IIFqk960PxbFYIGICnXkp9dJfvgahjJFTR6LBMBIgms04VaCy28ehezLKgQwC7e9QTvGf3IRGHu0kFQ9K4xElMFJA%2Fca5frKNhL%2FIHl8SuMxnfXmfRhifmyFb2GWjRY9iPL0YmTj6ZIxdB6yuZ2GWFjaDWqaTXuzYDmibJ%2BDuOHHYTBwKmJxOwNxKXPBVbgnHC0En0B3pP6BqfeoY%2FnjkdPlOmU%2FzU5bI6lQXMo%2Bj7zYX1W0f1PNTJYMN6MbsL1wz9Ns5TpxIaxblT6JrAZrHMuPRR5GV%2BfdNYgNVykxArd9kqUnTL3vOZb%2FnSkfFXS%2Flclai97jWH6WKT9P0ccxlBTHoBusMxC5y2uO5a1RW1SakFambsSi9tOO5a1U%2FVhFH9aHs3S4Dd1AvQXdw7g7sKeifKvRBHTWHJ9CXlxXJ941uB2gGoqRuK%2F%2FHmJ3DXLScSn%2FMvK1%2Boqij1Yje9BZ6Fjeaig0SRSOo2TQmh%2BPQ7e5vNb087Cyn1aixWYMZijq7IUEoXMtfxslw124M2%2BPwxo77YmIrKpHUacV6X1I0nTX8taZ90nH8qU6HW5GfMTfIH0ZebAWOZa3CbqPU%2FTRqnQuIgSNi8Pqp5XIaV2TY%2FpYSoJTcWfaqhwOVNSxybS19l2tSHYsNPLCE5GvvWuO6dKcDm%2FF%2FUfebepo4lidi%2BgHlynqtCrZr7fmZbaWEXHxW%2F3URQbLYRYG9TOQNyIqckwfYsAG8kA9jdhxD3dsf1fE1sgf8rCeCMhabEK0TvUN8vcq9hsNdiG62HWIJ4%2FLGHhIyKMhiATfr7sdhszPevozbfQg%2BajjIjiXEq5CPg8JUVQhHAtwH8dfFcRjQ%2FFH3AfkJwXx2Ay4CPdxLNVpLw9oIyY3rSdJAzAG3ViWVheYBb6P%2B0D0UpuBoUI%2FOpF9lut43lwMm%2FlDo7fyEAeCCvH4Ge7jafWzDUEaC9IhiP7J5USyHnHnvgqRnm%2Bu6OcO5ARzuZbBEqIbOclliRmIKGGKY%2FnhiKHkj5DTod%2B6dBgDT%2BkrfP%2FfDPwlNZcKaK1Ef2jqaWyDPMSL%2BmBlnXai4xCxi6vg0wMeN3PxTUWdG2gQXI3NLI1FF2bHA%2F5q%2BkrKLdPONMuM0W%2BU9bTmR2tJ4VOgFTJuic537XkkNNEUZV%2Bzzd9Wjs1QLw5DxlTrZzkNWdpck4YOIz5kZSY4H93b8WXkxy9W1htHa4coyor2wd1nwNJy5GE5Q1EnGMogczyrYMYqnD%2BiqOMhoXgGIxaQRU9c2eliMy8vKuudgOzPNMaZcQkNaqBZnvZH7IFcMQeRs2iFnPMQGdZJynrtiMPNX%2B1yOB3R32osGaYp%2B3DGLHRvxVHIpk9jq%2BUBp%2BDuUt7u1IeEfkrKjhZWbzvkYOVaZwXuhgPO2BTdZ9Om5PiM8gf3IrKuahl0p9MQeV%2B3st4lZm7j0gUH6WQc4boUHo8uA8T1yB5Luww%2BjmwuxynrtTMOQx6qh5T1piCxwX6aUM6P6co%2BEuHqAm9pZ9K5al1o%2Bns5Rd12pRXIYeesFHUPA96Bu5C1DwkGlwm0%2Bx0bUvvKFD907xT9VSQHq%2B1S1LNeOXco6lxKRrhMyew0RE6ijQ%2B6FLFoPTvFALU72cnWiIM8RH%2B5BbrN%2F1JkCY2FixJ6F9yltL3ALYjCWZs0yTqv9jHQv81vhpyUOLNdYWNizUYnEhqCbMivRFRDW%2BGWB3E34CkNg1lBm%2BbEow0SYjcAWmG0h3hWNwVGo1M4e%2FRnvKpQHzZCl93e0j5ZM5KHp8tpKdp9mH5Pngrp0UM6A8ncpOpZoRPxrNG%2BMecWwGurYhr68V9FyZ0t0hrm7VwEsy2KrZADkHYOJhfBrCtuQf%2BDFoe2VKEe%2FAn9PGQa3DZK3HAEumTWhyMOlEel4MFq5q9HYrhbnpLSpDQSI5GNsfUWrhdrkANLvViNHJQsFiEmy3NQmrkgajQrVX%2BEWrHDMOT3%2B7EC0TnOcu1EI4m1OZzTCjYnIEI67UmyolrqQ5bC%2FVLWt4JW1%2BBuHgojwLejM9C3OZz%2FkuKH2NiamiAXFcXT6ciLvjxF3aXISnGOst7uBBAmFjgZN%2BkrptFZSLapPRzr%2BDEfWVompKhbIRxHIF%2F%2FeSnqbokopn%2BJbqme4lLoKdyf1EdMnasVdfx0Jq2fd7DR1I2YOJ2Usr4NIHK7os4yEj5G%2ByqZmI4sZa4R5oI0Gl3ow4rcaALwNtxjvPppPbIdmqCs93F8CC6FGsO8LkS8cDTpXLefQYSp1TKYPY5AVoEFKepuhGyH7gWWKOpNjroxApHAuj6hPzb15ivq%2BGmmqa85gVTkRi8hJkgXpKxvHYa%2FpaizjogQCpOVnX8Q2J50Ul6P%2FmTkRU9Cq9KeiCwrbf0xwHuV83s2IfidogEbJELzRPtpFfLJ1UT3q0hHFyJfrSUp619t5vghRZ0amdZO6J7MzyKnuZdSMm0N%2BbRxICpypz%2BYMf5Jyvo2lPdkZb0BYqeZioprEetQrS%2Bbn6aiS5NWkZ5s4Lp60vCdjH7v%2Ff%2BwU0PQhbq2SRPvTMmsVTscUoLBb3U6FfEJTZs4dL6Z62sUdV7DyLQmKTs7FJ3LUJDs%2FkyTPKiidGTDQz6Ysn4fsoHXyjcndqJzQlyGZEeYjLvaJ4i55m8lv8ofByMbeG1sB4sOxHBwAfA3Rb0pHcgX6D3mQlyw%2FF7gMWRT%2BBywYypWRdK%2BAPcQh41CL5IQoNVwF%2BJz%2BGzK%2Bq8iIaX2R0RMQayl35ymh4EJD1QYT%2FpPsw1RVKHx%2BDvp501tZ5fGmeL0FHUs7iX%2FFCEVwjE3uUgkcne2SBOWyE%2Bn5s1ghUjUcwq3QfRygybvXZA2IKfJCsVgKLKHTDt%2F5%2BfJnCYxUJAey5OxCk64m%2FTzZzPjOkGzx9qF%2Bjxm0x55K2SH2clFIrEjEgEwc2ijzgRpTB5MVVBha9Jbo3govHFcMRgxtE%2FL0Ctkk3SzQv3QmJ4HyTkfj%2BtSeAj1nQpsiKIKxaOe5XA4GScj1%2BR9DqNJWTJToS6k9TlUHcJclqdNkRPBUN%2B1OC9lfw5oEDHD9ojXboXiMQiZT21gPJAH63VEvfNqXMH%2FAQMaMYM%2BQNhzAAAAAElFTkSuQmCC%3B%22%20vertex%3D%221%22%20parent%3D%221%22%3E%3CmxGeometry%20x%3D%22-1290%22%20y%3D%22-990%22%20width%3D%2290%22%20height%3D%2281%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2224%22%20value%3D%22Zone%22%20style%3D%22rounded%3D0%3BwhiteSpace%3Dwrap%3Bhtml%3D1%3BfillColor%3Dnone%3BverticalAlign%3Dmiddle%3Balign%3Dcenter%3BstrokeColor%3D%23CC0000%3BstrokeWidth%3D4%3B%22%20vertex%3D%221%22%20parent%3D%221%22%3E%3CmxGeometry%20x%3D%22-1480%22%20y%3D%22-720.43%22%20width%3D%2280%22%20height%3D%2240%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2225%22%20style%3D%22edgeStyle%3DorthogonalEdgeStyle%3Bshape%3Dconnector%3Brounded%3D0%3BjumpStyle%3Darc%3BorthogonalLoop%3D1%3BjettySize%3Dauto%3Bhtml%3D1%3BexitX%3D0.5%3BexitY%3D1%3BexitDx%3D0%3BexitDy%3D0%3BentryX%3D0.5%3BentryY%3D0%3BentryDx%3D0%3BentryDy%3D0%3BlabelBackgroundColor%3Ddefault%3BstrokeColor%3Ddefault%3BstrokeWidth%3D3%3Balign%3Dcenter%3BverticalAlign%3Dmiddle%3BfontFamily%3DHelvetica%3BfontSize%3D11%3BfontColor%3Ddefault%3BstartArrow%3Dnone%3BstartFill%3D0%3BendArrow%3Dnone%3BendFill%3D0%3B%22%20edge%3D%221%22%20source%3D%2226%22%20target%3D%2227%22%20parent%3D%221%22%3E%3CmxGeometry%20relative%3D%221%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2226%22%20value%3D%22Operator%20Voice%22%20style%3D%22rounded%3D0%3BwhiteSpace%3Dwrap%3Bhtml%3D1%3BstrokeColor%3D%23CC0000%3BstrokeWidth%3D4%3B%22%20vertex%3D%221%22%20parent%3D%221%22%3E%3CmxGeometry%20x%3D%22-496.5%22%20y%3D%22-380%22%20width%3D%2295%22%20height%3D%2260%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2227%22%20value%3D%22Driver%20Voice%22%20style%3D%22rounded%3D0%3BwhiteSpace%3Dwrap%3Bhtml%3D1%3BstrokeColor%3D%23CC0000%3BstrokeWidth%3D4%3B%22%20vertex%3D%221%22%20parent%3D%221%22%3E%3CmxGeometry%20x%3D%22-496.5%22%20y%3D%2275%22%20width%3D%2295%22%20height%3D%2260%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2228%22%20style%3D%22edgeStyle%3DorthogonalEdgeStyle%3Brounded%3D0%3BorthogonalLoop%3D1%3BjettySize%3Dauto%3Bhtml%3D1%3BexitX%3D1%3BexitY%3D0.5%3BexitDx%3D0%3BexitDy%3D0%3BentryX%3D0%3BentryY%3D0.5%3BentryDx%3D0%3BentryDy%3D0%3BendArrow%3Dnone%3BendFill%3D0%3BstrokeWidth%3D3%3B%22%20edge%3D%221%22%20source%3D%2231%22%20target%3D%2216%22%20parent%3D%221%22%3E%3CmxGeometry%20relative%3D%221%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2229%22%20style%3D%22edgeStyle%3DorthogonalEdgeStyle%3Bshape%3Dconnector%3Brounded%3D0%3BjumpStyle%3Darc%3BorthogonalLoop%3D1%3BjettySize%3Dauto%3Bhtml%3D1%3BexitX%3D0%3BexitY%3D0.25%3BexitDx%3D0%3BexitDy%3D0%3BentryX%3D0.25%3BentryY%3D0%3BentryDx%3D0%3BentryDy%3D0%3BlabelBackgroundColor%3Ddefault%3BstrokeColor%3Ddefault%3Balign%3Dcenter%3BverticalAlign%3Dmiddle%3BfontFamily%3DHelvetica%3BfontSize%3D11%3BfontColor%3Ddefault%3BstartArrow%3Dnone%3BstartFill%3D0%3BendArrow%3Dnone%3BendFill%3D0%3BstrokeWidth%3D3%3B%22%20edge%3D%221%22%20source%3D%2231%22%20target%3D%2210%22%20parent%3D%221%22%3E%3CmxGeometry%20relative%3D%221%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2230%22%20style%3D%22edgeStyle%3DorthogonalEdgeStyle%3Bshape%3Dconnector%3Brounded%3D0%3BjumpStyle%3Darc%3BorthogonalLoop%3D1%3BjettySize%3Dauto%3Bhtml%3D1%3BexitX%3D0.5%3BexitY%3D1%3BexitDx%3D0%3BexitDy%3D0%3BentryX%3D0.5%3BentryY%3D0%3BentryDx%3D0%3BentryDy%3D0%3BlabelBackgroundColor%3Ddefault%3BstrokeColor%3Ddefault%3Balign%3Dcenter%3BverticalAlign%3Dmiddle%3BfontFamily%3DHelvetica%3BfontSize%3D11%3BfontColor%3Ddefault%3BstartArrow%3Dnone%3BstartFill%3D0%3BendArrow%3Dnone%3BendFill%3D0%3BstrokeWidth%3D3%3B%22%20edge%3D%221%22%20source%3D%2231%22%20target%3D%2236%22%20parent%3D%221%22%3E%3CmxGeometry%20relative%3D%221%22%20as%3D%22geometry%22%3E%3CArray%20as%3D%22points%22%3E%3CmxPoint%20x%3D%22-703%22%20y%3D%22-600%22%2F%3E%3CmxPoint%20x%3D%22-1022%22%20y%3D%22-600%22%2F%3E%3C%2FArray%3E%3C%2FmxGeometry%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2231%22%20value%3D%22RBC%22%20style%3D%22rounded%3D0%3BwhiteSpace%3Dwrap%3Bhtml%3D1%3BverticalAlign%3Dmiddle%3BstrokeColor%3D%23CC0000%3BstrokeWidth%3D4%3B%22%20vertex%3D%221%22%20parent%3D%221%22%3E%3CmxGeometry%20x%3D%22-755.5%22%20y%3D%22-679%22%20width%3D%22105%22%20height%3D%2260%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2232%22%20style%3D%22edgeStyle%3DorthogonalEdgeStyle%3Brounded%3D0%3BorthogonalLoop%3D1%3BjettySize%3Dauto%3Bhtml%3D1%3BexitX%3D0.5%3BexitY%3D1%3BexitDx%3D0%3BexitDy%3D0%3BstartArrow%3Dnone%3BstartFill%3D0%3BendArrow%3Dnone%3BendFill%3D0%3BjumpStyle%3Darc%3BstrokeWidth%3D3%3B%22%20edge%3D%221%22%20source%3D%2235%22%20parent%3D%221%22%3E%3CmxGeometry%20relative%3D%221%22%20as%3D%22geometry%22%3E%3CmxPoint%20x%3D%22-710%22%20y%3D%22-680%22%20as%3D%22targetPoint%22%2F%3E%3CArray%20as%3D%22points%22%3E%3CmxPoint%20x%3D%22-710%22%20y%3D%22-840%22%2F%3E%3C%2FArray%3E%3C%2FmxGeometry%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2233%22%20style%3D%22edgeStyle%3DorthogonalEdgeStyle%3Bshape%3Dconnector%3Brounded%3D0%3BjumpStyle%3Darc%3BorthogonalLoop%3D1%3BjettySize%3Dauto%3Bhtml%3D1%3BexitX%3D0%3BexitY%3D0.25%3BexitDx%3D0%3BexitDy%3D0%3BentryX%3D0.25%3BentryY%3D0%3BentryDx%3D0%3BentryDy%3D0%3BlabelBackgroundColor%3Ddefault%3BstrokeColor%3Ddefault%3Balign%3Dcenter%3BverticalAlign%3Dmiddle%3BfontFamily%3DHelvetica%3BfontSize%3D11%3BfontColor%3Ddefault%3BstartArrow%3Dnone%3BstartFill%3D0%3BendArrow%3Dnone%3BendFill%3D0%3BstrokeWidth%3D3%3B%22%20edge%3D%221%22%20source%3D%2235%22%20target%3D%225%22%20parent%3D%221%22%3E%3CmxGeometry%20relative%3D%221%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2234%22%20style%3D%22edgeStyle%3DorthogonalEdgeStyle%3Brounded%3D0%3BorthogonalLoop%3D1%3BjettySize%3Dauto%3Bhtml%3D1%3BexitX%3D0.25%3BexitY%3D1%3BexitDx%3D0%3BexitDy%3D0%3BentryX%3D0.115%3BentryY%3D0.004%3BentryDx%3D0%3BentryDy%3D0%3BentryPerimeter%3D0%3BendArrow%3Dnone%3BstartArrow%3Dnone%3BstartFill%3D0%3BendFill%3D0%3BstrokeWidth%3D3%3B%22%20edge%3D%221%22%20source%3D%2235%22%20target%3D%2245%22%20parent%3D%221%22%3E%3CmxGeometry%20relative%3D%221%22%20as%3D%22geometry%22%3E%3CArray%20as%3D%22points%22%3E%3CmxPoint%20x%3D%22-721%22%20y%3D%22-820%22%2F%3E%3CmxPoint%20x%3D%22-1110%22%20y%3D%22-820%22%2F%3E%3CmxPoint%20x%3D%22-1110%22%20y%3D%22-147%22%2F%3E%3CmxPoint%20x%3D%22-1114%22%20y%3D%22-147%22%2F%3E%3C%2FArray%3E%3C%2FmxGeometry%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2235%22%20value%3D%22KMC%22%20style%3D%22rounded%3D0%3BwhiteSpace%3Dwrap%3Bhtml%3D1%3BstrokeColor%3D%23CC0000%3BstrokeWidth%3D4%3B%22%20vertex%3D%221%22%20parent%3D%221%22%3E%3CmxGeometry%20x%3D%22-744.5%22%20y%3D%22-900%22%20width%3D%2295%22%20height%3D%2260%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2236%22%20value%3D%22RIU%22%20style%3D%22rounded%3D0%3BwhiteSpace%3Dwrap%3Bhtml%3D1%3BverticalAlign%3Dmiddle%3BstrokeColor%3D%23CC0000%3BstrokeWidth%3D4%3B%22%20vertex%3D%221%22%20parent%3D%221%22%3E%3CmxGeometry%20x%3D%22-1074.5%22%20y%3D%22-379%22%20width%3D%22105%22%20height%3D%2260%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2237%22%20style%3D%22edgeStyle%3DorthogonalEdgeStyle%3Bshape%3Dconnector%3Brounded%3D0%3BjumpStyle%3Darc%3BorthogonalLoop%3D1%3BjettySize%3Dauto%3Bhtml%3D1%3BexitX%3D0.5%3BexitY%3D0%3BexitDx%3D0%3BexitDy%3D0%3BentryX%3D0.5%3BentryY%3D0%3BentryDx%3D0%3BentryDy%3D0%3BlabelBackgroundColor%3Ddefault%3BstrokeColor%3Ddefault%3BstrokeWidth%3D3%3Balign%3Dcenter%3BverticalAlign%3Dmiddle%3BfontFamily%3DHelvetica%3BfontSize%3D11%3BfontColor%3Ddefault%3BstartArrow%3Dnone%3BstartFill%3D0%3BendArrow%3Dnone%3BendFill%3D0%3B%22%20edge%3D%221%22%20source%3D%2239%22%20target%3D%2226%22%20parent%3D%221%22%3E%3CmxGeometry%20relative%3D%221%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2238%22%20style%3D%22edgeStyle%3DorthogonalEdgeStyle%3Bshape%3Dconnector%3Brounded%3D0%3BjumpStyle%3Darc%3BorthogonalLoop%3D1%3BjettySize%3Dauto%3Bhtml%3D1%3BexitX%3D0.5%3BexitY%3D1%3BexitDx%3D0%3BexitDy%3D0%3BentryX%3D0.5%3BentryY%3D0%3BentryDx%3D0%3BentryDy%3D0%3BlabelBackgroundColor%3Ddefault%3BstrokeColor%3Ddefault%3BstrokeWidth%3D3%3Balign%3Dcenter%3BverticalAlign%3Dmiddle%3BfontFamily%3DHelvetica%3BfontSize%3D11%3BfontColor%3Ddefault%3BstartArrow%3Dnone%3BstartFill%3D0%3BendArrow%3Dnone%3BendFill%3D0%3B%22%20edge%3D%221%22%20source%3D%2239%22%20target%3D%2227%22%20parent%3D%221%22%3E%3CmxGeometry%20relative%3D%221%22%20as%3D%22geometry%22%3E%3CArray%20as%3D%22points%22%3E%3CmxPoint%20x%3D%22-354%22%20y%3D%22-230%22%2F%3E%3CmxPoint%20x%3D%22-449%22%20y%3D%22-230%22%2F%3E%3C%2FArray%3E%3C%2FmxGeometry%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2239%22%20value%3D%22Trackside%20User%20Voice%22%20style%3D%22rounded%3D0%3BwhiteSpace%3Dwrap%3Bhtml%3D1%3BstrokeColor%3D%23CC0000%3BstrokeWidth%3D4%3B%22%20vertex%3D%221%22%20parent%3D%221%22%3E%3CmxGeometry%20x%3D%22-401.5%22%20y%3D%22-380%22%20width%3D%2295%22%20height%3D%2260%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2240%22%20value%3D%22Radio%20Applications%26lt%3Bbr%26gt%3BOnboard%22%20style%3D%22rounded%3D0%3BwhiteSpace%3Dwrap%3Bhtml%3D1%3BstrokeColor%3D%23CC0000%3BstrokeWidth%3D4%3B%22%20vertex%3D%221%22%20parent%3D%221%22%3E%3CmxGeometry%20x%3D%22-290%22%20y%3D%2275%22%20width%3D%2295%22%20height%3D%2260%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2241%22%20style%3D%22edgeStyle%3DorthogonalEdgeStyle%3Bshape%3Dconnector%3Brounded%3D0%3BjumpStyle%3Darc%3BorthogonalLoop%3D1%3BjettySize%3Dauto%3Bhtml%3D1%3BexitX%3D0.5%3BexitY%3D1%3BexitDx%3D0%3BexitDy%3D0%3BentryX%3D0.5%3BentryY%3D0%3BentryDx%3D0%3BentryDy%3D0%3BlabelBackgroundColor%3Ddefault%3BstrokeColor%3Ddefault%3BstrokeWidth%3D3%3Balign%3Dcenter%3BverticalAlign%3Dmiddle%3BfontFamily%3DHelvetica%3BfontSize%3D11%3BfontColor%3Ddefault%3BstartArrow%3Dnone%3BstartFill%3D0%3BendArrow%3Dnone%3BendFill%3D0%3B%22%20edge%3D%221%22%20source%3D%2242%22%20target%3D%2240%22%20parent%3D%221%22%3E%3CmxGeometry%20relative%3D%221%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2242%22%20value%3D%22Radio%20Applications%26lt%3Bbr%26gt%3BInfrastructure%22%20style%3D%22rounded%3D0%3BwhiteSpace%3Dwrap%3Bhtml%3D1%3BstrokeColor%3D%23CC0000%3BstrokeWidth%3D4%3B%22%20vertex%3D%221%22%20parent%3D%221%22%3E%3CmxGeometry%20x%3D%22-290%22%20y%3D%22-379%22%20width%3D%2295%22%20height%3D%2260%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2243%22%20style%3D%22edgeStyle%3DorthogonalEdgeStyle%3Brounded%3D0%3BorthogonalLoop%3D1%3BjettySize%3Dauto%3Bhtml%3D1%3BexitX%3D0.5%3BexitY%3D1%3BexitDx%3D0%3BexitDy%3D0%3BentryX%3D0.75%3BentryY%3D0%3BentryDx%3D0%3BentryDy%3D0%3BendArrow%3Dnone%3BstrokeWidth%3D3%3BstartArrow%3Dnone%3BstartFill%3D0%3BendFill%3D0%3B%22%20edge%3D%221%22%20source%3D%2244%22%20target%3D%2220%22%20parent%3D%221%22%3E%3CmxGeometry%20relative%3D%221%22%20as%3D%22geometry%22%3E%3CArray%20as%3D%22points%22%3E%3CmxPoint%20x%3D%22-562%22%20y%3D%22190%22%2F%3E%3CmxPoint%20x%3D%22-1008%22%20y%3D%22190%22%2F%3E%3C%2FArray%3E%3C%2FmxGeometry%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2244%22%20value%3D%22ATO-OB%22%20style%3D%22rounded%3D0%3BwhiteSpace%3Dwrap%3Bhtml%3D1%3BstrokeColor%3D%23CC0000%3BstrokeWidth%3D4%3B%22%20vertex%3D%221%22%20parent%3D%221%22%3E%3CmxGeometry%20x%3D%22-610%22%20y%3D%2275%22%20width%3D%2295%22%20height%3D%2260%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2245%22%20value%3D%22ETCS%20On-Board%22%20style%3D%22rounded%3D0%3BwhiteSpace%3Dwrap%3Bhtml%3D1%3BfillColor%3Ddefault%3BverticalAlign%3Dtop%3Balign%3Dleft%3BstrokeColor%3D%23CC0000%3BstrokeWidth%3D4%3B%22%20vertex%3D%221%22%20parent%3D%221%22%3E%3CmxGeometry%20x%3D%22-1176%22%20y%3D%22-150%22%20width%3D%22536%22%20height%3D%22320%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2246%22%20value%3D%22BIU%22%20style%3D%22rounded%3D0%3BwhiteSpace%3Dwrap%3Bhtml%3D1%3B%22%20vertex%3D%221%22%20parent%3D%221%22%3E%3CmxGeometry%20x%3D%22-1144.5%22%20y%3D%2280%22%20width%3D%2280%22%20height%3D%2260%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2247%22%20value%3D%22TIU%22%20style%3D%22rounded%3D0%3BwhiteSpace%3Dwrap%3Bhtml%3D1%3B%22%20vertex%3D%221%22%20parent%3D%221%22%3E%3CmxGeometry%20x%3D%22-1064.5%22%20y%3D%2280%22%20width%3D%2280%22%20height%3D%2260%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2248%22%20value%3D%22DMI%26lt%3Bbr%26gt%3B%26amp%3Bnbsp%3Bfunction%22%20style%3D%22rounded%3D0%3BwhiteSpace%3Dwrap%3Bhtml%3D1%3B%22%20vertex%3D%221%22%20parent%3D%221%22%3E%3CmxGeometry%20x%3D%22-914.5%22%20y%3D%2280%22%20width%3D%2270%22%20height%3D%2260%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2249%22%20value%3D%22Juridical%20data%22%20style%3D%22rounded%3D0%3BwhiteSpace%3Dwrap%3Bhtml%3D1%3B%22%20vertex%3D%221%22%20parent%3D%221%22%3E%3CmxGeometry%20x%3D%22-774.5%22%20y%3D%2280%22%20width%3D%2270%22%20height%3D%2260%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2250%22%20value%3D%22Odometry%22%20style%3D%22rounded%3D0%3BwhiteSpace%3Dwrap%3Bhtml%3D1%3B%22%20vertex%3D%221%22%20parent%3D%221%22%3E%3CmxGeometry%20x%3D%22-805.5%22%20y%3D%22-20%22%20width%3D%2270%22%20height%3D%2260%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2251%22%20value%3D%22STM%20control%20function%22%20style%3D%22rounded%3D0%3BwhiteSpace%3Dwrap%3Bhtml%3D1%3B%22%20vertex%3D%221%22%20parent%3D%221%22%3E%3CmxGeometry%20x%3D%22-1116%22%20y%3D%22-20%22%20width%3D%2270%22%20height%3D%2260%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2252%22%20value%3D%22BTM%22%20style%3D%22rounded%3D0%3BwhiteSpace%3Dwrap%3Bhtml%3D1%3B%22%20vertex%3D%221%22%20parent%3D%221%22%3E%3CmxGeometry%20x%3D%22-1144.5%22%20y%3D%22-110%22%20width%3D%2270%22%20height%3D%2260%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2253%22%20value%3D%22LTM%22%20style%3D%22rounded%3D0%3BwhiteSpace%3Dwrap%3Bhtml%3D1%3B%22%20vertex%3D%221%22%20parent%3D%221%22%3E%3CmxGeometry%20x%3D%22-1054.5%22%20y%3D%22-110%22%20width%3D%2270%22%20height%3D%2260%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2254%22%20value%3D%22EVC%22%20style%3D%22rounded%3D0%3BwhiteSpace%3Dwrap%3Bhtml%3D1%3B%22%20vertex%3D%221%22%20parent%3D%221%22%3E%3CmxGeometry%20x%3D%22-965.5%22%20y%3D%22-20%22%20width%3D%2270%22%20height%3D%2260%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2255%22%20value%3D%22Euroradio%22%20style%3D%22rounded%3D0%3BwhiteSpace%3Dwrap%3Bhtml%3D1%3B%22%20vertex%3D%221%22%20parent%3D%221%22%3E%3CmxGeometry%20x%3D%22-755.5%22%20y%3D%22-110%22%20width%3D%2284%22%20height%3D%2260%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2256%22%20style%3D%22edgeStyle%3DorthogonalEdgeStyle%3Bshape%3Dconnector%3Brounded%3D0%3BjumpStyle%3Darc%3BorthogonalLoop%3D1%3BjettySize%3Dauto%3Bhtml%3D1%3BexitX%3D0.5%3BexitY%3D0%3BexitDx%3D0%3BexitDy%3D0%3BentryX%3D0.5%3BentryY%3D1%3BentryDx%3D0%3BentryDy%3D0%3BlabelBackgroundColor%3Ddefault%3BstrokeColor%3Ddefault%3Balign%3Dcenter%3BverticalAlign%3Dmiddle%3BfontFamily%3DHelvetica%3BfontSize%3D11%3BfontColor%3Ddefault%3BstartArrow%3Dnone%3BstartFill%3D0%3BendArrow%3Dnone%3BendFill%3D0%3BstrokeWidth%3D3%3B%22%20edge%3D%221%22%20source%3D%2258%22%20target%3D%2219%22%20parent%3D%221%22%3E%3CmxGeometry%20relative%3D%221%22%20as%3D%22geometry%22%3E%3CmxPoint%20x%3D%22-550%22%20y%3D%22-380%22%20as%3D%22sourcePoint%22%2F%3E%3CmxPoint%20x%3D%22-382%22%20y%3D%22-900%22%20as%3D%22targetPoint%22%2F%3E%3CArray%20as%3D%22points%22%3E%3CmxPoint%20x%3D%22-580%22%20y%3D%22-380%22%2F%3E%3CmxPoint%20x%3D%22-580%22%20y%3D%22-530%22%2F%3E%3CmxPoint%20x%3D%22-412%22%20y%3D%22-530%22%2F%3E%3C%2FArray%3E%3C%2FmxGeometry%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2257%22%20style%3D%22edgeStyle%3DorthogonalEdgeStyle%3Bshape%3Dconnector%3Brounded%3D0%3BjumpStyle%3Darc%3BorthogonalLoop%3D1%3BjettySize%3Dauto%3Bhtml%3D1%3BexitX%3D0.5%3BexitY%3D1%3BexitDx%3D0%3BexitDy%3D0%3BentryX%3D0.5%3BentryY%3D0%3BentryDx%3D0%3BentryDy%3D0%3BlabelBackgroundColor%3Ddefault%3BstrokeColor%3Ddefault%3BstrokeWidth%3D3%3Balign%3Dcenter%3BverticalAlign%3Dmiddle%3BfontFamily%3DHelvetica%3BfontSize%3D11%3BfontColor%3Ddefault%3BstartArrow%3Dnone%3BstartFill%3D0%3BendArrow%3Dnone%3BendFill%3D0%3B%22%20edge%3D%221%22%20source%3D%2258%22%20target%3D%2244%22%20parent%3D%221%22%3E%3CmxGeometry%20relative%3D%221%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2258%22%20value%3D%22ATO-TS%22%20style%3D%22rounded%3D0%3BwhiteSpace%3Dwrap%3Bhtml%3D1%3BstrokeColor%3D%23CC0000%3BstrokeWidth%3D4%3B%22%20vertex%3D%221%22%20parent%3D%221%22%3E%3CmxGeometry%20x%3D%22-610%22%20y%3D%22-380%22%20width%3D%2295%22%20height%3D%2260%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2259%22%20style%3D%22edgeStyle%3DorthogonalEdgeStyle%3Brounded%3D0%3BorthogonalLoop%3D1%3BjettySize%3Dauto%3Bhtml%3D1%3BexitX%3D0%3BexitY%3D0.5%3BexitDx%3D0%3BexitDy%3D0%3BentryX%3D1%3BentryY%3D0.5%3BentryDx%3D0%3BentryDy%3D0%3BendArrow%3Dnone%3BendFill%3D0%3BstrokeWidth%3D3%3B%22%20edge%3D%221%22%20source%3D%2261%22%20target%3D%2216%22%20parent%3D%221%22%3E%3CmxGeometry%20relative%3D%221%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2260%22%20style%3D%22edgeStyle%3DorthogonalEdgeStyle%3Brounded%3D0%3BorthogonalLoop%3D1%3BjettySize%3Dauto%3Bhtml%3D1%3BexitX%3D1%3BexitY%3D0.5%3BexitDx%3D0%3BexitDy%3D0%3BentryX%3D0%3BentryY%3D0.5%3BentryDx%3D0%3BentryDy%3D0%3BendArrow%3Dnone%3BendFill%3D0%3BstrokeWidth%3D3%3B%22%20edge%3D%221%22%20source%3D%2261%22%20target%3D%2262%22%20parent%3D%221%22%3E%3CmxGeometry%20relative%3D%221%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2261%22%20value%3D%22ILS-Adapter%22%20style%3D%22rounded%3D0%3BwhiteSpace%3Dwrap%3Bhtml%3D1%3BstrokeColor%3D%23CC0000%3BstrokeWidth%3D5%3BperimeterSpacing%3D0%3B%22%20vertex%3D%221%22%20parent%3D%221%22%3E%3CmxGeometry%20x%3D%22-50%22%20y%3D%22-679%22%20width%3D%2295%22%20height%3D%2260%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2262%22%20value%3D%22Adjacent%26lt%3Bbr%26gt%3BLegacy%26lt%3Bbr%26gt%3BInterlocking%22%20style%3D%22rounded%3D0%3BwhiteSpace%3Dwrap%3Bhtml%3D1%3BstrokeColor%3D%23CC0000%3BstrokeWidth%3D5%3BperimeterSpacing%3D0%3B%22%20vertex%3D%221%22%20parent%3D%221%22%3E%3CmxGeometry%20x%3D%2260%22%20y%3D%22-679%22%20width%3D%2295%22%20height%3D%2260%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2263%22%20value%3D%22Config%20%2F%20SW%22%20style%3D%22rounded%3D0%3BwhiteSpace%3Dwrap%3Bhtml%3D1%3BstrokeColor%3D%23CC0000%3BstrokeWidth%3D5%3BperimeterSpacing%3D0%3B%22%20vertex%3D%221%22%20parent%3D%221%22%3E%3CmxGeometry%20x%3D%22-385%22%20y%3D%22-1119%22%20width%3D%2295%22%20height%3D%2260%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2264%22%20style%3D%22edgeStyle%3DorthogonalEdgeStyle%3Brounded%3D0%3BorthogonalLoop%3D1%3BjettySize%3Dauto%3Bhtml%3D1%3BexitX%3D0.5%3BexitY%3D1%3BexitDx%3D0%3BexitDy%3D0%3BentryX%3D0.5%3BentryY%3D0%3BentryDx%3D0%3BentryDy%3D0%3BendArrow%3Dnone%3BendFill%3D0%3B%22%20edge%3D%221%22%20source%3D%2266%22%20target%3D%2267%22%20parent%3D%221%22%3E%3CmxGeometry%20relative%3D%221%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2265%22%20style%3D%22edgeStyle%3DorthogonalEdgeStyle%3Brounded%3D0%3BorthogonalLoop%3D1%3BjettySize%3Dauto%3Bhtml%3D1%3BexitX%3D0.5%3BexitY%3D0%3BexitDx%3D0%3BexitDy%3D0%3BentryX%3D0.75%3BentryY%3D1%3BentryDx%3D0%3BentryDy%3D0%3BendArrow%3Dnone%3BendFill%3D0%3BstrokeWidth%3D3%3B%22%20edge%3D%221%22%20source%3D%2266%22%20target%3D%2216%22%20parent%3D%221%22%3E%3CmxGeometry%20relative%3D%221%22%20as%3D%22geometry%22%3E%3CArray%20as%3D%22points%22%3E%3CmxPoint%20x%3D%22-110%22%20y%3D%22-570%22%2F%3E%3CmxPoint%20x%3D%22-189%22%20y%3D%22-570%22%2F%3E%3C%2FArray%3E%3C%2FmxGeometry%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2266%22%20value%3D%22Field%20Element%26lt%3Bbr%26gt%3BController%22%20style%3D%22rounded%3D0%3BwhiteSpace%3Dwrap%3Bhtml%3D1%3BstrokeColor%3D%23CC0000%3BstrokeWidth%3D5%3BperimeterSpacing%3D0%3B%22%20vertex%3D%221%22%20parent%3D%221%22%3E%3CmxGeometry%20x%3D%22-155%22%20y%3D%22-460%22%20width%3D%2290%22%20height%3D%2260%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2267%22%20value%3D%22Field%20Element%22%20style%3D%22rounded%3D0%3BwhiteSpace%3Dwrap%3Bhtml%3D1%3BstrokeColor%3Ddefault%3BstrokeWidth%3D2%3BperimeterSpacing%3D0%3B%22%20vertex%3D%221%22%20parent%3D%221%22%3E%3CmxGeometry%20x%3D%22-155%22%20y%3D%22-380%22%20width%3D%2290%22%20height%3D%2260%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2268%22%20value%3D%22Diagnostic%20Logging%22%20style%3D%22rounded%3D0%3BwhiteSpace%3Dwrap%3Bhtml%3D1%3BstrokeColor%3D%23CC0000%3BstrokeWidth%3D5%3BperimeterSpacing%3D0%3B%22%20vertex%3D%221%22%20parent%3D%221%22%3E%3CmxGeometry%20x%3D%22-278%22%20y%3D%22-1119%22%20width%3D%2295%22%20height%3D%2260%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2269%22%20value%3D%22Asset%2C%20Infra%2C%20Engineering%20Data%22%20style%3D%22rounded%3D0%3BwhiteSpace%3Dwrap%3Bhtml%3D1%3BstrokeColor%3D%23CC0000%3BstrokeWidth%3D5%3BperimeterSpacing%3D0%3B%22%20vertex%3D%221%22%20parent%3D%221%22%3E%3CmxGeometry%20x%3D%22-172%22%20y%3D%22-1119%22%20width%3D%2295%22%20height%3D%2260%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2270%22%20value%3D%22Monitoring%22%20style%3D%22rounded%3D0%3BwhiteSpace%3Dwrap%3Bhtml%3D1%3BstrokeColor%3D%23CC0000%3BstrokeWidth%3D5%3BperimeterSpacing%3D0%3B%22%20vertex%3D%221%22%20parent%3D%221%22%3E%3CmxGeometry%20x%3D%22-65%22%20y%3D%22-1119%22%20width%3D%2295%22%20height%3D%2260%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2271%22%20value%3D%22Time%22%20style%3D%22rounded%3D0%3BwhiteSpace%3Dwrap%3Bhtml%3D1%3BstrokeColor%3D%23CC0000%3BstrokeWidth%3D5%3BperimeterSpacing%3D0%3B%22%20vertex%3D%221%22%20parent%3D%221%22%3E%3CmxGeometry%20x%3D%22-720%22%20y%3D%22-1119%22%20width%3D%2295%22%20height%3D%2260%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2272%22%20value%3D%22IAM%22%20style%3D%22rounded%3D0%3BwhiteSpace%3Dwrap%3Bhtml%3D1%3BstrokeColor%3D%23CC0000%3BstrokeWidth%3D5%3BperimeterSpacing%3D0%3B%22%20vertex%3D%221%22%20parent%3D%221%22%3E%3CmxGeometry%20x%3D%22-1159.5%22%20y%3D%22-1119%22%20width%3D%2295%22%20height%3D%2260%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2273%22%20value%3D%22PKI%22%20style%3D%22rounded%3D0%3BwhiteSpace%3Dwrap%3Bhtml%3D1%3BstrokeColor%3D%23CC0000%3BstrokeWidth%3D5%3BperimeterSpacing%3D0%3B%22%20vertex%3D%221%22%20parent%3D%221%22%3E%3CmxGeometry%20x%3D%22-1050%22%20y%3D%22-1119%22%20width%3D%2295%22%20height%3D%2260%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2274%22%20value%3D%22Security%20Logging%22%20style%3D%22rounded%3D0%3BwhiteSpace%3Dwrap%3Bhtml%3D1%3BstrokeColor%3D%23CC0000%3BstrokeWidth%3D5%3BperimeterSpacing%3D0%3B%22%20vertex%3D%221%22%20parent%3D%221%22%3E%3CmxGeometry%20x%3D%22-940%22%20y%3D%22-1119%22%20width%3D%2295%22%20height%3D%2260%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2275%22%20value%3D%22Backup%22%20style%3D%22rounded%3D0%3BwhiteSpace%3Dwrap%3Bhtml%3D1%3BstrokeColor%3D%23CC0000%3BstrokeWidth%3D5%3BperimeterSpacing%3D0%3B%22%20vertex%3D%221%22%20parent%3D%221%22%3E%3CmxGeometry%20x%3D%22-830%22%20y%3D%22-1119%22%20width%3D%2295%22%20height%3D%2260%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2276%22%20style%3D%22edgeStyle%3DorthogonalEdgeStyle%3Bshape%3Dconnector%3Brounded%3D0%3BjumpStyle%3Darc%3BorthogonalLoop%3D1%3BjettySize%3Dauto%3Bhtml%3D1%3BexitX%3D0.25%3BexitY%3D1%3BexitDx%3D0%3BexitDy%3D0%3BentryX%3D0.5%3BentryY%3D0%3BentryDx%3D0%3BentryDy%3D0%3BlabelBackgroundColor%3Ddefault%3BstrokeColor%3Ddefault%3Balign%3Dcenter%3BverticalAlign%3Dmiddle%3BfontFamily%3DHelvetica%3BfontSize%3D11%3BfontColor%3Ddefault%3BstartArrow%3Dnone%3BstartFill%3D0%3BendArrow%3Dnone%3BendFill%3D0%3BstrokeWidth%3D3%3B%22%20edge%3D%221%22%20source%3D%2216%22%20target%3D%2214%22%20parent%3D%221%22%3E%3CmxGeometry%20relative%3D%221%22%20as%3D%22geometry%22%3E%3CArray%20as%3D%22points%22%3E%3CmxPoint%20x%3D%22-236%22%20y%3D%22-570%22%2F%3E%3CmxPoint%20x%3D%22-853%22%20y%3D%22-570%22%2F%3E%3C%2FArray%3E%3C%2FmxGeometry%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2277%22%20style%3D%22edgeStyle%3DorthogonalEdgeStyle%3Bshape%3Dconnector%3Brounded%3D0%3BjumpStyle%3Darc%3BorthogonalLoop%3D1%3BjettySize%3Dauto%3Bhtml%3D1%3BexitX%3D0.5%3BexitY%3D1%3BexitDx%3D0%3BexitDy%3D0%3BentryX%3D0.289%3BentryY%3D0.005%3BentryDx%3D0%3BentryDy%3D0%3BentryPerimeter%3D0%3BlabelBackgroundColor%3Ddefault%3BstrokeColor%3Ddefault%3Balign%3Dcenter%3BverticalAlign%3Dmiddle%3BfontFamily%3DHelvetica%3BfontSize%3D11%3BfontColor%3Ddefault%3BstartArrow%3Dnone%3BstartFill%3D0%3BendArrow%3Dnone%3BendFill%3D0%3BstrokeWidth%3D3%3B%22%20edge%3D%221%22%20source%3D%2236%22%20target%3D%2245%22%20parent%3D%221%22%3E%3CmxGeometry%20relative%3D%221%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2278%22%20style%3D%22edgeStyle%3DorthogonalEdgeStyle%3Bshape%3Dconnector%3Brounded%3D0%3BjumpStyle%3Darc%3BorthogonalLoop%3D1%3BjettySize%3Dauto%3Bhtml%3D1%3BexitX%3D0.5%3BexitY%3D1%3BexitDx%3D0%3BexitDy%3D0%3BlabelBackgroundColor%3Ddefault%3BstrokeColor%3Ddefault%3Balign%3Dcenter%3BverticalAlign%3Dmiddle%3BfontFamily%3DHelvetica%3BfontSize%3D11%3BfontColor%3Ddefault%3BstartArrow%3Dnone%3BstartFill%3D0%3BendArrow%3Dnone%3BendFill%3D0%3BstrokeWidth%3D3%3BentryX%3D0.695%3BentryY%3D-0.008%3BentryDx%3D0%3BentryDy%3D0%3BentryPerimeter%3D0%3B%22%20edge%3D%221%22%20source%3D%2211%22%20target%3D%2245%22%20parent%3D%221%22%3E%3CmxGeometry%20relative%3D%221%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2279%22%20style%3D%22edgeStyle%3DorthogonalEdgeStyle%3Bshape%3Dconnector%3Brounded%3D0%3BjumpStyle%3Darc%3BorthogonalLoop%3D1%3BjettySize%3Dauto%3Bhtml%3D1%3BexitX%3D0.5%3BexitY%3D0%3BexitDx%3D0%3BexitDy%3D0%3BentryX%3D0.777%3BentryY%3D1.002%3BentryDx%3D0%3BentryDy%3D0%3BentryPerimeter%3D0%3BlabelBackgroundColor%3Ddefault%3BstrokeColor%3Ddefault%3BstrokeWidth%3D3%3Balign%3Dcenter%3BverticalAlign%3Dmiddle%3BfontFamily%3DHelvetica%3BfontSize%3D11%3BfontColor%3Ddefault%3BstartArrow%3Dnone%3BstartFill%3D0%3BendArrow%3Dnone%3BendFill%3D0%3B%22%20edge%3D%221%22%20source%3D%2221%22%20target%3D%2245%22%20parent%3D%221%22%3E%3CmxGeometry%20relative%3D%221%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2280%22%20style%3D%22edgeStyle%3DorthogonalEdgeStyle%3Bshape%3Dconnector%3Brounded%3D0%3BjumpStyle%3Darc%3BorthogonalLoop%3D1%3BjettySize%3Dauto%3Bhtml%3D1%3BexitX%3D0.5%3BexitY%3D0%3BexitDx%3D0%3BexitDy%3D0%3BentryX%3D0.267%3BentryY%3D1.002%3BentryDx%3D0%3BentryDy%3D0%3BentryPerimeter%3D0%3BlabelBackgroundColor%3Ddefault%3BstrokeColor%3Ddefault%3BstrokeWidth%3D3%3Balign%3Dcenter%3BverticalAlign%3Dmiddle%3BfontFamily%3DHelvetica%3BfontSize%3D11%3BfontColor%3Ddefault%3BstartArrow%3Dnone%3BstartFill%3D0%3BendArrow%3Dnone%3BendFill%3D0%3B%22%20edge%3D%221%22%20source%3D%2220%22%20target%3D%2245%22%20parent%3D%221%22%3E%3CmxGeometry%20relative%3D%221%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2281%22%20style%3D%22edgeStyle%3DorthogonalEdgeStyle%3Bshape%3Dconnector%3Brounded%3D0%3BjumpStyle%3Darc%3BorthogonalLoop%3D1%3BjettySize%3Dauto%3Bhtml%3D1%3BentryX%3D0.5%3BentryY%3D0%3BentryDx%3D0%3BentryDy%3D0%3BlabelBackgroundColor%3Ddefault%3BstrokeColor%3Ddefault%3Balign%3Dcenter%3BverticalAlign%3Dmiddle%3BfontFamily%3DHelvetica%3BfontSize%3D11%3BfontColor%3Ddefault%3BstartArrow%3Dnone%3BstartFill%3D0%3BendArrow%3Dnone%3BendFill%3D0%3BstrokeWidth%3D3%3B%22%20edge%3D%221%22%20parent%3D%221%22%3E%3CmxGeometry%20relative%3D%221%22%20as%3D%22geometry%22%3E%3CArray%20as%3D%22points%22%3E%3CmxPoint%20x%3D%22-1430%22%20y%3D%22-620.43%22%2F%3E%3CmxPoint%20x%3D%22-1430%22%20y%3D%22-620.43%22%2F%3E%3C%2FArray%3E%3CmxPoint%20x%3D%22-1400%22%20y%3D%22-620.43%22%20as%3D%22sourcePoint%22%2F%3E%3CmxPoint%20x%3D%22-1480%22%20y%3D%22-620.43%22%20as%3D%22targetPoint%22%2F%3E%3C%2FmxGeometry%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2282%22%20value%3D%22Conduit%22%20style%3D%22text%3Bhtml%3D1%3BstrokeColor%3Dnone%3BfillColor%3Dnone%3Balign%3Dcenter%3BverticalAlign%3Dmiddle%3BwhiteSpace%3Dwrap%3Brounded%3D0%3B%22%20vertex%3D%221%22%20parent%3D%221%22%3E%3CmxGeometry%20x%3D%22-1470%22%20y%3D%22-650.43%22%20width%3D%2260%22%20height%3D%2230%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3CmxCell%20id%3D%2283%22%20style%3D%22edgeStyle%3DorthogonalEdgeStyle%3Brounded%3D0%3BorthogonalLoop%3D1%3BjettySize%3Dauto%3Bhtml%3D1%3BexitX%3D0%3BexitY%3D0.5%3BexitDx%3D0%3BexitDy%3D0%3BentryX%3D1.003%3BentryY%3D0.796%3BentryDx%3D0%3BentryDy%3D0%3BentryPerimeter%3D0%3BendArrow%3Dnone%3BstrokeWidth%3D3%3BstartArrow%3Dnone%3BstartFill%3D0%3BendFill%3D0%3B%22%20edge%3D%221%22%20source%3D%2244%22%20target%3D%2245%22%20parent%3D%221%22%3E%3CmxGeometry%20relative%3D%221%22%20as%3D%22geometry%22%2F%3E%3C%2FmxCell%3E%3C%2Froot%3E%3C%2FmxGraphModel%3E  [ Open, SPPRAMSS-10391 ]

, SP-SEC-Comp-4.2.4.1-1 - This zone description is for the security zone of the SuC (Secure Component),

identified as Zone-SC. [ Open, SPPRAMSS-10420 ]

, SP-SEC-Comp-4.2.4.2-1 - The accountable organisation for the Zone-SC is the railway duty holder.

For trackside and central installed Secure Components this can be the infrastructure manager, for Secure

Components installed on rolling stock the railway undertaking. [ Open, SPPRAMSS-10418 ]wehicle owner.

, SP-SEC-Comp-4.2.4.3-1 - The logical and physical boundary of the Zone-SC in context of this specification is the

encasing of the Secure Component. [ Open, SPPRAMSS-10419 ]
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Note: Further physical boundaries may exists in the environment (rack, cabinet, room) or inside the Secure Component (composed devices, e.g. host
with virtual machine).

, SP-SEC-Comp-4.2.4.3-2 - The logical boundary of the Zone-SC are the logical interfaces of the Secure

Component to external communication partners.

, SP-SEC-Comp-4.2.4.4-1 - Secure Components implementing safety-related functions for the rail system have a

safety designation up to SIL4. [ Open, SPPRAMSS-10417 ]

, SP-SEC-Comp-4.2.4.4-2 - Secure Components not implementing safety-related functions (e.g. components in the

OT Service Zone), but interfacing with safety-related Secure Components typically have a Basic Integrity Safety Level

or no Safety Level (in case non-interference can be demonstrated). [ Open, SPPRAMSS-10421 ]

Note: safety-related standards describing safety levels are EN 50716 and EN 50126

, SP-SEC-Comp-4.2.4.5-1 - The SuC has various interfaces which are described in chapter 4.1.SP-SEC-Comp-4-1-

3 - Interfaces of the SuC  [ Open, SPPRAMSS-10393 ]SuC 

, SP-SEC-Comp-4.2.4.5-2 - The table below describes the logical and physical access points for each conduit. 

Conduit Logical access

point

Physical access point Data flows Connected zone

Interface to an adjacent

Secure Component

Secure Component (e.g

SCI endpoint)

Ethernet / Fibre port or

radio (GSM-R, FRMCS,

5G)

mainly Safety-related

communication, in

some cases non-

safety related

communication

adjacent Secure

Component zone
 

Interface to Shared

Cybersecurity Services

and OT Shared Security

Services

Secure Component

(SMI, SDI, SSI

endpoints)

Ethernet / Fibre port or

radio (GSM-R, FRMCS,

5G)

SMI messages, SDI

messages, SSI

messages

OT service zone

Additional Interfaces to

other components/

services

Secure Component

(other endpoint)

Ethernet / Fibre port or

radio (GSM-R, FRMCS,

5G)

other communication

specific

adjacent Secure

Component, OT service

zone

 [ Open, SPPRAMSS-10413 ]

, SP-SEC-Comp-4.2.4.5-3 - Interfaces with no networking capabilities such as USB, serial, JTAG, Display Ports,

removable SSD, NFC are not considered for zoning design.

, SP-SEC-Comp-4.2.4.6-1 - The main risks for the asset in the Zone-SC (the Secure Component) is a compromise

of the following propertiesprotection objectives:

Integrity: can lead to loss of control, loss of safety, loss of essential functions1.

Availability: can lead to loss of control, loss of operation2.

Confidentiality: can lead to attacks on integrity and availability when confidential key material is extracted3.

(impersonating attack)
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Note: a detailed list of threats is described in Threat Catalog. [ Open, SPPRAMSS-10398 ][SP-SEC-ThreatCat].

, SP-SEC-Comp-4.2.5-1 - It is assumed that a Secure Component is installed in a housing with physical access

restrictions. The assumed physical security protection requirements are stated in 
60_Security_Program_Requirements old. [ Open, SPPRAMSS-9617 ]in SP-SEC-PGRM-6.2 - Physical Access

Control.

, SP-SEC-Comp-4.2.5-2 - It is assumed that a Secure Component has connectivity to the shared cybersecurity

services as defined in 22 Shared Cybersecurity Services Specification . [ Open, SPPRAMSS-9612 ][SP-SEC-
ServSpec] .

Note: On-board Secure Components connectivity can be intermittent. Therefore, certain Shared Cybersecurity Services should have an on-board proxy

functionality (see also SP-SEC-SERV Ch. 3.2 Service Overview ) 

, SP-SEC-Comp-4.2.5-3 - It is assumed that the Secure Component is operated and maintained by an organization

following the 60_Security_Program_Requirements old , maintained and commissioned according to the  [SP-SEC-
PrgmReq] , e.g. implementing [IEC 62443-2-1:2024]  / [ISO/IEC 27001,  and :2022] , and [IEC 62443-2-4 [ Open, 

SPPRAMSS-9613 ]:2023]   .

, SP-SEC-Comp-4.2.5-4 - The physical and logical environment of a specific Secure Component (in Zone-SC) is

documented in chapter 5 of Secure Product Documentation  [ Open, SPPRAMSS-10439 ]of [SP-SEC-DocTempl] . 

, SP-SEC-Comp-4.2.6-1 - The following attacker types are considered from threat and risk analysis: state agency,

criminal organization and internal attacker. This includes the cybersecurity threats from terrorists, hacktivists and script

kiddies. [ Open, SPPRAMSS-9615 ]

, SP-SEC-Comp-4.2.6-2 - The threats considered for this specification are described in the Thread Catalog  [

Open, SPPRAMSS-10408 ][SP-SEC-ThreatCat].    

, SP-SEC-Comp-4.2.7-1 - add reference to risk analyses

Reference to risk analysis and document result (e.g. SL-T + requirements list from 3-3, 4-2) [ Open, 

SPPRAMSS-9609 ]The initial risk analysis is documented in [SP-SEC-ThreatAna]   

This chapter lists the security requirements for Secure Components. The chapter is structured by technical building
blocks.

Special sections are available for security requirements for specific Secure Components: Secure Components with
wireless network access, Secure Components with a Human-Machine Interface (HMI), and Network Components
(switches, routers, firewalls, gateways,...)

, SP-SEC-Comp-5.1-1 - The Secure Component shall be developed according to to [IEC 62443-4-1:2018]  
(maturity level 3 at minimum).
Note: from table 1 - maturity levels of IEC 62443-4-1: maturity level 3 is achieved when a level 2 process has been practised practiced at least for one

product (with required evidence). [SPPRAMSS-2495, Generic , no ]

, SP-SEC-Comp-5.1-2 -  The Secure Component shall use for the implementation of security functionality
preferably proven or mature security libraries and security hardware. 
Note: proven/mature security libraries are widely and internationally used programming libraries. An example of a such security library is openSSL and
operating system functions for obtaining random numbers. Using proven/mature security libraries limits implementation errors and risks of side-channel
attacks, as well as purging of key material.

SP-PRAMSS

20 Secure Component Specification (compare rev. 370606 and 496762)

22 | Page 2025-02-21 08:50



Proven/mature security hardware refers to widely recognized and internationally used hardware components specifically designed for security
purposes. Examples of standard security hardware include cryptographic modules certified under FIPS 140-2, tamper-resistant secure elements, and
hardware security modules (HSMs),Trusted Platform Module (TPM) chips and CPUs with Trusted Execution Environments

(TEE). [SPPRAMSS-9632, Generic , no ]

, SP-SEC-Comp-5.2.1-1 - The Secure Component shall provide an internal real-time clock.

Note: this does not require a battery-buffered clock. However, a battery- or supercapacitor-buffered clock simplifies and speeds up the time
synchronization during start up (e.g. after a power cycle) and enhances the entropy for seeding the random-number generator of the operating

system. [SPPRAMSS-3873, Generic , no ]

, SP-SEC-Comp-5.2.1-2 -  In the absence of battery-buffered clock, or exhaustion of battery capacity, the Secure

Component shall maintain monotonic date and time for its real-time clock upon reboot.
Note 1: This could be achieved by periodic storage of current time during execution and reload of last known date upon reboot.
Note 2: Verification of certificate and certificate revocation list and logging of security-related events do not require a high level of accuracy, as usually

+/- 1 second is acceptable. With NTP/NTS the achieved time synchronization can be improved. [SPPRAMSS-7462, Generic , no ]

, SP-SEC-Comp-5.2.2-1 - A Secure Component should follow the guidance for initializing random numbers with

sufficient entropy by following the recommendations in in [RFC - 4086]. [SPPRAMSS-9665, Generic , no ]

, SP-SEC-Comp-5.2.3-1 - The Secure Component shall protect the integrity and confidentiality of critical and long-
life private and symmetric keys via a commonly accepted cryptographic mechanism originating from
hardware.  [SPPRAMSS-2941, Generic , no ]

, SP-SEC-Comp-5.2.3-2 - The Secure Component shall protect the integrity of roots of trust (root certificates) via a
commonly accepted cryptographic mechanism originating from hardware.
Note: examples of commonly accepted cryptographic mechanism originating from hardware are trusted execution environment (TEE), trusted platform

module (TPM 2.0 or higher), hardware security module (HSM). [SPPRAMSS-3099, Generic , no ]

, SP-SEC-Comp-5.2.4-1 - The Secure Component shall support the update of the firmware of security-related
hardware mechanisms.

Note: Examples of firmware of secure hardware mechanism include secure boot functions, firmware of trusted environments,

UEFI. [SPPRAMSS-3102, Generic , no ]

, SP-SEC-Comp-5.2.5-1 - The Secure Component shall use the Secure Boot functions defined by the used chipset

manufacturer. [SPPRAMSS-3105, Generic , no ]

, SP-SEC-Comp-5.2.5-2 - The Secure Component shall use the certificate chain up to the Manufacturer Root CA

Certificate (MRCAC) (refer to SPPRAMSS-5650SP-SEC-ServSpec Ch 5.2.1 - Manufacturer Certificates) to verify
the authenticity of the firmware, boot-loader and operating system.
Note: If the Secure Component uses a COTS hardware provided by a 3rd party, the existing credentials (e.g. Microsoft keys in UEFI) can be used as
the Manufacturer Root CA Certificate (MRCAC) to verify the authenticity of the firmware, boot-loader and operating system. Additional risks created

needs to be analysed and documented. [SPPRAMSS-6577, Generic , no 

Note: If the Secure Component is an embedded systems, the first stage of Secure Boot uses different credentials (e.g. write-once keys or hashes)

defined by the used chipset manufacturer and not the MRCAC. [Generic  ]

, SP-SEC-Comp-5.2.5-3 - If a secure boot verification fails, the Secure Component shall provide a visible or audible
indication.
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Note: the visual or audible indication of an integrity check failure is necessary, as the Secure Component cannot securely log anything errors before
successful start-up of the operating system is completed. Examples could be a LED indication or audible notification. For COTS devices as PCs,

laptops and servers, refer to manufacturer handbook for indications of a integrity failure during secure boot [SPPRAMSS-3429, Generic , no ]

, SP-SEC-Comp-5.2.5-4 - If an integrity check of a secure boot stage fails during secure boot, the Secure

Component shall terminate the boot process.  [SPPRAMSS-2473, Generic , no ]

, SP-SEC-Comp-5.2.5-5 - The Secure Component shall continue with the next boot stage only if the integrity and

authenticity checks are successful. [SPPRAMSS-3729, Generic , no ]

, SP-SEC-Comp-5.2.5-6 - The Secure Component shall verify all secure boot stages from start of the hardware to
the operating system / root file system. 

Note: Examples of secure boot stages are chipsets, BIOS/UEFI, boot loader, operating system and other static code/applications on the file

system.  [SPPRAMSS-4911, Generic , no ]

, SP-SEC-Comp-5.2.5-7 - Note: Examples of secure boot stages are chipset, BIOS/UEFI, boot loader, operating

system.  [ Open, SPPRAMSS-3108 ]

, SP-SEC-Comp-5.2.6-1 - When powered the Secure Component shall provide a tamper detection mechanism

which detects the opening of the physical encasing. [SPPRAMSS-3111, Generic , no ]

, SP-SEC-Comp-5.2.6-2 - If tampering is detected, the Secure Component shall provide notification of the detection
to the SSI-LOG service.
Note: If a Secure Component does not implement these functions, then the environment where the Secure Component is installed needs to provide
these functions (e.g. tamper-protected cabinet). See also chapter 3.5 how to document and export not implemented requirements (e.g. as security

application condition as access-controlled environment with tamper detection and alarm function e.g. room). [SPPRAMSS-3110, Generic , 

no ]

, SP-SEC-Comp-5.2.7-1 - The supplier shall provide a security seal on the Secure Component. [SPPRAMSS-2994,

 Generic , no ]

, SP-SEC-Comp-5.2.7-2 - The security seal shall contain a number unique to the supplier. [SPPRAMSS-2998, 

Generic , no ]

, SP-SEC-Comp-5.2.7-3 - The supplier shall place the security seal on the enclosure edges which breaks the seal,

if the enclosure is opened. [SPPRAMSS-2634, Generic , no 

Note: seals should not be placed on edges which are opened for operation (e.g laptop screen vs. laptop housing, access panel for regular maintenance

vs. internal interfaces) [Generic  ]

, SP-SEC-Comp-5.2.7-4 - The seals shall be designed to break in case of standard attacks using heat or

solvents. [SPPRAMSS-2637, Generic , no ]

, SP-SEC-Comp-5.2.8-1 - The Secure Component shall bear a type, batch or serial number on its

enclosure. [Generic  ]

, SP-SEC-Comp-5.2.89-1 - If physical diagnostic and test interfaces are accessible without opening the protected
enclosure, the Secure Component shall disable physical factory diagnostic and test interfaces during manufacturing or
commissioning. [SPPRAMSS-6695, Generic , no ]

, SP-SEC-Comp-5.2.910-1 - The Secure Component should be designed with crypto agility in mind. It is
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envisonedenvisioned, that during the lifetime of a Secure Component, additional ciphers are added to a future version
of these specifications (e.g. to support post quantum cryptography). This requires to update firmware of the
component, update of issued certificates (e.g. MDC, ODC,..), use of new ciphers or a combination of ciphers for
protecting communication and ensuring integrity of files (e.g. configuration files, CMP messages) and additional
certificate profiles. The hardware specification (especially for CPU and memory specs) should envision these
upcoming changes. [ Open, SPPRAMSS-10110 ]

, SP-SEC-Comp-5.3.1-1 - The Secure Component shall use a process allowlist to protect against execution of
unauthorised software.
Note: an allowlist typically contains the hashes of the authorised executable binaries. [SPPRAMSS-3425, Generic , no ]

, SP-SEC-Comp-5.3.1-21 - The Secure Component shall only start a software process if it is part of the

allowlist. [SPPRAMSS-3015, Generic , no passes the runtime integrity check.

Note: This protects against execution of unauthorised software. Typical solutions are a process allowlist or anomaly detection. An allowlist typically

contains the hashes of the authorised executable binaries. [Generic  ]

, SP-SEC-Comp-5.3.1-32 - At startup, the Secure Component shall check the integrity and authenticity of the
allowlistruntime integrity check.
Note: if the allowlist could process runtime-integrity check is realised using an process allowlist, this could be part of the firmware and therefore is part
of the secure boot process. If the allowlist is outside of the secure boot process (e.g. on a configuration partition), a possible solution is the signing of

the allowlist with the certificate of the software manufacturer. [SPPRAMSS-3720, Generic , no ]

, SP-SEC-Comp-5.3.2-1 - The Secure Component shall verify the integrity and authenticity of configuration
data using the installed roots of trust before it is used.
Note: configuration data is cryptographically signed. Verification of integrity and authenticity is done by verifying the

signature. [SPPRAMSS-2471, Generic , no ]

, SP-SEC-Comp-5.3.2-2 - For retrieval of log data, the Secure Component shall protect the integrity of log data by
restricting authorised users to read-only access. 
Note: For writing to log, applications/software processes typically use a logging API to append data to the log. The log is generally protected by the
operating system, e.g. applications/software processes have no direct access to the log (see also hardening requirements). External users (human or

technical users) have read-only access. [SPPRAMSS-2488, Generic , no ]

, SP-SEC-Comp-5.3.2-3 - If a Secure Component is implementing a Juridical Recording function, then it shall

protect the integrity of juridical recording data at rest. [SPPRAMSS-2493, Generic , no 

Note: If personal identifiable information or financial data is recorded, as of GDPR also confidentiality needs to be considered [Generic  ]

, SP-SEC-Comp-5.3.3-1 - If read access authorisation to persistent data is required, the Secure Component shall
encrypt this data.
Note: this applies at least for all confidential data at rest. It could be realized using file system encryption which encrypts all persistent

data. [SPPRAMSS-3013, Generic , no ]

, SP-SEC-Comp-5.3.4-1 - The Secure Component shall validate the syntax, length and content of any input data.
Note: specific care should be taken for input data received via external interfaces and from other sources (e.g. file systems). Examples for content
checks are type checks and value range checks.
The input checks are typically realized on the application layer which processes the input.

A rule formulating input checks is to accept all data conforming to an interface spec and reject non-conforming data.  [SPPRAMSS-3023, 

Generic , no ]

, SP-SEC-Comp-5.3.5-1 - If the Secure Component has physical I/O controlling an automation process, the Secure
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Component shall provide the capability to set all physical outputs to a predetermined state if normal operation cannot
be maintained.
Note: The predetermined state is normally the safe state of the component and normally invoked in fault situations and realized by the safety

system.8 [SPPRAMSS-3022, Generic , yes ]

, SP-SEC-Comp-5.3.5-2 - The supplier shall document the predetermined state for Secure Component with

physical I/O (e.g. the safe state). [SPPRAMSS-4998, Generic , no ]

, SP-SEC-Comp-5.3.6-1 - The Secure Component shall implement the hardening measures according to the
relevant [CIS benchmark], achieving compliance to at least Level 1 or in accordance with a comparable benchmark
and compliance level. [SPPRAMSS-3779, Generic , no ]

, SP-SEC-Comp-5.3.7-1 - The Secure Component shall synchronize the component time using [SSI-STS] secure
time synchronization interface (refer to SP-SEC-ServSpec Ch 4 - STS: Secure Time
Synchronisation ). [SPPRAMSS-2301, Generic , no ]

, SP-SEC-Comp-5.3.7-2 - The Secure Component shall update its internal real-time clock with the synchronized
time received via [via interface SSI-STS ](refer to SP-SEC-ServSpec Ch 4 - STS: Secure Time
Synchronisation ). [SPPRAMSS-7524, Generic , no ]

, SP-SEC-Comp-5.4.1-1 - The Secure Component shall support [IEEE 802.1Q-2018]  tagged VLAN and multiple
gateways (at least one per IP network used).
Note: this allows logical network segmentation for zone and conduits. [SPPRAMSS-2543, Generic , no ]

, SP-SEC-Comp-5.4.1-2 - The Secure Component shall be capable to bind each communicating process to

configured interface(s) corresponding to a specific VLAN. [SPPRAMSS-7526, Generic , no ]

, SP-SEC-Comp-5.4.1-3 - The Secure Component shall be capable to separate at least maintenance (e.g. SMI),
diagnostic (e.g. SDI), security (e.g. SSI) and operational data (e.g. SCI) to specific VLANs.
Note: There could be additional VLANS for example for further segmentation of SCI (different SIL level, different SSI-XXX), on-board specific VLANs.

This further segmentation can be configured via the component configuration. [SPPRAMSS-7528, Generic , no ]

, SP-SEC-Comp-5.4.2-1 - The Secure Component shall provide the capability of a host-based firewall (e.g. packet

filter using IP addresses, destination and source port, protocol and connection state (TCP) as filter

parameter). [SPPRAMSS-3822, Generic , no ]

, SP-SEC-Comp-5.4.2-2 - The host-based firewall shall deny by default all inbound and outbound connections

except for the designed network communications of the Secure Component. [SPPRAMSS-3821, Generic , no ]

, SP-SEC-Comp-5.4.2-3 - The Secure Component's host-based firewall filter shall be capable of filtering incoming

and outgoing network traffic. [SPPRAMSS-2555, Generic , no ]

, SP-SEC-Comp-5.4.2-4 - If the Secure Component supports packet forwarding, the Secure Component's host-

based firewall filter shall be capable of filtering forwarded network traffic. [SPPRAMSS-7529, Generic , no ]

, SP-SEC-Comp-5.4.3-1 - The Secure Component shall support to authenticate to the network using the SSI-NAC
interface (see Shared Cybersecurity Services Spec - 8. SSI-NAC interfacerefer to SP-SEC-ServSpec Ch 7 - NAC:
Network Access Control ). [SPPRAMSS-2315, Generic , no ]

, SP-SEC-Comp-5.4.3-2 - The Secure Component shall support separate re-authentication per physical network

interface using NAC. [SPPRAMSS-2317, Generic , yes ]
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, SP-SEC-Comp-5.4.3-3 - The Secure Component shall use the Operator Device Certificate (ODC) as specified

in50_Shared Security Services - SP-SEC-ServSpec Ch 13.1.2-1 - Operator Device Certificate (ODC) profile for

authentication towards the Network Authentication Server. [SPPRAMSS-4892, Generic , no ]

, SP-SEC-Comp-5.4.3-4 - If no Operator Device Certificate (ODC) is available, the Secure component shall use the
Manufacturer Device Certificate (MDC) as specified in 50_Shared Security Spec - SP-SEC-ServSpec Ch 13.1.1-1 -
Manufacturer Device Certificate (MDC) profile  for      for authentication towards the Network Authentication Server.
Note: to ensure that the Network Authentication Server uses the Manufacturer Device Certificate (MDC) only in the cases where it is necessary (e.g.
when a new device is plugged into the network which does not have an Operator Root CA Certificate), the Network Authentication Server will
authenticate itself by picking the certificate based on the EAP identity sent by the supplicant.

 [SPPRAMSS-4891, Generic , no ]

, SP-SEC-Comp-5.4.3-5 - If the Secure Component has no Operator Root CA Certificate (ORCAC) available, the

Secure Component shall use the EAP identity "manufacturer". [SPPRAMSS-4894, Generic , no 

Note: in this case, the Secure Component uses the MRCAC (initial commissioning phase) [Generic  ]

, SP-SEC-Comp-5.4.3-6 - If the Secure Component has an Operator Root CA Certificate (ORCAC) available, the

Secure Component shall use the EAP identity "operator". [SPPRAMSS-4893, Generic , no ]

, SP-SEC-Comp-5.4.4-1 - The Secure Component shall limit use of system resources by security functions to

protect against resource exhaustion. 
Note: This can be tested by monitoring system resources as CPU utilization, volatile memory, persistence memory and network utilization during
normal and stress situation situations over an extended period of time. The test should show that resource utilization stays in the specified

limits. [SPPRAMSS-9633, Generic , yes ]

, SP-SEC-Comp-5.4.4-2 - After a Denial of Service (DoS) event (e.g. saturation / high load of the network

interface), the Secure Component shall operate normally.

Note: recommended test time for network saturation is at least one minute, recommended time to check for normal operation after network saturation is
30 seconds.
This supports maintaining essential functions in a degraded mode as the result of a DoS event, together with SPPRAMSS-2630 and

SPPRAMSS-9633 [SPPRAMSS-3781, Generic , yes SP-SEC-Comp-5.4.4-3 and SP-SEC-Comp-5.4.4-1 [Generic  ]

, SP-SEC-Comp-5.4.4-3 - The Secure Component shall use the interfaces defined in this specification, the Secure
Communication Specification and Shared Cybersecurity Specification or if an additional interface is used, implement
the requirements from SPPRAMSS-6667 - Components with additional communicating processes .
Note: This reduces the effects of an Denial of Service attack, since all interfaces require authentication. [SPPRAMSS-9750, Generic , no ]

, SP-SEC-Comp-5.4.4-43 - The Secure Component shall provide the capability to only allow a configurable
maximum number of concurrent sessions per interface for any given user (human, or technical
user). [SPPRAMSS-2630, Generic , yes ]

, SP-SEC-Comp-5.4.5.1-1 - The Secure Component shall be capable of utilizing a unique X.509 v3 certificate as

defined in RFC 5280 for each of its communicating software processes. [SPPRAMSS-2967, Generic , no ]

, SP-SEC-Comp-5.5.1-2 - The Secure Component shall authenticate each communication partner by validating the

partner's certificate in accordance with chapter SPPRAMSS-6678 - PKI Certificate Validation  . [SPPRAMSS-3999,
 Generic , no process only data, personal or other, that are adequate, relevant and limited to what is necessary in

relation to the intended purpose of the Secure Component (‘data minimisation’). [Generic  ]
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, SP-SEC-Comp-5.5.21-1 - If the Secure Component uses the standard communication protocols defined in 21
Secure Communication Specification [SP-SEC-CommSpec], the Secure Component shall implement the requirements

from the 21 Secure Communication Specification [SP-SEC-CommSpec]. [SPPRAMSS-6676, Generic , no ]

, SP-SEC-Comp-5.5.21-2 - The Secure Component shall implement the interfaces defined in 22 Shared
Cybersecurity Services Specification [SP-SEC-ServSpec].
Note: This ensures the identification, authentication, integrity, and confidentiality requirements, as well as the first step of authorisation for network
based communication for interfaces defined in Shared Cybersecurity Services Specification. For all other communication interfaces, the requirements

are listed in chapter SPPRAMSS-6667 [SPPRAMSS-6675, Generic , no 7 of [SP-SEC-CommSpec]   [Generic  ]

, SP-SEC-Comp-5.5.2-3 - The Secure Component shall use the interface [SSI-IAM] in order to retrieve the
permissions for a specified user (human or technical user) via the IAM.

Note: this is applicable for diagnostic communication and additional communication interfaces (e.g. Webserver, FTP,
SSH,...), but not applicable for safety-relevant communication / M2M communication. [SPPRAMSS-2310, Generic , 

no ]

, SP-SEC-Comp-5.5.2-4 - The Secure Component shall enforce access based on retrieved permissions for all
diagnostic, maintenance and administration communication interfaces.

Note: in cases of no network availability or no access to an IAM service instance, the Secure Component should fall back on a default or configurable

permission list residing on the component. [SPPRAMSS-2311, Generic , no ]

, SP-SEC-Comp-5.5.32-1 - The Secure Component shall implement the interface SPPRAMSSSP-1496 - PKI:
SEC-ServSpec Ch 5 - Public Key Infrastructure to    to request certificates. [SPPRAMSS-2324, Generic , no ]

, SP-SEC-Comp-5.5.32-2 - The Secure Component shall generate a new individual key pair for every requested

certificate. [SPPRAMSS-4180, Generic , no ]

, SP-SEC-Comp-5.5.32-3 - The Secure Component shall generate keys on the Secure Component

itself. [SPPRAMSS-2509, Generic , no ]

, SP-SEC-Comp-5.5.32-4 - The Secure Component shall implement the interfaces SPPRAMSSSP-1496SEC-
ServSpec Ch 5 - PKI: Public Key Infrastructure to renew a certificate. [SPPRAMSS-2322, Generic , no ]

, SP-SEC-Comp-5.5.32-5 - The Secure Component shall automatically request the renewal of its certificates a
configurable number of days in advance to the certificate's expiration date.
Note: after rekeying a certificate, it is recommended to not revoke the old certificate to keep CRLs manageable. [SPPRAMSS-2335, Generic , 

yes ]

, SP-SEC-Comp-5.5.32-6 - If the certificate update contains a renewed certificate which is used in current
communication, the Secure Component shall re-establish the communication using the renewed certificate.
 [SPPRAMSS-10125, Generic , no ]

, SP-SEC-Comp-5.5.32-7 - If the renewed certificate(s) corresponds to a two-channel safety-related connection
(e.g. SCI), the Secure Component shall re-establish communications only one active channel at a time.
Note: If in a two-channel safety communication, one channel is not active (e.g. in maintenance, not connected), a diagnostic event should be generated

and the re-establishment should happen when the other channel becomes active again. [SPPRAMSS-4379, Generic , yes ]

, SP-SEC-Comp-5.5.32-8 - The Secure Component shall be able to support trust a list of certificate authorities.
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Note: a PKI hierarchy can have multiple trusted certificate authorities (manufacturer and several operators).  [SPPRAMSS-2428, Generic , 

no ]

, SP-SEC-Comp-5.5.32-9 - The Secure Component shall update its CRLs as defined in RFC 5280 chapter 6.3.3.

Note: a diagnostic method is also available to trigger a CRL update when required. See chapter 5.7.2 (SPPRAMSS-2336) [SPPRAMSS-2437, 

Generic , no via the SSI-PKI interface. [Generic  ]

, SP-SEC-Comp-5.5.2-10 - The Secure Component shall update its CRLs as defined in RFC 5280 chapter 6.3.3 or
by using externally configured CRL distribution points.
Note: a diagnostic method is also available to trigger a CRL update when required. See SP-SEC-Serv-12.2-1   [Generic  ]

, SP-SEC-Comp-5.5.32-1011 - If the Secure Component cannot fetch a new CRL after the time defined by the

nextUpdate field, the Secure Component shall keep using the latest locally cached CRL. [SPPRAMSS-8039, Generic ,

 no ]

, SP-SEC-Comp-5.5.32-1112 - If an CRL update contains certificate which is used in current communications, the

Secure Component shall terminate the communications using the revoked certificate. [SPPRAMSS-10124, Generic , 

yes ]

, SP-SEC-Comp-5.5.32-1213 - The Secure Component shall support certificates defined in the SPPRAMSSSP-
5087 - Use Case: Updating Operator Certificates . [SPPRAMSS-2435, Generic , no SEC-ServSpec Ch 13.1 -

Certificate Profiles  . [Generic  ]

, SP-SEC-Comp-5.5.43-1 - The Secure Component shall check if the certificate signature is

valid. [SPPRAMSS-6679, Generic , no ]

, SP-SEC-Comp-5.5.43-2 - The Secure Component shall validate the certificate's trust chain up to a trusted

certificate authority. [SPPRAMSS-2432, Generic , no ]

, SP-SEC-Comp-5.5.43-3 - The Secure Component shall check if the certificate is not revoked using

CRLs. [SPPRAMSS-2431, Generic , no ]

, SP-SEC-Comp-5.5.43-4 - If the lifetime of the certificate is not valid when checking the notBefore and notAfter
certificate fields against the current time and date, the Secure Component shall reject the certificate or issue an
diagnostic alarm depending on its configuration.  [SPPRAMSS-7579, Generic , no ]

, SP-SEC-Comp-5.5.43-5 - The Secure Component shall check if the communication partner has control of the
private key corresponding to the presented certificate.
Note: Control of the private key by communication partner is normally implemented in challenge-response mechanisms. Examples of implementation is

TLS, and for both communication parties: TLS mutual authentication. [SPPRAMSS-6659, Generic , no ]

, SP-SEC-Comp-5.5.43-6 - The Secure Component shall map the authenticated identity of a certificate to a user

(human or technical user) [SPPRAMSS-6660, Generic , no ]

, SP-SEC-Comp-5.5.43-7 - The Secure Component shall validate and enforce the extended key usage according to

the definition in .Shared Cybersecurity Specification SPPRAMSS-5125 - OID Overview  [SPPRAMSS-9989, Generic , 

no SP-SEC-ServSpec Ch 5.2-3 - Object Identifiers (OIDs)       [Generic  ]

, SP-SEC-Comp-5.5.43-8 - If the Secure Component cannot validate certificates because of a missing secure time
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source (e.g. during initial comissioningcommissioning), the Secure Component shall use a fallback time source.
Note: The fallback time can for example be calcaluted calculated using the following (possibly non-secure) time sources: NTP, earliest permissble time

from 'Not Before' field from Manufacturer Device Certificate (MDC)last shutdown time, real-time clock of the device. [SPPRAMSS-7967, 

[Component Type], [Requirements supports essential function] ]Generic  ]

, SP-SEC-Comp-5.5.54-1 - The Secure Component shall be equipped with a Manufacturer Device Certificate

(MDC) which includes the unique serial number of the Secure Component as described in Shared Cybersecurity

Specification SPPRAMSS-7641 - SP-SEC-ServSpec Ch 13.1.1-1 - Manufacturer Device Certificate (MDC)

profile    . [SPPRAMSS-4960, Generic , no ]

, SP-SEC-Comp-5.5.54-2 - The corresponding private key of the MDC shall be either generated on the device upon

 either production or commissioning. [SPPRAMSS-7582, Generic , no ]

, SP-SEC-Comp-5.5.54-3 - The certificate chain of the MDC up required to the corresponding root-of-trust validate

the certificate shall be installed on the device upon production or commissioning (see also SPPRAMSSSP-4967 -
The Secure Component shall have the capability to install trusted certificates i... SEC-CompSpec Ch

5.5.5.-1). [SPPRAMSS-7583, Generic , no ]

, SP-SEC-Comp-5.5.54-4 - The Secure Component shall have the capability to install and remove Operator Root

CA Certificates (ORCACs) 

that  that are defined in a configuration file signed by the Manufacturer Trust Anchor Signer Certificate (MTASC) or

Operator Trust Anchor Signer Certificate (OTASC) during the commissioning phase or earlier.

 [SPPRAMSS-7597, Generic , no ]

, SP-SEC-Comp-5.5.5-5 - If no ODC is available, the Secure Component shall request network access via the SSI-

NAC interface using the Manufacturer Device Certificate (MDC) for authentication. [SPPRAMSS-4963, Generic , no ]

, SP-SEC-Comp-5.5.4-5 -6 - The Secure Component shall request the Operator Device Certificate (ODC)  via the

SSI-PKI interface using the Manufacturer Device Certificate (MDC) for message protection. [SPPRAMSS-4961, 

Generic , no ]

, SP-SEC-Comp-5.5.54-76 - The Secure Component shall request all other operator certificates (ONCC, OSCC,

OUC, OCSC, see SPPRAMSSSP-5087 - SEC-ServSpec Ch 5.1.3 - Use Case: Updating Operator Certificates    )
via the  SSI-PKI interface using the Operator Device Certificate (ODC) for message protection. [SPPRAMSS-4962, 

Generic , no ]
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, SP-SEC-Comp-5.5.4-7 - Overview of commissioning steps:

, SP-SEC-Comp-5.5.54-8 - Note: for validation and testing purposes there might be additional certificate types
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used. [ Open, SPPRAMSS-7581 ]

, SP-SEC-Comp-5.5.54-9 - Note: the step of checking additional metadata before issuing certificates is optional.

The operator may define metadata to be checked. [ Open, SPPRAMSS-9941 ]

, SP-SEC-Comp-5.5.54-10 - Note: usage of different networks for commissioning is optional and not depicted in the

drawing. [ Open, SPPRAMSS-9991 ]

, SP-SEC-Comp-5.5.65-1 - The Secure Component shall have the capability to install trusted certificates in the trust

store via the mechanism described in Chapter SP-SEC-CompSpec Ch 5.6.1 - Software Update . [SPPRAMSS-4967, 

Generic , no ]

, SP-SEC-Comp-5.5.65-2 - 

The Secure Component shall have the capability to install certificate chains in the certificate store via the mechanism

described in Chapter SP-SEC-CompSpec Ch 5.6.1 - Software Update . [SPPRAMSS-8898, Generic , no ]

, SP-SEC-Comp-5.6.1-1 - The Secure Component shall support the update of software and configuration via the
interface (interface [I-STD-MAINTENANCE (- SMI)] .
Note 1: when updating non-safety related software, typically also the process allowlist has to be updated.
Note 2: this supports together with the backup and restore functionality (chapter 5.6.3) the recovery and reconstitution to a known secure state after a

disruption or failure. [SPPRAMSS-2497, Generic , yes ]

, SP-SEC-Comp-5.6.1-2 - The Secure Component shall provide the ability to update the non-safety related software

and configuration without affecting existing safety approvals. [SPPRAMSS-2503, Generic , no shall ensure that the
safety functionality is not influenced by the security functionality.

Note: this ensures that security updates can be installed without affecting safety certifications. This can be achieved i.e. by demonstrating non-
interference between safety and security functionality. Technical measures to ensure non-interference are logical separation and protection of
computer resources.

 [Generic  ]

, SP-SEC-Comp-5.6.1-3 - The Secure Component shall verify the signature of the update packages using the

corresponding installed roots of trust before installation. [SPPRAMSS-2982, Generic , no ]

, SP-SEC-Comp-5.6.1-4 - The Secure Component shall reject update packages without a valid

signature. [SPPRAMSS-2984, Generic , no ]

Note: This chapter is for the SMI update package (used for reference from SMI specification)

, SP-SEC-Comp-5.6.2-1 - The update package shall be signed using the corresponding update signing key

(corresponding to MUSC and OUSC). [SPPRAMSS-4028, Generic , no . 

Note: the corresponding update signing key for firmware update is the MUSC and for configuration update is the MCSC or OCSC. [Generic  ]

, SP-SEC-Comp-5.6.2-2 - The update package shall use SHA-512 hash algorithm for the integrity

protection. [SPPRAMSS-2498, Generic , no ]

, SP-SEC-Comp-5.6.2-3 - The update package shall use X.509v3 certificates including extended key usage code
signing for
the update package signature. [SPPRAMSS-2989, Generic , no ]
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, SP-SEC-Comp-5.6.3-1 - If operational data is not part of the configuration data from ([I-STD-MAINTENANCE (-

SMI)] interface, the Secure Component shall backup operational data which is relevant for its operational availability

via SSI-BKP SPPRAMSS-1490 - BKP SP-SEC-Serv - Ch. 11 - BKP: Backup and Restore 
Note 1: Backups are intended for operational data that is relevant for operational availability (e.g. changes in databases), but is not part of the
configuration (e.g. obtained via I-STD-MAINTENANCE (SMI)). Most rail automation devices receive all data required for operational data via I-STD-
MAINTENANCE and do not need the interface SSI-BKP
Note 2:  Backups are triggered remotely via SSI-BKP, additionally the Secure Component has also the option to trigger a backup creation locally , e.g.

based on time or change events. [SPPRAMSS-3078, Generic , no ]

, SP-SEC-Comp-5.6.3-2 - If the Secure Component backups operational data , the Secure Component shall be

capable of restoring operational data via SSI-BKP SPPRAMSSSP-1490SEC-ServSpec Ch 11 - BKP: Backup and
Restore    [SPPRAMSS-6750, Generic , no ]

, SP-SEC-Comp-5.6.3-3 - If the Secure Component backups operational data,  the Secure Component shall be

capable of verifying the authenticity and integrity of backup data received via SSI-BKP SPPRAMSSSP-1490SEC-
ServSpec Ch 11 - BKP: Backup and Restore    [SPPRAMSS-6749, Generic , no ]

Security Logging contains the continuous stream of logging events from operating systems and applications from a
Secure Component. In contrast, Security Diagnostic contains the current state of the Secure Component, based on a
diagnostics model.

, SP-SEC-Comp-5.7.1-1 - The Secure Component shall log at least the following events:
a) access control; 
b) request errors; 
c) control system events; 
d) backup and restore event; 
e) configuration changes; and 
f) audit log events (incl. administrative actions, input validation errors)

g) threats (attacks and probes)

h) resource events (system resources reaching a threshold)

i) availability (shutdown, failures, crashes). [SPPRAMSS-2581, Generic , no 

Note: more detail of log events is described in chapter SP-SEC-ServSpec Ch 9.1 - Log Message Format   [Generic  ]

, SP-SEC-Comp-5.7.1-2 - The Secure Component shall send the logging events via SSI-LOG SPPRAMSSSP-
1489SEC-ServSpec Ch 9 - LOG: Security Logging .

Note: this ensures encryption of the log messages and ensures that no information is provided that can be exploited by adversaries to attack the

system. [SPPRAMSS-2580, Generic , no ]

, SP-SEC-Comp-5.7.1-3 - The Secure Component shall provide the capability to send logging data to multiple

configurable log collector destinations. [SPPRAMSS-4407, Generic , no ]

, SP-SEC-Comp-5.7.1-4 - The Secure Component shall send log messages complying to the log message format

defined in SPPRAMSSSP-3869 - SEC-ServSpec Ch 9.1 - Log Message Format   

Note: This ensures that the log messages contain the following data:
a) timestamp (synchronized); 
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b) source (originating device, software process or human user account); 
c) category; 
d) type; 
e) event ID; and 

f) event result [SPPRAMSS-2588, Generic , no ]

, SP-SEC-Comp-5.7.1-5 - The Secure Component shall be able to store untransferred log data for eight hours or
longer, up to the maximum available or reserved capacity.
Note: These untransferred logs are accessible using the maintenance method described in chapter 5.7.2.3in SP-SEC-Serv Ch 12.3 - Log
Maintenance . The untransferred logs are assumed to be accessible until a restart / reboot.

 [SPPRAMSS-2598, Generic , no ]

, SP-SEC-Comp-5.7.1-6 - The Secure Component implementing a Log Server (ie.e g. a Log Relay) shall store log
data on a non-volatile memory for a configurable duration.
Note: typical log retention duration depend on the log destination retention capabilities (e.g. SIEM features) and network connectivity. In mobile

environments (e.g a train), a log server / relay in the mobile environment with longer retention duration may be required. [SPPRAMSS-2597, 

Generic , no ]

, SP-SEC-Comp-5.7.1-7 - If the storage capacity is exceeded, the Secure Component shall overwrite the oldest log

entry first. [SPPRAMSS-2596, Generic , yes ]

, SP-SEC-Comp-5.7.1-8 - If the storage capacity has reached a defined threshold, the Secure Component shall

indicate this on its diagnostic interface and send it via SSI-LOG. [SPPRAMSS-3070, Generic , no ]

, SP-SEC-Comp-5.7.1-9 - If the Secure Component starts overwriting not transferred log data, it shall generate a

log that overwriting has started.  [SPPRAMSS-4439, Generic , no ]

The following security maintenance method and diagnostic value definitions should be implemented using the
protocols defined in SDI. 

, SP-SEC-Comp-5.7.2.1-1 - The Secure Component shall provide the diagnostic value Security:SecurityStatus

(Boolean) to represent the overall security status of the component.

Note: the value is TRUE when no security related issues (expired certificates, integrity errors, availbility errors to SSI, are currently present, , the value

is FALSE when security issues are currently present. [SPPRAMSS-10127, Generic , no ]

, SP-SEC-Comp-5.7.2.1-2 - The Secure Component shall provide the diagnostic value

Security:IntegrityCheckStatus (Boolean) to represent the status of the integrity checks.

Note: the value is TRUE when no integrity failures have been reported (process allowlist checks, signature checks for files,...) and FALSE when

integrity errors have occured since boot time. Details of errors is available from the security logs. [SPPRAMSS-10126, Generic , no ]

, SP-SEC-Comp-5.7.2.2-1 - The Secure Component shall provide the maintenance method

Security:UpdateRevocationsLists() to request the update of the CRLs.

Note: if a CRL update contains a revoked certificate used in current communication, the communication has to be terminated (see SPPRAMSS-10124).

 [SPPRAMSS-2336, Generic , no ]

, SP-SEC-Comp-5.7.2.2-2 - The Secure Component shall provide the maintenance method

Security:RenewCert(String certID) to renew its certificates.
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Note 1: The default method for certificate renewal is done automatically via SSI-PKI interface automatically. The diagnostic method covers edge cases
when certificate renewal is necessary before certificate expiration.

Note 2: If the renewed certificate is used in current communication, the communication has to be re-established

(see SPPRAMSS-10125). [SPPRAMSS-4381, Generic , no ]

, SP-SEC-Comp-5.7.2.2-3 - The Secure Component shall provide the maintenance method

Security:GetInstalledCerts() (File/String) to obtain the public certificates available on the Secure Component as String /

GZIP file (RFC 1952).

Note: the return value is a compressed file containing all public certificates available on the Secure Component in GZIP file format (RFC

1952). [SPPRAMSS-10138, Generic , no ]

, SP-SEC-Comp-5.7.2.2-4 - The Secure Component shall provide the maintenance method

Security:GetInstalledTrustAnchors() (String) to obtain a list of installed trusted certificates (trust root / intermediate

certificates).

Note: the return value is a compressed file containing the installed and trusted certificates (trust anchors / root certificates). [SPPRAMSS-10139, 

Generic , no ]

, SP-SEC-Comp-5.7.2.3-1 - The Secure Component shall provide the mainteance method

Security:GetSecurityLog(Time start, Time end) to access audit logs on a read-only basis for authorised humans and/or

software processes.

Note: The default method for log transmission is via SSI-LOG. This diagnostic method covers edge cases when log transmission was interrupted to

retrieve local stored logs. [SPPRAMSS-4203, Generic , [Requirements supports essential function] ]

, SP-SEC-Comp-5.7.2.3-2 - The Secure Component shall provide the diagnostic value Security:LogSize (Int32) to

represent the size of the log in MBytes. [SPPRAMSS-10134, Generic , no ]

, SP-SEC-Comp-5.7.2.4-1 - The Secure Component shall provide the maintenance method

Security:GetComponentConfiguration() (String) to return the list of configuration identifiers with corresponding

SHA-512 hashes.

Note 1: this maintenance method returns a comma separated list of configurations identifiers with the corresponding SHA-512 hash. Component
identifiers and hashes are separated by the character '#".

Note 2: this maintenance method can be used to detect changes in component configuration by comparing the result with previously stored

configurations (or hashes). [SPPRAMSS-10141, Generic , no ]

, SP-SEC-Comp-5.7.2.4-2 - The Secure Component shall provide the maintenance method

Security:GetNetworkConfiguration() (String) to allow the network configuration properties being retrieved.

Note: this diagnostic method can be used to detect changes in network configuration by comparing the result with previously stored configurations (or

hashes). [SPPRAMSS-3088, Generic , no ]

, SP-SEC-Comp-5.7.2.5-1 - The Secure Component shall provide the maintenance method Security:FactoryReset()

to purge persistent data to reset the component to factory state.

Note 1: this method can be used as part of a decommissioning process SP-SEC-PGM 10.2 Decommissioning 

Note 2: this method does not purge the factory key material (e.g. the MDC together with its root certificates will stay on the devices.
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Note 3: this provides the user with the ability to erase data which requires confidentiality from persistent memory. [SPPRAMSS-6748, Generic ,

 yes ]

, SP-SEC-Comp-5.7.2.6-1 - The Secure Component shall provide the maintenance method

Security:TestProcessAllowListing() to test the functionality of the process allowlist.

Note: a typical implementation is to have an executable file with no functionality not in the allowlist (however still integrity protected, e.g. by secure
boot), which is executed by this maintenance method. This triggers the allowlist check and issues a log message, which can be used to verify the
security functionality of process allowlisting, security logs, time synchronization and real-time clock (time is part of a log

message). [SPPRAMSS-10142, Generic , no ]

, SP-SEC-Comp-5.7.2.6-2 - The Secure Component shall provide the maintenance method

Security:TestHostFirewall() to test the functionality of the host-based firewall.

Note: a typical implementation is to have a process with tries to open a connection when this maintenance method is called to a destination and port
which is not in the firewall allowlist . This triggers a block of the firewall and issues a log message, which can be used to verify the security functionality

of the host-based firewall. [SPPRAMSS-10143, Generic , no ]10 - If the Secure Component cannot send log messages due
to connection loss, caching of log messages can be used before sending the cached messages to the configured relay
after the connection is reestablished.

, SP-SEC-Comp-5.7.2.6-31 - The Secure Component supports the verification of the intended operation of security
functions by the diagnostic values and maintenance methods in this chapter.

Security Function Verification Verification time

Process Allowlisting maintenance call Security:TestProcessAllowListing() during normal operation

Security Logging implicit tested via Security:TestProcessAllowListing()

which produces a log message

during normal operation

Integrity checks maintenance call Security:IntegrityCheckStatus() during normal operation

Certificates

Management

maintenance call Security:GetInstalledCerts(),

Security:GetInstalledCRLs() and

Security:RenewCert()

during normal operation

Hardware trust anchor  only postive only positive test case: maintenance call

Security:GetInstalledCerts(),

Security:GetInstalledRoots()

during normal operation

Host-based firewall maintenance call Security:TestHostFirewall() during normal operation

Backup & Restore calls to Backup & Restore interface (SSI-BKP) during normal operation

Secure boot only positive test case: Secure Component has

successfully booted and reacts on maintenance calls

(e.g. Security:SecurityStatus()

during normal operation

Network Access control only positive test case: Secure Component has

successfully connected to the network and reacts on

maintenance calls (e.g. Security:SecurityStatus()

during normal operation
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Security Function Verification Verification time

Identification and

Authentification

Authentication

any call to the maintenance interface involves user

idententification identification and

authentificationauthentication, testable using different

users with different permissions

during normal operation

User Authorization any call to the maintenance interface involves user

authorization, testable using different users with

different permissions

during normal operation

Random number

generation

verification of using OS standard implementation for

random number generation, check randomness for

seeds after boot-up (esp. for components without a

battery-buffered clock), check of entropy of random

number generation

during product development

Electronic tamper

detection

check detection when opening the encasing during product development

Input validation Fuzz testing during product development

Deterministic output Trigger a safe-state, document output settings during product development

Hardware trust anchor code review of section storing private keys during product development

Secure Boot Tamper firmware and reboot during product development

Denial-of-service
resilience

Create high network load during product development and system / integration

test

Hardware-related

firmware update

Update hardware-related firmware during product development and system / integration

test

Network Access
Control 

negative test case: remove asset in SSI-IAM, trigger

a reboot

during product development and system / integration

test 

 [ Open, SPPRAMSS-3010 ]

, SP-SEC-Comp-6.1-1 - Before commissioning the Secure Component shall retrieve and store its Manufacturer
Device Certificate (MDC) and the corresponding Manufacturer Root CA Certificate (MRCAC).
Note: the Manufacturer Device Certificate (MDC) plays a role in the commissioning identification/authentication/security bootstrapping process, and

software/firmware updates. [SPPRAMSS-2308, Generic , no ]

, SP-SEC-Comp-6.1-2 - The Secure Component encasing shall include the type, batch, version or serial number or

other element allowing the identification of the corresponding Secure Component. [SPPRAMSS-6895, Generic , no ]

, SP-SEC-Comp-6.2-1 - The Secure Component shall support the SMI interface for updating the security

configuration. [SPPRAMSS-3086, Generic , no ]

, SP-SEC-Comp-6.2-2 - The Secure Component shall provide following configuration items:

own network configuration IP addresses (IPv4 or IPv6 or FQDN), hostname, subnet mask, gateway
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addrsaddress)
IP addresses / FQDN to all shared cybersecurity services instances (LOG, IAM, PKI, BKP, TIME), support for at
least four instances per service for high availability
maximum access token lifetime
binding of communication processes to VLANs / interfaces
days before expiration date to start certificate renewal
time invalid certificate handling (reject or only issue warning)
enable automatic session lock
time period of inactivity of a human user sessionsession 
action after time period of inactivity by human user (lock session or terminate session)

 [SPPRAMSS-6672, Generic , no ]

, SP-SEC-Comp-6.2-3 - The Secure Component shall have a factory configuration that is secure by default.

Note: a secure by default configuration is a configuration that has all configurable security functions enabled. [SPPRAMSS-6886, Generic , 

no ]

, SP-SEC-Comp-6.2-4 - If the Secure Component supports local password-based authentication is used, the
Secure Component shall provide following configuration items:

password rules (minimum length, variety of character types)
number of generations before reusing a password
minimum and maximum password lifetime
number of consecutive invalid access attempts
time period to deny access when the limit of consecutive invalid login attempts has been reached
number of days before password expiration to prompt the human user to change their password

Note 1: The Secure Component implementing the SSI-UAS service should support password-based authentication and the password configuration
items.
Note 2: Secure Components using user authentication via the SSI-UAS interface do not need to support password-based authentication or password

configuration items. [SPPRAMSS-6661, Generic , no 

Note 3: Common security practices recommend to only change passwords when there is an indication of comprise. Therefore, the maximum password

lifetime should be set to infinite (e.g. a long time in the future). [Generic  ]

, SP-SEC-Comp-6.3-1 - The Secure Component shall include the information set out in the [SP-SEC-DocTempl] -

Product Documentation Template in Template in a document accompanying the product. [SPPRAMSS-6894, Generic

, no 

Note: the product documentation should be available in electronic form in a open file format (defined by an openly published specification as PDF-A,

 Office Open XML, Drawing Interchange Format, Scalable Vector Graphics (SVG)) [Generic  ]

, SP-SEC-Comp-6.3-2 - The Secure Component documentation shall be written in an official language of the EU

member states in a clear, understandable, intelligible and legible manner. [SPPRAMSS-10305, Generic , no ]

, SP-SEC-Comp-6.3-3 - The manufacturer shall make update continuously the Secure Component technical
documentation accessible for market surveillance authorities for ten years after the component has been put on the
market.

Note: market surveillance authorities as defined in EU 2022/0272 CRA [SPPRAMSS-10307, Generic , no ]
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, SP-SEC-Comp-6.3-4 - The manufacturer shall create a software bill of materials using the CycloneDX SBOM

standard containing the top-level dependencies of the Secure Component.

Note 1: CycloneDX SBOM standard is machine-readable and human-readable.

Note 2: Top-level dependencies of a Secure Component are the main identifiable and exchangeable sub-components (e.g. for an embedded
component: firmware version, essential application version) for which a dedicated vulnerability management information

exists.. [SPPRAMSS-6888, Generic , no ]

, SP-SEC-Comp-6.3-5 - The software bill of material shall contain at least the data fields defined in 
SPPRAMSS-9618 - MinElements_SBOM.  [SPPRAMSS-7662, Generic , no ]

, SP-SEC-Comp-6.4-1 - The manufacturer shall submit an early warning notification to the designated CSIRT and

to ENISA of actively exploitable vulnerabilities in Secure Components without undue delay and within 24h of becoming

aware of it.

See SPPRAMSS-6857 - Disclosing security-related issues for details of disclosed information including additional potential cross-borders

impacts. [SPPRAMSS-6881, Generic , no ]

, SP-SEC-Comp-6.4-2 - The manufacturer shall submit a vulnerability information to the the designated CSIRT and

to ENISA of actively exploited vulnerabilities in Secure Components with undue delay and within of 72h of becoming

aware of it. [SPPRAMSS-10452, Generic , no ]

, SP-SEC-Comp-6.4-3 - The manufacturer shall submit a final report to the the designated CSIRT and to ENISA of

actively exploited vulnerabilities in Secure Components no later than 14 days after a corrcitve or mitigation measure is

available.

 [SPPRAMSS-10453, Generic , no ]

, SP-SEC-Comp-6.4-4 - The manufacturer shall submit an early warning notification within 24h to the designated

CSIRT and to ENISA of any incident at manufacturer which has impact on the security of the Secure Component

including severity, impact, suspicion of unlawful or malicious acts, and cross-border impact.

Note: incident in this context is a successful security breach at the manufacturer [SPPRAMSS-6882, Generic , no ]

, SP-SEC-Comp-6.4-5 - The manufacturer shall submit an incident notification within 72h to the designated CSIRT
and to ENISA of any incident at manufacturer which has impact on the security of the Secure Component including
general information of the nature of the event, any corrective or mitigating measures. [SPPRAMSS-10454, Generic , 

no ]

, SP-SEC-Comp-6.4-6 - The manufacturer shall submit an final within 1 month to the designated CSIRT and to
ENISA of any incident at manufacturer which has impact on the security of the Secure Component including
description, severity, impact, information about malicious actor (when available), security update or other corrective
measures. [SPPRAMSS-10455, Generic , no ]

, SP-SEC-Comp-6.4-7 - The manufacturer shall notify without undue delay and after becoming aware, the user of
the Secure Component of the incident, including when necessary, corrective measures for mitigating the impact of the
incident. [SPPRAMSS-6883, Generic , no ]

, SP-SEC-Comp-6.4-8 - The manufacturer shall provide for mechanisms to securely distribute updates for Secure

Components (e.g. using the updated package defined in SPPRAMSS-4030 - Update
Package). [SPPRAMSS-6892, Generic , no ]
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, SP-SEC-Comp-6.4-9 - The manufacturer shall provide the security patches or updates without undue delay and
free of charge for at least five years unless otherwise agreed between manufacturer and business
user. [SPPRAMSS-6893, Generic , no ]

, SP-SEC-Comp-6.4-10 - The manufacturer shall ensure that the security patches or updates made available to
users during the support periods remains available after it has been released for a minimum of 10 years or the support
period, whichever is longer. [SPPRAMSS-10450, [Component Type], [Requirements supports essential function] ]

, SP-SEC-Comp-6.4-11 - If a manufacturer ceases operation, the manufacturer shall inform the relevant market

authorities and the users of the affected products about this situation. [SPPRAMSS-6879, Generic , no ]

, SP-SEC-Comp-6.4-12 - Update requirements when final version of CRA is available

Change reqs in chapter to give guidance on top of CRA reqs, align with upcoming harmonized standards and final
version of CRA [ Open, SPPRAMSS-7663 ]

, where appropriate, for at least during the support period. [Generic  ]

, SP-SEC-Comp-7.1.1-1 - This section contains the requirements mandatory for COTS network components

(switches, routers, gateways, firewalls,...).

Note. Since these products are COTS products, it is not expected that they meet all requirements of Secure

Components (chapter 5). [ Open, SPPRAMSS-7694 ]

, SP-SEC-Comp-7.1.1-2 - The Network Component shall support IEEE 802.1x EAP TLS network

authentication [SPPRAMSS-10444, Network , no ]

, SP-SEC-Comp-7.1.1-3 - The Network Component shall support the RFC 2865 RADIUS protocol for network

authenthicationauthentication. [SPPRAMSS-10446, Network , no ]

, SP-SEC-Comp-7.1.1-4 - The Network Component shall support IEEE 802.1q VLAN tagging. [SPPRAMSS-10445,

 Network , no ]

, SP-SEC-Comp-7.1.1-5 - The Network Component shall support IEEE 802.1q priority code points, also referred as

IEEE 801.1p. [SPPRAMSS-10448, Network , no ]

, SP-SEC-Comp-7.1.1-6 - The Network Component shall support ingress policing to enforce bandwidth limitations.

This can be fulflilled using Per-Stream Filtering and Policing (PSFP) as of IEEE 802.1Qci. [SPPRAMSS-10447, 

Network , no ]

, SP-SEC-Comp-7.1.1-7 - The Network Component shall support sending logs and alarms via syslog (RFC 5424),

preferable using Syslog over TLS (RFC 5425).  [SPPRAMSS-2602, Network , no ]

, SP-SEC-Comp-7.1.1-8 - The Network Component shall support SNMPv3 (RFC 3410). [SPPRAMSS-4392, 

Network , no ]

, SP-SEC-Comp-7.1.1-9 - The Network Component should support detailed flow information forwarding to analysis

system (e.g. RFC 3954 NetFlow, RFC 3176 SFlow) [SPPRAMSS-3834, Network , no ]

, SP-SEC-Comp-7.1.1-10 - The Network Component shall support configuring a separate physical management

port. [SPPRAMSS-2627, Network , no ]

, SP-SEC-Comp-7.1.1-11 - The Network Component shall support authentication on all enabled management
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network interfaces. [SPPRAMSS-2524, Network , no ]

, SP-SEC-Comp-7.1.1-12 - The Network Component shall support integrity and encryption protection for the

protocols used for the enabled management network interfaces. [SPPRAMSS-6764, Network , no ]

, SP-SEC-Comp-7.1.1-13 - The Network Component shall support 802.1X on trunk ports [Network  ]

, SP-SEC-Comp-7.1.2-1 - If the Network Component supports device access from untrusted networks (e.g. part of
a remote access solution), the Network Component shall monitor and control all methods of
access. [SPPRAMSS-6668, Network , no ]

, SP-SEC-Comp-7.1.2-2 - If the Network Component supports device access from untrusted networks (e.g. part of
a remote access solution), the Network Component shall be capable of deny access requests via untrusted networks
unless explicitly approved by an assigned role. [SPPRAMSS-6669, Network , no ]

, SP-SEC-Comp-7.1.3-1 - The Network Component implementing a firewall shall be capable of deny-all and allow-

on-exception filter configuration (allowlist configuration). [SPPRAMSS-2542, Network , no ]

, SP-SEC-Comp-7.1.3-2 - The Network Component implementing a firewall shall be capable of packet filtering

according to source and destination port, source and destination addresses and direction of flow. [SPPRAMSS-3831, 

Network , no ]

, SP-SEC-Comp-7.1.3-3 - The Network Component implementing a firewall shall be capable of enabling an island

mode.

Note: island mode is defined as blocking or disabling interfaces to another network zone (e.g. from signalling network

to back-office or enterprise network) [SPPRAMSS-3059, Network , no ]

, SP-SEC-Comp-7.1.3-4 - The Network Component implementing a firewall shall automatically block connections

(fail close) during a failure of the network filter mechanisms. [SPPRAMSS-3058, Network , no ]

, SP-SEC-Comp-7.1.4-1 - If a Network Component supports wireless access management (e.g. WLAN access

point), the Network Component shall provide the capability to uniquely identify and authenticate all users (humans,

software processes or devices) engaged in wireless communication with a control system.

Note: this can be achieved using IEEE 802.1x EAP TLS. [SPPRAMSS-6600, Wireless , no ]

, SP-SEC-Comp-7.2-1 - If the Secure Component provides a human-machine interface, the Secure Component

shall support human user authentication using the central authentication service via SSI-UAS. [SPPRAMSS-2293, 

HMI, yes ]

, SP-SEC-Comp-7.2-2 - If the Secure Component provides a human-machine interface, the Secure Component
shall enforce the permissions received from the IAM service via SSI-IAM for the corresponding communication
session. [SPPRAMSS-2292, HMI, yes ]

, SP-SEC-Comp-7.2-3 - If central security-related components with a human-machine interface (e.g. IAM, software
update system) allow critical operations (assign admin role, update security configuration or software), the central high-
risk operations, the central security-related Component shall be capable to enforce the dual control
principle. [SPPRAMSS-2972, HMI, no 

Note. Examples for high-risk operations are: assign admin role, update security configuration or software. [HMI ]
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, SP-SEC-Comp-7.2-4 - If the Secure Component provides a human-machine interfaces, the Secure Component

shall lock or terminate sessions after a time period of inactivity depending on configuration. [SPPRAMSS-2296, HMI, 

yes ]

, SP-SEC-Comp-7.2-5 - If the Secure Component provides a human-machine interfaces, the Secure Component

shall enable the human user to lock or terminate sessions manually. [SPPRAMSS-7708, HMI, yes ]

, SP-SEC-Comp-7.2-6 - If the Secure Component provides a human-machine interfaces, the Secure Component
shall unlock the locked human-user sessions only after re-authentication of the human user.

See also SPPRAMSS-6670 for Note: See also SP-SEC-Comp-7.2-7  for supervisor override in case of HMI controlling essential

services. [SPPRAMSS-6693, HMI, yes ]

, SP-SEC-Comp-7.2-7 - If a the Secure Component implements a human-machine interface which is needed to
control an essential service, the Secure Component shall support a supervisor manual override for a configurable time
or sequence of events. [SPPRAMSS-6670, HMI, yes ]

, SP-SEC-Comp-7.2-8 - If the Secure Component implements a human-machine interface with interactive log-in,
the log-in screen shall be configurable to provide information about user log-in histories and recently failed log-in
attempts according to IEC 62443-2-1 User 1.13. [HMI ]

, SP-SEC-Comp-7.2-9 - If the Secure Component implements a human-machine interface with interactive log-in,
the log-in screen shall display log-in failure information only after successful login.
Note: this prevents to display useful information to attackers (see also IEC 62443-2-1 USER-1.14) [HMI ]

, SP-SEC-Comp-7.2-10 - If the Secure Component provides a human-machine interface, the human-machine
interface shall be designed considering human-factors.
Note: this ensures that security functions can be operated easily and without faults by human users. The recommended standard for human-factors is

[EN ISO 14915] [[Component Type] ]

, SP-SEC-Comp-7.3-1 - This section is for Secure Components that use local password-based authentication and

local user management for their interfaces and do . e.g. it does not integrate into an user authentication service (SCS-

UAS) password-based authentication. [ Open, SPPRAMSS-6654 ]

, SP-SEC-Comp-7.3-2 - If the Secure Component uses password authentication and does not use the interface
SSI-UAS for password-based authenticationsupports local password-based authentication and local user
management, then Secure Component shall enforce configurable password strength (minimum length, variety of
character types). [SPPRAMSS-6655, Generic , no ]

, SP-SEC-Comp-7.3-3 - If the Secure Component uses password authentication and does not use the interface
SSI-UAS for password-based authenticationsupports local password-based authentication and local user
management, then the Secure Component shall provide the capability to protect against any given human user
account from reusing a password for a configurable number of generations. [SPPRAMSS-6658, Generic , no ]

, SP-SEC-Comp-7.3-4 - If the Secure Component uses password authentication and does not use the interface
SSI-UAS for password-based authenticationsupports local password-based authentication and local user
management, then the Secure Component shall provide the capability to enforce password minimum and maximum
lifetime restrictions for all human users. [SPPRAMSS-6656, Generic , no ]

, SP-SEC-Comp-7.3-5 - If the Secure Component uses password authentication and does not use the interface
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SSI-UAS for password-based authenticationsupports local password-based authentication and local user
management, then the Secure Component shall provide the capability to prompt the human user to change their
password upon a configurable time prior expiration.  [SPPRAMSS-6657, Generic , no ]

, SP-SEC-Comp-7.3-6 - If the Secure Component uses password authentication and does not use the interface
SSI-UAS for password-based authenticationsupports local password-based authentication and local user
management, then the Secure Component shall limit the number of consecutive invalid access attempts by any user
(human or technical user). [SPPRAMSS-3885, Generic , no ]

, SP-SEC-Comp-7.3-7 - If the Secure Component uses password authentication and does not use the interface
SSI-UAS for password-based authenticationsupports local password-based authentication and local user
management, then the Secure Component shall deny access for a specific period of time when the limit of consecutive
invalid attempts is reached. [SPPRAMSS-6664, Generic , no ]

, SP-SEC-Comp-7.3-8 - If the Secure Component uses password authentication and does not use the interface
SSI-UAS for password-supports local password-based authentication and local user management and user accounts
can be locked (e.g. due consecutive invalid access attempts), then the Secure Component shall be capable to unlock
a locked account by an administrator
 [SPPRAMSS-6663, Generic , no ]

, SP-SEC-Comp-7.3-9 - If the Secure Component uses password authentication and does not use the interface
SSI-UAS for password-based authenticationsupports local password-based authentication and local user
management, then the Secure Component shall obscure feedback of authentication information.
Note: In case of invalid username/password combination, the feedback is invalid username/password combination, not give hints that could help an

attacker as "Invalid invalid user" or "invalide invalid password", "password length insufficient". [SPPRAMSS-2966, Generic , no ]

, SP-SEC-Comp-7.4-1 - If symmetric key-based authentication is used, the Secure Component shall establish the

mutual trust using the symmetric key. [SPPRAMSS-6665, Generic , no ]

, SP-SEC-Comp-7.4-2 - If symmetric symmetric key-based authentication is used due to interoperability

requirements by TSI, the Secure Component shall ensure that algorithms and keys used for the protect the symmetric

key authentication conform to internationally recognized and proved security practices and recommendations.

Note-based authentication by another security layer conformant to chapter 4 of the Secure Communication
Specification (SP-SEC-Comm Ch 3 - End-to-End Security Layer (TLS)  .) 

Note 1: the use of symmetric key-based authentication requires the distribution of the symmmetric symmetric keys ensuring confidentiality. This can be

done using PKI / asymmetric cryptography or a out-of-band transmission ensuring confidentiality. [SPPRAMSS-6666, Generic , no 

Note 2: Symmetric key authentication does not conform to internationally recognized and proved security practices. The only reason to implement it,
may be the TSI. In this case, the appropriate security will be provided by adding a second security layer which uses industry-wide accepted security

mechanism. This is, for example, done with the ETCS communication with Subset-146 for symmetric cipher of Subset-137-2) [Generic  ]

Requirements for additional communication beyond TSI/SP standardized interfaces (e.g. SCI, SMI, SDI, SSI, UNISIG
subset-146,148, 137). To-Do: give clear references to standardized interfaces

Examples of additional communication interfaces: Web Server, SSH, FTPS,...

In general, all maintenance and diagnostic activities should be conducted using existing interfaces (e.g. SDI, SMI,...).

Direct access to the operating system is not advisable and should be avoided.
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, SP-SEC-Comp-7.5-1 - Rework section

Rework section with generic requirements for communication interfaces (align with rest of doc and with IEC

62443-4-2).

Move whole section to Secure Comm Spec [ Open, SPPRAMSS-6772 ]

, 

The following general risks remain after applying the three System Pillar Cybersecurity technical requirements
specifications ([SP-SEC-CompSpec], [SP-SEC-CompSpec], and [SP-SEC-ServSpec])

, SP-SEC-Comp-78.5.1-1 - The Secure Component shall provide a unique identifier for each communicating

process.

Note: examples of unique identifiers are FQDN, UUID, IP-address combined with a local unique identifier (e.g. process

name, process idSecure Components and Network Components are complex products composed of various hardware

(chipsets, CPU,...) . [SPPRAMSS-2482, [Component Type], [Requirements supports essential function] ]

, SP-SEC-Comp-7.5.1-2 - The Secure Component shall authenticate each communication partner.

Note: This ensures mutual authentication between communication partners. [SPPRAMSS-4683, [Component Type], 

[Requirements supports essential function] ]

Note: this section has similar requirements as the Secure Communication Specification, but are for other interfaces
and communication protocols.

and software (Open Source SW components, 3rd party SW components,...). Vulnerabilities are found and mostly

documented in vulnerability databases. In recent years, these database documented thousands of new vulnerabilities.

, SP-SEC-Comp-78.5.1-2 -1 - The Secure Component shall protect the integrity of data in transit using state of the

art cryptographic methods.

To-Do: define state of the art [SPPRAMSS-2478, [Component Type], [Requirements supports essential function] ]

, SP-SEC-Comp-7.5.2-2 - If the Secure Component has a safety certification, the Secure Component's shall be
capable to update the cryptographic protocols and parameters without invalidating its safety
certification. [SPPRAMSS-2480, [Component Type], [Requirements supports essential function] ]

risk caused by vulnerabilities in Secure Components and Network Components are reduced by the Defense-in-

depth design of the System Pillar technical specifications. However, as time passes, more vulnerabilities are detected

and can lead to an exploitable vulnerability.

, SP-SEC-Comp-78.5.21-3 - The Secure Component shall use cryptographic integrity

protection. [SPPRAMSS-2483, [Component Type], [Requirements supports essential function] ]

, SP-SEC-Comp-7.5.2-4 - The Secure Component shall support periodic re-authentication during an active session

for the TLS connection. [SPPRAMSS-2485, [Component Type], [Requirements supports essential function] ]

, SP-SEC-Comp-7.5.2-5 - The Secure Component shall support separate re-authentication per TLS

connection. [SPPRAMSS-2484, [Component Type], [Requirements supports essential function] ]

Mitigation: Vulnerability Management (as defined in IEC 62443-4-1 DM1-DM6) and installation of security updates
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(see SP-SEC-PrgmReq Ch 8.1-21 - Updating Secure Components ) 

, SP-SEC-Comp-78.5.2-61 - The Secure Component shall provide the capability to use integrity-only ciphers for

connections not requiring confidentiality. [SPPRAMSS-2487, [Component Type], [Requirements supports essential

function] ]

Secure Components and Network Components can be compromised by attackers when privileged accounts,

especially from the implementations of SCS-IAM, SCS-UAS, SCS-BKP and software update and configuration

systems, have been compromised.

, SP-SEC-Comp-78.5.2-72 - The Secure Component shall provide the capability to use encryption ciphers for

connections requiring confidentiality. [SPPRAMSS-6887, [Component Type], [Requirements supports essential

function] ]

, SP-SEC-Comp-7.5.2-8 - The Secure Component shall provide the capability to activate and deactivate integrity-

only ciphers in a secure manner. [SPPRAMSS-2486, [Component Type], [Requirements supports essential function] ]

Attackers can use these accounts to add themselves as legitimate users, even with elevated privileges, and access

components which implement access control. Attackers can also install previous configurations or firmware with

exploitable vulnerabilities (downgrade attack) or when the software signing keys are also compromised, install

malware-infected software or configurations disabling security features.

, SP-SEC-Comp-78.5.2-9 - The Secure Component shall prevent connected users (i.e., humans, software
processes, or hardware devices) from using the Secure Component's functionalities to generate DoS
attacks. [SPPRAMSS-3076, [Component Type], [Requirements supports essential function] ]

3 - Compromise of privileged accounts can be caused by social attacks (e.g. phising, black mailing, quid pro quo,

water-holing,...).

, SP-SEC-Comp-8.2-1 - Add Tolarable risk, risk acceptance

Add Tolarable risk, risk acceptance [ Open, SPPRAMSS-10442 ]

, 4 - Mitigation: Training of security operators against account compromise and awareness of social attack threats

(see SP-SEC-Comp-8-2 - Add Security related application conditions (SecRACs)

Add Security related application conditions (SecRACs) [ Open, SPPRAMSS-10441 ]

Requirements mapping from EU cybersecurity legislation (NIS, Cybersecurity Act, Cyber Resiliency Act, IEC
62443-4-2)

The table contains all the 4-2 requirements (SL1 to SL4) with requirements number, short text and corresponding
requirement or chapter in this doc.

, Prgm Ch 5.10 - Personell awareness training )

, SP-SEC-Comp-98.1.13-1 - NOT IMPLEMENTED: CR 1.7 RE 2: Password life-time restrictions for all users

(human, software processes and devices). Technical users do not use passwords, but certificates instead. Human

users have separate requirement for password life-time restrictions. Requirement not needed. [SPPRAMSS-7711, 

[Component Type], [Requirements supports essential function] ]

Secure Component and Network Components can be compromised by introducing vulnerabilities in the supply

chain. This can lead to undetected and undocumented exploitable vulnerabilities.

SP-PRAMSS

20 Secure Component Specification (compare rev. 370606 and 496762)

45 | Page 2025-02-21 08:50



, SP-SEC-Comp-98.1.13-2 - NOT IMPLEMENTED: CR 1.12. System use notification is required by US law for legal

prosecution of violators and proving intentional breach. This is not required in the EU.

Issue: check if reference to this can be given [SPPRAMSS-6662, [Component Type], [Requirements supports

essential function] ]

, Several cases of supply chain attacks of hardware chipsets, open source software and 3rd party software has

been recorded over the last years.

, SP-SEC-Comp-98.1.13-3 - NOT IMPLEMENTED: EDR/NDR/HDR 2.13 RE1: monitoring of physical factory

diagnostic and test interfaces are disabled. Monitoring these interfaces does not provide additional security (since

there are numerous other attacks when the attacker has physical access to the component, e.g. installing own

probes). [SPPRAMSS-6696, [Component Type], [Requirements supports essential function] ]

Supply chain attacks are hard to be detected and hard to be mitigated. They can only be detected by change

reviews (suitable mainly for open source software) or by anomaly detection during operation.

, SP-SEC-Comp-98.1.13-4 - NOT IMPLEMENTED: HDR 3.2 RE 1: reporting the version of software and files for

code protection only is applicable for anti-virus solution, which is not advised to use in automation products for

protection against malware. This specification uses an allowlist for software processes to protect against the execution

unauthorised software. See SPPRAMSS-3425 - The Secure Component shall ensure the runtime-integrity of
executables.  [SPPRAMSS-6740, [Component Type], [Requirements supports essential function] ]

Mitigation: Review of relevant open source components (this can be practicable only be done on an international

level, spanning industry sectors and national boundaries). This is due to the required effort and benefit structure (high

effort not feasible for an individual company, once detected the benefit is across industry sectors and national

boundaries). Therefore, a funding to conduct change analysis on relevant open source components in necessary at

least at a European level.

, SP-SEC-Comp-98.1.13-5 - NOT IMPLEMENTED: CR 3.9 RE 1: using hardware-enforced write-once media to

store audit records. This SL4 requirement requires specialized hardware and does not provide a beneficial cost to

security enhancement ratio. A more cost-effective solution to protect audit information from attackers is to connect a

log/audit storage via a network tap. [SPPRAMSS-6742, [Component Type], [Requirements supports essential

function] ]Mitigation: Anomaly detection systems (e.g. in NIDS) should be employed in environments of installed

Secure Components to detect unexpected behaviour and communication attempts.

, SP-SEC-Comp-98.4-1.1 -6 - DO NOT comment to th table below (this is an automatically created table and will be

replaced regularly until baseline creation). Comment on this line or on corresponding requirement for linking errors. [

Open, SPPRAMSS-6635 ]

, SP-SEC-Comp-9.1.1-7 -  No additional application conditions have been identified beyond the requirements

specified in the SP Cybersecurity requirements documents.

old ID Title Linked Work Items
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old ID Title Linked Work Items

IEC 62443-4-2 CCSC

1

Support for essential functions implements: SPPRAMSS-2636 - The Secure Component shall

limit use of system resources by security functions t...

implements: SPPRAMSS-3781 - After a Denial of Service (DoS)

event (e.g. saturation / high load of the networ...

implements: SPPRAMSS-6670 - If a Secure Component

implements a human-machine interface which is needed to co...

IEC 62443-4-2 CCSC

2

Compensating countermeasures implements: SPPRAMSS-9637 - If a requirement of this

specification is not implemented, the component documen...

implements: SPPRAMSS-9638 - If a requirement of this

specification is not implemented, the component documen...

IEC 62443-4-2 CCSC

3

Least privilege implements: SPPRAMSS-2310 - The Secure Component shall

use the interface [SSI-IAM] in order to retrieve the...

implements: SPPRAMSS-2311 - The Secure Component shall

enforce access based on retrieved permissions for all...

implements: SPPRAMSS-9989 - The Secure Component shall

validate and enforce the extended key usage according...

IEC 62443-4-2 CCSC

4

Software development process implements: SPPRAMSS-2495 - The Secure Component shall

be developed according to IEC 62443-4-1 (maturity lev...

IEC 62443-4-2 CR

1.01

Human user identification and

authentication

implements: SPPRAMSS-4683 - The Secure Component shall

authenticate each communication partner.

implements: SPPRAMSS-2310 - The Secure Component shall

use the interface [SSI-IAM] in order to retrieve the...

IEC 62443-4-2 CR

1.01 RE 1

Unique identification and authentication implements: SPPRAMSS-4683 - The Secure Component shall

authenticate each communication partner.

IEC 62443-4-2 CR

1.01 RE 2

Multifactor authentication for all

interfaces

implements: SPPRAMSS-4675 - The SSI-UAS shall support

multi-factor authentication of human users.

implements: SPPRAMSS-6574 - The SSI-UAS shall support

authentication with username/password with at least on...

implements: SPPRAMSS-6575 - The SSI-UAS shall support

authentication with X.509 client certificates complyin...

implements: SPPRAMSS-6576 - The SSI-UAS should support

passwordless authentication with at least one additio...

IEC 62443-4-2 CR

1.02

Software process and device

identification and authentication

implements: SPPRAMSS-2482 - The Secure Component shall

provide a unique identifier for each communicating pr...

implements: SPPRAMSS-3999 - The Secure Component shall

authenticate each communication partner by validating...
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old ID Title Linked Work Items

IEC 62443-4-2 CR

1.02 RE 1

Unique identification and authentication implements: SPPRAMSS-3999 - The Secure Component shall

authenticate each communication partner by validating...

implements: SPPRAMSS-2967 - The Secure Component shall

be capable of utilizing a unique X.509 v3 certificate...

IEC 62443-4-2 CR

1.03

Account management implements: SPPRAMSS-2310 - The Secure Component shall

use the interface [SSI-IAM] in order to retrieve the...

IEC 62443-4-2 CR

1.04

Identifier management implements: SPPRAMSS-2310 - The Secure Component shall

use the interface [SSI-IAM] in order to retrieve the...

implements: SPPRAMSS-4975 - The SSI-IAM server shall have

the possibility to retrieve identities from an ide...

IEC 62443-4-2 CR

1.05

Authenticator management implements: SPPRAMSS-2941 - The Secure Component shall

protect the integrity and confidentiality of critical...

implements: SPPRAMSS-2335 - The Secure Component shall

automatically request the renewal of its certificates...

implements: SPPRAMSS-4961 - The Secure Component shall

request the Operator Device Certificate (ODC) via the...

implements: SPPRAMSS-4962 - The Secure Component shall

request all other operator certificates (ONCC, OSCC,...

implements: SPPRAMSS-4967 - The Secure Component shall

have the capability to install trusted certificates i...

IEC 62443-4-2 CR

1.05 RE 1

Hardware security for authenticators implements: SPPRAMSS-3105 - The Secure Component shall

use the Secure Boot functions defined by the used chi...

implements: SPPRAMSS-3099 - The Secure Component shall

protect the integrity of roots of trust (root certifi...

implements: SPPRAMSS-2941 - The Secure Component shall

protect the integrity and confidentiality of critical...

IEC 62443-4-2 CR

1.07

Strength of password-based

authentication

implements: SPPRAMSS-2310 - The Secure Component shall

use the interface [SSI-IAM] in order to retrieve the...

implements: SPPRAMSS-6655 - If the Secure Component uses

password authentication and does not use the interf...

implements: SPPRAMSS-6661 - If password based

authentication is used, the Secure Component shall provide fol...

IEC 62443-4-2 CR

1.07 RE 1

Password generation and lifetime

restrictions for human users

implements: SPPRAMSS-6656 - If the Secure Component uses

password authentication and does not use the interf...

implements: SPPRAMSS-6658 - If the Secure Component uses

password authentication and does not use the interf...

IEC 62443-4-2 CR

1.07 RE 2

Password lifetime restrictions for all

users (human, software process, or

device...

implements: SPPRAMSS-7711 - NOT IMPLEMENTED: CR 1.7

RE 2: Password life-time restrictions for all users (hum...
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IEC 62443-4-2 CR

1.08

Public key infrastructure certificates implements: SPPRAMSS-2324 - The Secure Component shall

implement the interface to request certificates.

implements: SPPRAMSS-2322 - The Secure Component shall

implement the interfaces to renew a certificate.

IEC 62443-4-2 CR

1.09

Strength of public key-based

authentication

implements: SPPRAMSS-2430 - The Secure Component shall

check if the certificate signature is valid.

implements: SPPRAMSS-2431 - The Secure Component shall

check if the certificate is not revoked using CRLs.

implements: SPPRAMSS-2432 - The Secure Component shall

validate the certificate's trust chain up to a truste...

implements: SPPRAMSS-6660 - The Secure Component shall

map the authenticated identity of a certificate to a...

IEC 62443-4-2 CR

1.09 RE 1

Hardware security for public key-based

authentication

implements: SPPRAMSS-2941 - The Secure Component shall

protect the integrity and confidentiality of critical...

IEC 62443-4-2 CR

1.10

Authenticator feedback implements: SPPRAMSS-2966 - If the Secure Component uses

password authentication and does not use the interf...

IEC 62443-4-2 CR

1.11

Unsuccessful login attempts implements: SPPRAMSS-6663 - If the Secure Component uses

password authentication and does not use the interf...

implements: SPPRAMSS-3885 - If the Secure Component uses

password authentication and does not use the interf...

implements: SPPRAMSS-6664 - If the Secure Component uses

password authentication and does not use the interf...

implements: SPPRAMSS-6661 - If password based

authentication is used, the Secure Component shall provide fol...

IEC 62443-4-2 CR

1.12

System use notification implements: SPPRAMSS-6662 - NOT IMPLEMENTED: CR

1.12. System use notification is required by US law for lega...

IEC 62443-4-2 CR

1.14

Strength of symmetric key-based

authentication

implements: SPPRAMSS-2941 - The Secure Component shall

protect the integrity and confidentiality of critical...

implements: SPPRAMSS-6666 - If symmetric key-based

authentication is used, the Secure Component shall ensure...

implements: SPPRAMSS-6665 - If symmetric key-based

authentication is used, the Secure Component shall establ...

IEC 62443-4-2 CR

1.14 RE 1

Hardware security for symmetric key-

based authentication

implements: SPPRAMSS-2941 - The Secure Component shall

protect the integrity and confidentiality of critical...

IEC 62443-4-2 CR

2.01

Authorization enforcement implements: SPPRAMSS-2311 - The Secure Component shall

enforce access based on retrieved permissions for all...
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IEC 62443-4-2 CR

2.01 RE 1

Authorization enforcement for all users

(human, software process, and devices)

implements: SPPRAMSS-2310 - The Secure Component shall

use the interface [SSI-IAM] in order to retrieve the...

implements: SPPRAMSS-2311 - The Secure Component shall

enforce access based on retrieved permissions for all...

IEC 62443-4-2 CR

2.01 RE 2

Permission mapping to roles implements: SPPRAMSS-2310 - The Secure Component shall

use the interface [SSI-IAM] in order to retrieve the...

IEC 62443-4-2 CR

2.01 RE 3

Supervisor override implements: SPPRAMSS-6670 - If a Secure Component

implements a human-machine interface which is needed to co...

IEC 62443-4-2 CR

2.01 RE 4

Dual approval implements: SPPRAMSS-2972 - If central components with a

human-machine interface (e.g. IAM, software update...

IEC 62443-4-2 CR

2.02

Wireless use control implements: SPPRAMSS-6600 - If a Network Component

supports wireless access management (e.g. WLAN access poi...

IEC 62443-4-2 CR

2.05

Session lock implements: SPPRAMSS-2296 - If the Secure Component

provides a human-machine interfaces, the Secure Componen...

implements: SPPRAMSS-6693 - If the Secure Component

provides a human-machine interfaces, the Secure Componen...

IEC 62443-4-2 CR

2.06

Remote session termination implements: SPPRAMSS-2296 - If the Secure Component

provides a human-machine interfaces, the Secure Componen...

IEC 62443-4-2 CR

2.07

Concurrent session control implements: SPPRAMSS-2630 - The Secure Component shall

provide the capability to only allow a configurable m...

IEC 62443-4-2 CR

2.08

Auditable events implements: SPPRAMSS-2581 - The Secure Component shall

log at least the following events:

implements: SPPRAMSS-2588 - The Secure Component shall

send log messages complying to the log message format...

IEC 62443-4-2 CR

2.09

Audit storage capacity implements: SPPRAMSS-2596 - If the storage capacity is

exceeded, the Secure Component shall overwrite the ol...

implements: SPPRAMSS-2598 - The Secure Component shall

be able to store untransferred log data for eight hou...

IEC 62443-4-2 CR

2.09 RE 1

Warn when audit record storage capacity

threshold reached

implements: SPPRAMSS-3070 - If the storage capacity has

reached a defined threshold, the Secure Component sh...

IEC 62443-4-2 CR

2.10

Response to audit processing failures implements: SPPRAMSS-4439 - If the Secure Component starts

overwriting not transferred log data, it shall ge...

implements: SPPRAMSS-2596 - If the storage capacity is

exceeded, the Secure Component shall overwrite the ol...

implements: SPPRAMSS-3070 - If the storage capacity has

reached a defined threshold, the Secure Component sh...
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IEC 62443-4-2 CR

2.11

Timestamps implements: SPPRAMSS-2580 - The Secure Component shall

send the logging events via SSI-LOG .

implements: SPPRAMSS-4819 - The Log originator shall set the

timestamp of the syslog header to the current t...

IEC 62443-4-2 CR

2.11 RE 1

Time synchronization implements: SPPRAMSS-2301 - The Secure Component shall

synchronize the component time using [SSI-STS] secure...

IEC 62443-4-2 CR

2.11 RE 2

Protection of time source integrity implements: SPPRAMSS-2301 - The Secure Component shall

synchronize the component time using [SSI-STS] secure...

implements: SPPRAMSS-3701 - The SSI-STS client shall use

NTS as specified in RFC 8915.

IEC 62443-4-2 CR

2.12

Non-repudiation implements: SPPRAMSS-2581 - The Secure Component shall

log at least the following events:

IEC 62443-4-2 CR

2.12 RE 1

Non-repudiation for all users implements: SPPRAMSS-2581 - The Secure Component shall

log at least the following events:

implements: SPPRAMSS-2588 - The Secure Component shall

send log messages complying to the log message format...

IEC 62443-4-2 CR

3.01

Communication integrity implements: SPPRAMSS-6675 - The Secure Component shall

implement the interfaces defined in .

IEC 62443-4-2 CR

3.01 RE 1

Communication authentication implements: SPPRAMSS-6676 - If the Secure Component uses

the standard communication protocols defined in , t...

implements: SPPRAMSS-6675 - The Secure Component shall

implement the interfaces defined in .

IEC 62443-4-2 CR

3.03

Security functionality verification

IEC 62443-4-2 CR

3.03 RE 1

Security functionality verification during

normal operation

implements: SPPRAMSS-10142 - The Secure Component

IEC 62443-4-2 CR

3.04

Software and information integrity implements: SPPRAMSS-3429 - If a secure boot verification

fails, the Secure Component shall provide a visibl...

implements: SPPRAMSS-3105 - The Secure Component shall

use the Secure Boot functions defined by the used chi...

implements: SPPRAMSS-2471 - The Secure Component shall

verify the integrity and authenticity of configuratio...

implements: SPPRAMSS-2581 - The Secure Component shall

log at least the following events:
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IEC 62443-4-2 CR

3.04 RE 1

Authenticity of software and information implements: SPPRAMSS-3429 - If a secure boot verification

fails, the Secure Component shall provide a visibl...

implements: SPPRAMSS-3105 - The Secure Component shall

use the Secure Boot functions defined by the used chi...

implements: SPPRAMSS-2471 - The Secure Component shall

verify the integrity and authenticity of configuratio...

implements: SPPRAMSS-2581 - The Secure Component shall

log at least the following events:

IEC 62443-4-2 CR

3.04 RE 2

Automated notification of integrity

violations

implements: SPPRAMSS-2581 - The Secure Component shall

log at least the following events:

IEC 62443-4-2 CR

3.05

Input validation implements: SPPRAMSS-3023 - The Secure Component shall

validate the syntax, length and content of any input...

IEC 62443-4-2 CR

3.06

Deterministic output implements: SPPRAMSS-4998 - The supplier shall document

the predetermined state for Secure Component with ph...

implements: SPPRAMSS-3022 - If the Secure Component has

physical I/O controlling an automation process, the...

IEC 62443-4-2 CR

3.07

Error handling implements: SPPRAMSS-2580 - The Secure Component shall

send the logging events via SSI-LOG .

implements: SPPRAMSS-4404 - The communication partners

using the SSI-LOG (Log Originator, Log Relay, Log Col...

IEC 62443-4-2 CR

3.08

Session integrity implements: SPPRAMSS-6055 - The SSI-UAS shall implement

single sign-on (SSO) based on OpenID Connect 1.0 (OI...

implements: SPPRAMSS-6676 - If the Secure Component uses

the standard communication protocols defined in , t...

implements: SPPRAMSS-6675 - The Secure Component shall

implement the interfaces defined in .

implements: SPPRAMSS-5803 - The SSI-IAM shall accept

SCIM 2.0 requests over REST over HTTPS according to RFC...

implements: SPPRAMSS-4070 - The SSI-PKI client shall

provide the capability to request and rekey certificate...

implements: SPPRAMSS-4404 - The communication partners

using the SSI-LOG (Log Originator, Log Relay, Log Col...

IEC 62443-4-2 CR

3.09

Protection of audit information implements: SPPRAMSS-2488 - For retrieval of log data, the

Secure Component shall protect the integrity of l...

implements: SPPRAMSS-2580 - The Secure Component shall

send the logging events via SSI-LOG .

IEC 62443-4-2 CR

3.09 RE 1

Audit records on write-once media implements: SPPRAMSS-6742 - NOT IMPLEMENTED: CR 3.9

RE 1: using hardware-enforced write-once media to store...
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IEC 62443-4-2 CR 4.1 Information confidentiality implements: SPPRAMSS-3013 - If read access authorisation to

persistent data is required, the Secure Componen...

implements: SPPRAMSS-6676 - If the Secure Component uses

the standard communication protocols defined in , t...

implements: SPPRAMSS-6675 - The Secure Component shall

implement the interfaces defined in .

IEC 62443-4-2 CR 4.2 Information persistence implements: SPPRAMSS-6748 - The Secure Component shall

provide the maintenance method Security:FactoryReset(...

IEC 62443-4-2 CR 4.2

RE 1

Erase of shared memory resources implements: SPPRAMSS-9632 - The Secure Component shall

use for the implementation of security functionality...

IEC 62443-4-2 CR 4.2

RE 2

Erase verification implements: SPPRAMSS-6748 - The Secure Component shall

provide the maintenance method Security:FactoryReset(...

implements: SPPRAMSS-9632 - The Secure Component shall

use for the implementation of security functionality...

IEC 62443-4-2 CR 4.3 Use of cryptography implements: SPPRAMSS-2471 - The Secure Component shall

verify the integrity and authenticity of configuratio...

IEC 62443-4-2 CR 5.1 Network segmentation implements: SPPRAMSS-2315 - The Secure Component shall

support to authenticate to the network using the SSI-...

implements: SPPRAMSS-7528 - The Secure Component shall

be capable to separate at least maintenance (e.g. SMI...

implements: SPPRAMSS-7526 - The Secure Component shall

be capable to bind each communicating process to conf...

IEC 62443-4-2 CR 6.1 Audit log accessibility implements: SPPRAMSS-4203 - The Secure Component shall

provide the mainteance method Security:GetSecurityLog...

IEC 62443-4-2 CR 6.1

RE 1

Programmatic access to audit logs implements: SPPRAMSS-4203 - The Secure Component shall

provide the mainteance method Security:GetSecurityLog...

IEC 62443-4-2 CR 6.2 Continuous monitoring implements: SPPRAMSS-2580 - The Secure Component shall

send the logging events via SSI-LOG .

implements: SPPRAMSS-2581 - The Secure Component shall

log at least the following events:

implements: SPPRAMSS-3425 - The Secure Component shall

use a process allowlist to protect against execution...

IEC 62443-4-2 CR 7.1 Denial of service protection implements: SPPRAMSS-3821 - The host-based firewall shall

deny by default all inbound and outbound connectio...

implements: SPPRAMSS-9633 - The Secure Component shall

limit use of system resources by security functions t...

implements: SPPRAMSS-3781 - After a Denial of Service (DoS)

event (e.g. saturation / high load of the networ...
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IEC 62443-4-2 CR 7.1

RE 1

Manage communication loads implements: SPPRAMSS-2630 - The Secure Component shall

provide the capability to only allow a configurable m...

implements: SPPRAMSS-3781 - After a Denial of Service (DoS)

event (e.g. saturation / high load of the networ...

IEC 62443-4-2 CR 7.2 Resource management implements: SPPRAMSS-2636 - The Secure Component shall

limit use of system resources by security functions t...

IEC 62443-4-2 CR 7.3 Control system backup implements: SPPRAMSS-3078 - If operational data is not part of

the configuration data from (interface, the S...

implements: SPPRAMSS-6750 - If the Secure Component

backups operational data , the Secure Component shall be...

IEC 62443-4-2 CR 7.3

RE 1

Backup integrity verification implements: SPPRAMSS-6750 - If the Secure Component

backups operational data , the Secure Component shall be...

implements: SPPRAMSS-6749 - If the Secure Component

backups operational data, the Secure Component shall be...

IEC 62443-4-2 CR 7.4 Control system recovery and

reconstitution

implements: SPPRAMSS-2497 - The Secure Component shall

support the update of software and configuration via...

implements: SPPRAMSS-6749 - If the Secure Component

backups operational data, the Secure Component shall be...

IEC 62443-4-2 CR 7.6 Network and security configuration

settings

implements: SPPRAMSS-3088 - The Secure Component shall

provide the maintenance method Security:GetNetworkCon...

IEC 62443-4-2 CR 7.6

RE 1

Machine-readable reporting of current

security settings

implements: SPPRAMSS-3088 - The Secure Component shall

provide the maintenance method Security:GetNetworkCon...

IEC 62443-4-2 CR 7.7 Least functionality implements: SPPRAMSS-2626 - If unnecessary drivers and

software components cannot be removed, the supplier s...

implements: SPPRAMSS-3779 - The Secure Component shall

implement the hardening measures according to the rel...

IEC 62443-4-2 CR 7.8 Control system component inventory implements: SPPRAMSS-4960 - The Secure Component shall

be equipped with a Manufacturer Device Certificate (M...

implements: SPPRAMSS-10138 - The Secure Component shall

provide the maintenance method Security:GetInstalledC...

implements: SPPRAMSS-10141 - The Secure Component shall

provide the maintenance method Security:GetComponentC...

IEC 62443-4-2

EDR/HDR/NDR 2.13

Use of physical diagnostic and test

interfaces

implements: SPPRAMSS-6695 - If physical diagnostic and test

interfaces are accessible without opening the pr...

IEC 62443-4-2

EDR/HDR/NDR 2.13

RE 1

Active monitoring implements: SPPRAMSS-6696 - NOT IMPLEMENTED:

EDR/NDR/HDR 2.13 RE1: monitoring of physical factory

diagnostic...
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IEC 62443-4-2

EDR/HDR/NDR 3.10

Support for updates implements: SPPRAMSS-2497 - The Secure Component shall

support the update of software and configuration via...

IEC 62443-4-2

EDR/HDR/NDR 3.10

RE 1

Update authenticity and integrity implements: SPPRAMSS-2982 - The Secure Component shall

verify the signature of the update packages using the...

IEC 62443-4-2

EDR/HDR/NDR 3.11

Physical tamper resistance and detection implements: SPPRAMSS-2994 - The supplier shall provide a

security seal on the Secure Component.

implements: SPPRAMSS-3111 - When powered the Secure

Component shall provide a tamper detection mechanism whi...

IEC 62443-4-2

EDR/HDR/NDR 3.11

RE 1

Notification of a tampering attempt implements: SPPRAMSS-3110 - If tampering is detected, the

Secure Component shall provide notification of the...

IEC 62443-4-2

EDR/HDR/NDR 3.12

Provisioning product supplier roots of

trust

implements: SPPRAMSS-2308 - Before commissioning the

Secure Component shall retrieve and store its Manufactu...

IEC 62443-4-2

EDR/HDR/NDR 3.13

Provisioning asset owner roots of trust implements: SPPRAMSS-3729 - The Secure Component shall

continue with the next boot stage only if the integri...

implements: SPPRAMSS-2473 - If an integrity check of a secure

boot stage fails during secure boot, the Secur...

implements: SPPRAMSS-3105 - The Secure Component shall

use the Secure Boot functions defined by the used chi...

implements: SPPRAMSS-4961 - The Secure Component shall

request the Operator Device Certificate (ODC) via the...

IEC 62443-4-2

EDR/HDR/NDR 3.14

Integrity of the boot process implements: SPPRAMSS-4911 - The Secure Component shall

verify all secure boot stages from start of the hardw...

implements: SPPRAMSS-3105 - The Secure Component shall

use the Secure Boot functions defined by the used chi...

IEC 62443-4-2

EDR/HDR/NDR 3.14

RE 1

Authenticity of the boot process implements: SPPRAMSS-6577 - The Secure Component shall

use the certificate chain up to the Manufacturer Root...

IEC 62443-4-2 HDR

3.02 RE 1

Report version of code protection implements: SPPRAMSS-6740 - NOT IMPLEMENTED: HDR

3.2 RE 1: reporting the version of software and files for c...

IEC 62443-4-2 NDR

1.06

Wireless access management implements: SPPRAMSS-6600 - If a Network Component

supports wireless access management (e.g. WLAN access poi...

IEC 62443-4-2 NDR

1.06 RE 1

Unique identification and authentication implements: SPPRAMSS-6600 - If a Network Component

supports wireless access management (e.g. WLAN access poi...

IEC 62443-4-2 NDR

1.13

Access via untrusted networks implements: SPPRAMSS-6668 - If the Network Component

supports device access from untrusted networks (e.g. pa...
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IEC 62443-4-2 NDR

1.13 RE 1

Explicit access request approval implements: SPPRAMSS-6669 - If the Network Component

supports device access from untrusted networks (e.g. pa...

IEC 62443-4-2 NDR

5.2

Zone boundary protection implements: SPPRAMSS-2542 - The Network Component

implementing a firewall shall be capable of deny-all and a...

implements: SPPRAMSS-3061 - The Network Component

implementing a firewall shall send information regarding b...

IEC 62443-4-2 NDR

5.2 RE 1

Deny by default, permit by exception implements: SPPRAMSS-2542 - The Network Component

implementing a firewall shall be capable of deny-all and a...

IEC 62443-4-2 NDR

5.2 RE 2

Island mode implements: SPPRAMSS-3059 - The Network Component

implementing a firewall shall be capable of enabling an is...

IEC 62443-4-2 NDR

5.2 RE 3

Fail close implements: SPPRAMSS-3058 - The Network Component

implementing a firewall shall automatically block connecti...

IEC 62443-4-2 NDR

5.3

General purpose person-to-person

communication restrictions

implements: SPPRAMSS-2542 - The Network Component

implementing a firewall shall be capable of deny-all and a...

implements: SPPRAMSS-3831 - The Network Component

implementing a firewall shall be capable of packet filteri...

IEC 62443-4-2

SAR/EDR/HDR/NDR

2.04

Mobile code implements: SPPRAMSS-3084 - The Secure Component shall

prevent the execution of mobile code unless its integ...

IEC 62443-4-2

SAR/EDR/HDR/NDR

2.04 RE 1

Mobile code integrity check implements: SPPRAMSS-2984 - The Secure Component shall

reject update packages without a valid signature.

implements: SPPRAMSS-2982 - The Secure Component shall

verify the signature of the update packages using the...

implements: SPPRAMSS-3084 - The Secure Component shall

prevent the execution of mobile code unless its integ...

IEC 62443-4-2

SAR/EDR/HDR/NDR

3.02

Protection from malicious code implements: SPPRAMSS-2982 - The Secure Component shall

verify the signature of the update packages using the...

implements: SPPRAMSS-3425 - The Secure Component shall

use a process allowlist to protect against execution...

97 items found

(type:srq AND (document.title:62443\-4\-2)) AND project.id:SPPRAMS

 [ Open, SPPRAMSS-7487 ]

Table containing NIS2 req no, title and corresponding req or chapter in this doc

This section will be filled in the next version of this document.
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Table containing CSA req no, title and corresponding req or chapter in this doc.

This section will be filled in the next version of this document.

, SP-SEC-Comp-9.4-1 - Table containing tracing to EU-CRA (EU 2022/0272 - COD) req no, title and corresponding

req or chapter link

Note: this table will be updated with the final version of the EU-CRA in the next version of this specification.

EU CRA Requirment Linked Work Items

EU-CRA

06-01

(1) they meet the essential requirements set

out in Part I of Annex I, provided...

implements: SPPRAMSS-5544 - Annex I - Part I - Essential

Cybersecurity requirements

EU-CRA

06-02

(2) the processes put in place by the

manufacturer comply with the essential req...

implements: SPPRAMSS-5336 - Annex I-2 Vulnerability Handling

Requirements

EU-CRA

13-01

1. When placing a product with digital elements

on the market, manufacturers sha...

implements: SPPRAMSS-5544 - Annex I - Part I - Essential

Cybersecurity requirements

EU-CRA

13-02

2. For the purposes of complying with the

obligation laid down in paragraph 1, m...

implements: SPPRAMSS-6828 - SR-2 Threat model

implements: SPPRAMSS-2495 - The Secure Component shall be

developed according to IEC 62443-4-1 (maturity lev...

EU-CRA

13-03

The cybersecurity risk assessment shall be

documented and updated as appropriate...

implements: SPPRAMSS-6828 - SR-2 Threat model

implements: SPPRAMSS-2495 - The Secure Component shall be

developed according to IEC 62443-4-1 (maturity lev...

EU-CRA

13-04

When placing a product with digital elements

on the market, the manufacturer sha...

implements: SPPRAMSS-5318 - Article 31- Technical

documentation

implements: SPPRAMSS-5466 - Risk assessment

implements: SPPRAMSS-10269 - Security risks

implements: SPPRAMSS-10286 - Adressed threats

EU-CRA

13-05

For the purpose of complying with paragraph 1,

manufacturers shall exercise due...

implements: SPPRAMSS-6807 - SM-10: Custom developed

components from third-party suppliers

implements: SPPRAMSS-6811 - SM-9: Security requirements for

externally provided components

implements: SPPRAMSS-2495 - The Secure Component shall be

developed according to IEC 62443-4-1 (maturity lev...

EU-CRA

13-06

Manufacturers shall, upon identifying a

vulnerability in a component, including...

implements: SPPRAMSS-6828 - SR-2 Threat model

implements: SPPRAMSS-2495 - The Secure Component shall be

developed according to IEC 62443-4-1 (maturity lev...

EU-CRA

13-07

The manufacturers shall systematically

document, in a manner that is proportiona...

implements: SPPRAMSS-10287 - Security properties

implements: SPPRAMSS-10269 - Security risks

implements: SPPRAMSS-10253 - Vulnerability reporting
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EU CRA Requirment Linked Work Items

EU-CRA

13-08-01

Manufacturers shall ensure, when placing a

product with digital elements on the...

implements: SPPRAMSS-6857 - DM-5: Disclosing security-related

issues

implements: SPPRAMSS-6859 - DM-4: Addressing security-

related issues

implements: SPPRAMSS-6844 - DM-3: Assessing security-related

issues

implements: SPPRAMSS-5344 - Manufacturers of the products

with digital elements shall put in place and enfor...

implements: SPPRAMSS-5362 - Annex III - Important Products

with Digital Elements

implements: SPPRAMSS-2495 - The Secure Component shall be

developed according to IEC 62443-4-1 (maturity lev...

EU-CRA

13-08-02

Manufacturers shall determine the support

period so that it reflects the length...

implements: SPPRAMSS-10273 - Vulnerability handling and

security update end-date

implements: SPPRAMSS-6894 - The Secure Component shall

include the information set out in the in a document...

EU-CRA

13-08-03

Without prejudice to the second subparagraph,

the support period shall be at lea...

implements: SPPRAMSS-10273 - Vulnerability handling and

security update end-date

implements: SPPRAMSS-6894 - The Secure Component shall

include the information set out in the in a document...

EU-CRA

13-08-05

Manufacturers shall include the information that

was taken into account to deter...

implements: SPPRAMSS-10273 - Vulnerability handling and

security update end-date

implements: SPPRAMSS-6894 - The Secure Component shall

include the information set out in the in a document...

EU-CRA

13-08-06

Manufacturers shall have appropriate policies

and procedures, including coordina...

implements: SPPRAMSS-10249 - Vulnerability reporting policy

implements: SPPRAMSS-6894 - The Secure Component shall

include the information set out in the in a document...

EU-CRA

13-09

Manufacturers shall ensure that each security

update, as referred to in Part II,...

implements: SPPRAMSS-10307 - The manufacturer shall make

the Secure Component technical documentation accessi...

EU-CRA

13-12

Before placing a product with digital elements

on the market, manufacturers shal...

implements: SPPRAMSS-10307 - The manufacturer shall make

the Secure Component technical documentation accessi...

implements: SPPRAMSS-5336 - Annex I-2 Vulnerability Handling

Requirements

implements: SPPRAMSS-5318 - Article 31- Technical

documentation

implements: SPPRAMSS-5460 - Article 32- Conformity

assessment procedures

EU-CRA

13-13

Manufacturers shall keep the technical

documentation and the EU declaration of c...

implements: SPPRAMSS-10307 - The manufacturer shall make

the Secure Component technical documentation accessi...
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EU-CRA

13-14

Manufacturers shall ensure that procedures are

in place for products with digita...

implements: SPPRAMSS-6809 - SM-12: Process verification

implements: SPPRAMSS-6804 - SM-13: Continuous improvement

implements: SPPRAMSS-6818 - SM-1: Development process

implements: SPPRAMSS-2495 - The Secure Component shall be

developed according to IEC 62443-4-1 (maturity lev...

EU-CRA

13-15

Manufacturers shall ensure that their products

with digital elements bear a type...

implements: SPPRAMSS-10250 - How to identify the product

implements: SPPRAMSS-10259 - Product Type

implements: SPPRAMSS-10258 - Product Identification

implements: SPPRAMSS-6894 - The Secure Component shall

include the information set out in the in a document...

EU-CRA

13-16

Manufacturers shall indicate the name,

registered trade name or registered trade...

implements: SPPRAMSS-10251 - Electronic contact address

implements: SPPRAMSS-10255 - Postal address

implements: SPPRAMSS-10254 - Registered trade name or trade

mark

implements: SPPRAMSS-10252 - Website

implements: SPPRAMSS-10256 - Manufacturer name

implements: SPPRAMSS-6894 - The Secure Component shall

include the information set out in the in a document...

EU-CRA

13-17

For the purposes of this Regulation,

manufacturers shall designate a single poin...

implements: SPPRAMSS-10253 - Vulnerability reporting

implements: SPPRAMSS-6894 - The Secure Component shall

include the information set out in the in a document...

EU-CRA

13-18

Manufacturers shall ensure that products with

digital elements are accompanied b...

implements: SPPRAMSS-6850 - SG-5: Secure operation

guidelines

implements: SPPRAMSS-6852 - SG-1: Product defense in depth

implements: SPPRAMSS-6885 - The Secure Component

documentation shall be written in an official language of t...

implements: SPPRAMSS-5349 - Annex II - Information and

Instructions to the User

implements: SPPRAMSS-10291 - Security configuration options

implements: SPPRAMSS-10272 - Initial commissioning steps

implements: SPPRAMSS-10293 - Operational security tasks

implements: SPPRAMSS-10281 - Decommissioning steps

implements: SPPRAMSS-10277 - Maintenance activities

implements: SPPRAMSS-2495 - The Secure Component shall be

developed according to IEC 62443-4-1 (maturity lev...

EU-CRA

13-19

Manufacturers shall ensure that the end date of

the support period referred to i...

implements: SPPRAMSS-10273 - Vulnerability handling and

security update end-date

EU-CRA

13-20

Manufacturers shall either provide a copy of the

EU declaration of conformity or...

implements: SPPRAMSS-10270 - EU declaration of conformity

implements: SPPRAMSS-6894 - The Secure Component shall

include the information set out in the in a document...
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EU-CRA

13-21

From the placing on the market and for the

support period, manufacturers who kno...

implements: SPPRAMSS-6854 - SUM-4: Security update delivery

implements: SPPRAMSS-2495 - The Secure Component shall be

developed according to IEC 62443-4-1 (maturity lev...

EU-CRA

13-22

Manufacturers shall, upon a reasoned request

from a market surveillance authorit...

EU-CRA

13-23

A manufacturer that ceases its operations and,

as a result, is not able to compl...

implements: SPPRAMSS-6879 - If a manufacturer ceases

operation, the manufacturer shall inform the relevant m...

EU-CRA

14-01

A manufacturer shall notify any actively

exploited vulnerability contained in th...

implements: SPPRAMSS-6857 - DM-5: Disclosing security-related

issues

implements: SPPRAMSS-6859 - DM-4: Addressing security-

related issues

implements: SPPRAMSS-6844 - DM-3: Assessing security-related

issues

implements: SPPRAMSS-6840 - DM-1: Receiving notifications of

security-related issues

implements: SPPRAMSS-6841 - DM-2: Reviewing security-related

issues

implements: SPPRAMSS-2495 - The Secure Component shall be

developed according to IEC 62443-4-1 (maturity lev...

EU-CRA

14-02

For the purposes of the notification referred to

in paragraph 1, the manufacture...

implements: SPPRAMSS-10453 - The manufacturer shall submit a

final report to the the designated CSIRT and to...

implements: SPPRAMSS-10452 - The manufacturer shall submit a

vulnerability information to the the designated...

implements: SPPRAMSS-6881 - The manufacturer shall submit an

early warning notification to the designated CS...

implements: SPPRAMSS-10454 - The manufacturer shall submit

an incident notification within 72h to the designa...

EU-CRA

14-03

A manufacturer shall notify any severe incident

having an impact on the security...

implements: SPPRAMSS-6881 - The manufacturer shall submit an

early warning notification to the designated CS...

EU-CRA

14-04

For the purposes of the notification referred to

in paragraph 3, the manufacture...

implements: SPPRAMSS-10455 - The manufacturer shall submit

an final within 1 month to the designated CSIRT an...

EU-CRA

14-08

After becoming aware of an actively exploited

vulnerability or a severe incident...

implements: SPPRAMSS-6883 - The manufacturer shall notify

without undue delay and after becoming aware, the...

EU-CRA

31-01

The technical documentation shall contain all

relevant data or details of the me...

implements: SPPRAMSS-6840 - DM-1: Receiving notifications of

security-related issues

implements: SPPRAMSS-5468 - Annex VI - Simplified EU

Declaration of Conformity

SP-PRAMSS

20 Secure Component Specification (compare rev. 370606 and 496762)

60 | Page 2025-02-21 08:50



EU CRA Requirment Linked Work Items

EU-CRA

31-02

The technical documentation shall be drawn up

before the product with digital el...

implements: SPPRAMSS-6804 - SM-13: Continuous improvement

implements: SPPRAMSS-6847 - SG-7: Documentation review

implements: SPPRAMSS-6884 - The manufacturer shall update

the Secure Component technical documentation where...

implements: SPPRAMSS-2495 - The Secure Component shall be

developed according to IEC 62443-4-1 (maturity lev...

EU-CRA

31-04

The technical documentation and

correspondence relating to any conformity

assess...

implements: SPPRAMSS-6885 - The Secure Component

documentation shall be written in an official language of t...

EU-CRA

32-01

The manufacturer shall perform a conformity

assessment of the product with digit...

EU-CRA

32-02

Where, in assessing the compliance of an

important product with digital elements...

implements: SPPRAMSS-5404 - By 12 months from the date of

entry into force of this Regulation, the Commissio...

EU-CRA

32-02a

the EU-type examination procedure (based on

module B) set out in Annex VIII foll...

EU-CRA

32-02b

a conformity assessment based on full quality

assurance (based on module H) set...

EU-CRA

32-03a

EU-type examination procedure (based on

module B) set out in Annex VIII followed...

EU-CRA

32-03b

a conformity assessment based on full quality

assurance (based on module H) set...

EU-CRA

32-03c

where available and applicable, a European

cybersecurity certification scheme pu...

EU-CRA 32-3 Where the product is an important product with

digital elements that falls under...

implements: SPPRAMSS-5404 - By 12 months from the date of

entry into force of this Regulation, the Commissio...

EU-CRA

Annex I-1.1

(1) Products with digital elements shall be

designed, developed and produced in...

implements: SPPRAMSS-6826 - SR-4 Product security

requirements content

implements: SPPRAMSS-6828 - SR-2 Threat model

implements: SPPRAMSS-2495 - The Secure Component shall be

developed according to IEC 62443-4-1 (maturity lev...

EU-CRA

Annex I-1.2a

Products with digital elements shall shall be

made available on the market witho...

implements: SPPRAMSS-6836 - SVV-3: Vulnerability testing

implements: SPPRAMSS-2495 - The Secure Component shall be

developed according to IEC 62443-4-1 (maturity lev...

EU-CRA

Annex I-1.2b

Products with digital elements shall be made

available on the market with a secu...

implements: SPPRAMSS-6748 - The Secure Component shall

provide the maintenance method Security:FactoryReset(...

implements: SPPRAMSS-6886 - The Secure Component shall

have a factory configuration that is secure by defaul...
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EU-CRA

Annex I-1.2c

Products with digital elements shall ensure that

vulnerabilities can be addresse...

implements: SPPRAMSS-2497 - The Secure Component shall

support the update of software and configuration via...

EU-CRA

Annex I-1.2d

Products with digital elements shall ensure

protection from unauthorised access...

implements: SPPRAMSS-3999 - The Secure Component shall

authenticate each communication partner by validating...

EU-CRA

Annex I-1.2f

Products with digital elements shall protect the

integrity of stored, transmitte...

implements: SPPRAMSS-2479 - The Secure Component shall

protect the integrity of data in transit.

EU-CRA

Annex I-1.2g

Products with digital elements shall process

only data, personal or other, that...

implements: SPPRAMSS-6676 - If the Secure Component uses

the standard communication protocols defined in , t...

EU-CRA

Annex I-1.2h

Products with digital elements shall protect the

availability of essential and b...

implements: SPPRAMSS-6612 - Refine requirement of not

adversely affect essential functions

EU-CRA

Annex I-1.2i

Products with digital elements shall minimise

the negative impact by the product...

implements: SPPRAMSS-2555 - The Secure Component's host-

based firewall filter shall be capable of filtering...

implements: SPPRAMSS-3822 - The Secure Component shall

provide the capability of a host-based firewall (e.g....

implements: SPPRAMSS-3821 - The host-based firewall shall

deny by default all inbound and outbound connectio...

implements: SPPRAMSS-3779 - The Secure Component shall

implement the hardening measures according to the rel...

EU-CRA

Annex I-1.2j

Products with digital elements shall be

designed, developed and produced to limi...

implements: SPPRAMSS-2621 - The supplier shall deactivate

unused interfaces.

implements: SPPRAMSS-3779 - The Secure Component shall

implement the hardening measures according to the rel...

EU-CRA

Annex I-1.2j

Products with digital elements shall provide

security related information by rec...

implements: SPPRAMSS-2581 - The Secure Component shall log

at least the following events:

EU-CRA

Annex I-1.2k

Products with digital elements shall be

designed, developed and produced to redu...

implements: SPPRAMSS-6832 - SD-2: Defense in depth design

implements: SPPRAMSS-2495 - The Secure Component shall be

developed according to IEC 62443-4-1 (maturity lev...

EU-CRA

Annex I-1.2m

Products with digital elements shall provide the

possibility for users to secure...

implements: SPPRAMSS-10281 - Decommissioning steps

EU-CRA

Annex I-1.3e

Products with digital elements shall protect the

confidentiality of stored, tran...

implements: SPPRAMSS-3013 - If read access authorisation to

persistent data is required, the Secure Componen...

implements: SPPRAMSS-6676 - If the Secure Component uses

the standard communication protocols defined in , t...

implements: SPPRAMSS-6887 - The Secure Component shall

provide the capability to use encryption ciphers for...
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EU-CRA

Annex I-2.1

Manufacturers of the products with digital

elements shall identify and document...

implements: SPPRAMSS-5399 - The Commission may, by means

of implementing acts taking into account European o...

implements: SPPRAMSS-6840 - DM-1: Receiving notifications of

security-related issues

implements: SPPRAMSS-6888 - The manufacturer shall create a

software bill of materials using the CycloneDX S...

implements: SPPRAMSS-2495 - The Secure Component shall be

developed according to IEC 62443-4-1 (maturity lev...

EU-CRA

Annex I-2.2

Manufacturers of the products with digital

elements shall in relation to the ris...

implements: SPPRAMSS-6854 - SUM-4: Security update delivery

implements: SPPRAMSS-6859 - DM-4: Addressing security-

related issues

implements: SPPRAMSS-2495 - The Secure Component shall be

developed according to IEC 62443-4-1 (maturity lev...

EU-CRA

Annex I-2.3

Manufacturers of the products with digital

elements shall apply effective and re...

implements: SPPRAMSS-6838 - SVV-1: Security requirements

testing

implements: SPPRAMSS-2495 - The Secure Component shall be

developed according to IEC 62443-4-1 (maturity lev...

EU-CRA

Annex I-2.4

Manufacturers of the products with digital

elements shall once a security update...

implements: SPPRAMSS-6854 - SUM-4: Security update delivery

implements: SPPRAMSS-6857 - DM-5: Disclosing security-related

issues

implements: SPPRAMSS-2495 - The Secure Component shall be

developed according to IEC 62443-4-1 (maturity lev...

EU-CRA

Annex I-2.5

Manufacturers of the products with digital

elements shall put in place and enfor...

implements: SPPRAMSS-5411 - Manufacturers shall ensure, when

placing a product with digital elements on the...

implements: SPPRAMSS-10249 - Vulnerability reporting policy

EU-CRA

Annex I-2.6

Manufacturers of the products with digital

elements shall take measures to facil...

implements: SPPRAMSS-10247 - Vulnerability information

EU-CRA

Annex I-2.7

Manufacturers of the products with digital

elements shall provide for mechanisms...

implements: SPPRAMSS-6851 - SUM-5: Timely delivery of

security patches

implements: SPPRAMSS-2982 - The Secure Component shall

verify the signature of the update packages using the...

implements: SPPRAMSS-4028 - The update package shall be

signed using the corresponding update signing key (c...

implements: SPPRAMSS-6892 - The manufacturer shall provide

for mechanisms to securely distribute updates for...

implements: SPPRAMSS-2495 - The Secure Component shall be

developed according to IEC 62443-4-1 (maturity lev...
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EU-CRA

Annex I-2.8

Manufacturers of the products with digital

elements shall ensure that, where sec...

implements: SPPRAMSS-6851 - SUM-5: Timely delivery of

security patches

implements: SPPRAMSS-6893 - The manufacturer shall provide

the security patches or updates without undue del...

implements: SPPRAMSS-2495 - The Secure Component shall be

developed according to IEC 62443-4-1 (maturity lev...

EU-CRA

Annex II-1

1. the name, registered trade name or

registered trademark of the manufacturer,...

implements: SPPRAMSS-10251 - Electronic contact address

implements: SPPRAMSS-10250 - How to identify the product

implements: SPPRAMSS-10255 - Postal address

implements: SPPRAMSS-10254 - Registered trade name or trade

mark

implements: SPPRAMSS-10252 - Website

implements: SPPRAMSS-10258 - Product Identification

implements: SPPRAMSS-10256 - Manufacturer name

implements: SPPRAMSS-6894 - The Secure Component shall

include the information set out in the in a document...

EU-CRA

Annex II-2

2. the single point of contact where information

about vulnerabilities of the pr...

implements: SPPRAMSS-10247 - Vulnerability information

implements: SPPRAMSS-10249 - Vulnerability reporting policy

implements: SPPRAMSS-10253 - Vulnerability reporting

implements: SPPRAMSS-6894 - The Secure Component shall

include the information set out in the in a document...

EU-CRA

Annex II-3

3. name and type and any additional

information enabling the unique identificati...

implements: SPPRAMSS-2998 - The security seal shall contain a

number unique to the supplier.

implements: SPPRAMSS-6895 - The Secure Component encasing

shall include the type, batch, version or serial n...

implements: SPPRAMSS-10261 - Product Version

implements: SPPRAMSS-10260 - Product Name

implements: SPPRAMSS-10259 - Product Type

implements: SPPRAMSS-6894 - The Secure Component shall

include the information set out in the in a document...

EU-CRA

Annex II-4

4. the intended purpose of the product with

digital elements, including the secu...

implements: SPPRAMSS-6848 - SG-2: Defense in depth

measures expected in the environment

implements: SPPRAMSS-6852 - SG-1: Product defense in depth

implements: SPPRAMSS-10267 - Provided security environment

implements: SPPRAMSS-10266 - Indented purpose of the product

implements: SPPRAMSS-10264 - Essential functions of the

product

implements: SPPRAMSS-10265 - Security standards compliance

implements: SPPRAMSS-2495 - The Secure Component shall be

developed according to IEC 62443-4-1 (maturity lev...
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EU-CRA

Annex II-5

5. any known or foreseeable circumstance,

related to the use of the product with...

implements: SPPRAMSS-6850 - SG-5: Secure operation

guidelines

implements: SPPRAMSS-10269 - Security risks

implements: SPPRAMSS-2495 - The Secure Component shall be

developed according to IEC 62443-4-1 (maturity lev...

implements: SPPRAMSS-6894 - The Secure Component shall

include the information set out in the in a document...

EU-CRA

Annex II-6

6. where applicable, the internet address at

which the EU declaration of conform...

implements: SPPRAMSS-10270 - EU declaration of conformity

implements: SPPRAMSS-6894 - The Secure Component shall

include the information set out in the in a document...

EU-CRA

Annex II-7

7. the type of technical security support offered

by the manufacturer and the en...

implements: SPPRAMSS-10274 - Technical Security support

implements: SPPRAMSS-10273 - Vulnerability handling and

security update end-date

implements: SPPRAMSS-6894 - The Secure Component shall

include the information set out in the in a document...

EU-CRA

Annex II-8

9. detailed instructions or an internet address

referring to such detailed instr...

implements: SPPRAMSS-10272 - Initial commissioning steps

implements: SPPRAMSS-10277 - Maintenance activities

implements: SPPRAMSS-6894 - The Secure Component shall

include the information set out in the in a document...

EU-CRA

Annex II-8a

(a) the necessary measures during initial

commissioning and throughout the lifet...

implements: SPPRAMSS-6852 - SG-1: Product defense in depth

implements: SPPRAMSS-10272 - Initial commissioning steps

implements: SPPRAMSS-10277 - Maintenance activities

implements: SPPRAMSS-2495 - The Secure Component shall be

developed according to IEC 62443-4-1 (maturity lev...

implements: SPPRAMSS-6894 - The Secure Component shall

include the information set out in the in a document...

EU-CRA

Annex II-8b

(b) how changes to the product with digital

elements can affect the security of...

implements: SPPRAMSS-6852 - SG-1: Product defense in depth

implements: SPPRAMSS-10278 - Changes affecting security

implements: SPPRAMSS-2495 - The Secure Component shall be

developed according to IEC 62443-4-1 (maturity lev...

implements: SPPRAMSS-6894 - The Secure Component shall

include the information set out in the in a document...

EU-CRA

Annex II-8c

(c) how security-relevant updates can be

installed;

implements: SPPRAMSS-6856 - SUM-2: Security update

documentation

implements: SPPRAMSS-10279 - Installing security updates

implements: SPPRAMSS-2495 - The Secure Component shall be

developed according to IEC 62443-4-1 (maturity lev...

implements: SPPRAMSS-6894 - The Secure Component shall

include the information set out in the in a document...
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EU-CRA

Annex II-8d

(d) the secure decommissioning of the product

with digital elements, including i...

implements: SPPRAMSS-6845 - SG-4: Secure disposal guidelines

implements: SPPRAMSS-10281 - Decommissioning steps

implements: SPPRAMSS-2495 - The Secure Component shall be

developed according to IEC 62443-4-1 (maturity lev...

implements: SPPRAMSS-6894 - The Secure Component shall

include the information set out in the in a document...

EU-CRA

Annex II-8e

how the default setting enabling the automatic

installation of security updates,...

implements: SPPRAMSS-10282 - Disable automatic security

update

implements: SPPRAMSS-6894 - The Secure Component shall

include the information set out in the in a document...

EU-CRA

Annex II-8f

where the product with digital elements is

intended for integration into other p...

implements: SPPRAMSS-10283 - Expected security environment /

Security related application conditions

implements: SPPRAMSS-6894 - The Secure Component shall

include the information set out in the in a document...

EU-CRA

Annex II-9

If the manufacturer decides to make available

the software bill of materials to...

implements: SPPRAMSS-10284 - Software Bill of Material:

implements: SPPRAMSS-6894 - The Secure Component shall

include the information set out in the in a document...

EU-CRA

Annex VI-2.3

Design, development, production and

vulnerability handling of products with digi...

EU-CRA

Annex

VI-2.3.2

3.2. The quality system shall ensure

compliance of the products with the essenti...

EU-CRA

Annex

VI-2.3.6

3.6 or whether a reassessment is necessary.

EU-CRA

Annex VI-2.4

4. Surveillance under the responsibility of the

notified body

EU-CRA

Annex

VI-2.4.1

4.1. The purpose of surveillance is to make

sure that the manufacturer duly fulf...

EU-CRA

Annex VI-2.5

5. Conformity marking and declaration of

conformity

EU-CRA

Annex VII-1

1. a general description of the product with

digital elements, including:

EU-CRA

Annex VII-1a

(a) its intended purpose;
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EU-CRA

Annex VII-1b

(b) versions of software affecting compliance

with essential cybersecurity requi...

EU-CRA

Annex VII-1c

(c) where the product with digital elements is a

hardware product, photographs o...

EU-CRA

Annex VII-1d

(d) user information and instructions as set out

in Annex II;

implements: SPPRAMSS-5372 - (c) necessary information and

specifications of the production and monitoring pr...

EU-CRA

Annex VII-2

2. a description of the design, development and

production of the product with d...

implements: SPPRAMSS-6808 - SM-11: Assessing and

addressing security-related issues

implements: SPPRAMSS-6844 - DM-3: Assessing security-related

issues

implements: SPPRAMSS-6840 - DM-1: Receiving notifications of

security-related issues

implements: SPPRAMSS-2495 - The Secure Component shall be

developed according to IEC 62443-4-1 (maturity lev...

EU-CRA

Annex VII-2a

(a) necessary information on the design and

development of the product with digi...

implements: SPPRAMSS-6886 - The Secure Component shall

have a factory configuration that is secure by defaul...

implements: SPPRAMSS-6894 - The Secure Component shall

include the information set out in the in a document...

EU-CRA

Annex VII-2b

(b) necessary information and specifications of

the vulnerability handling proce...

implements: SPPRAMSS-6841 - DM-2: Reviewing security-related

issues

implements: SPPRAMSS-6844 - DM-3: Assessing security-related

issues

implements: SPPRAMSS-6859 - DM-4: Addressing security-

related issues

implements: SPPRAMSS-6857 - DM-5: Disclosing security-related

issues

implements: SPPRAMSS-6858 - DM-6: Periodic review of security

defect management practice

implements: SPPRAMSS-6809 - SM-12: Process verification

EU-CRA

Annex VII-2c

(c) necessary information and specifications of

the production and monitoring pr...

implements: SPPRAMSS-5376 - (d) user information and

instructions as set out in Annex II;

EU-CRA

Annex VII-3

3. an assessment of the cybersecurity risks

against which the product with digit...

implements: SPPRAMSS-6828 - SR-2 Threat model

implements: SPPRAMSS-2495 - The Secure Component shall be

developed according to IEC 62443-4-1 (maturity lev...

EU-CRA

Annex VII-4

4. relevant information that was taken into

account to determine the support per...

implements: SPPRAMSS-10273 - Vulnerability handling and

security update end-date

EU-CRA

Annex VII-5

5. a list of the harmonised standards applied in

full or in part the references...

implements: SPPRAMSS-2495 - The Secure Component shall be

developed according to IEC 62443-4-1 (maturity lev...
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EU CRA Requirment Linked Work Items

EU-CRA

Annex VII-6

6.reports of the tests carried out to verify the

conformity of the product with...

implements: SPPRAMSS-6838 - SVV-1: Security requirements

testing

implements: SPPRAMSS-2495 - The Secure Component shall be

developed according to IEC 62443-4-1 (maturity lev...

EU-CRA

Annex VII-7

7. a copy of the EU declaration of conformity; implements: SPPRAMSS-10270 - EU declaration of conformity

implements: SPPRAMSS-6894 - The Secure Component shall

include the information set out in the in a document...

EU-CRA

Annex VII-8

8. where applicable, the software bill of

materials, further to a reasoned reque...

implements: SPPRAMSS-10284 - Software Bill of Material:

implements: SPPRAMSS-6894 - The Secure Component shall

include the information set out in the in a document...

EU-CRA

Annex VIII-

P1-2

The manufacturer shall draw up the technical

documentation described in Annex VI...

implements: SPPRAMSS-6894 - The Secure Component shall

include the information set out in the in a document...

EU-CRA

Annex VIII-

P1-3

Design, development, production and

vulnerability handling of products with digi...

implements: SPPRAMSS-2495 - The Secure Component shall be

developed according to IEC 62443-4-1 (maturity lev...

EU-CRA

Annex VIII-

P1-4.1

The manufacturer shall affix the CE marking to

each individual product with digi...

EU-CRA

Annex VIII-

P1-4.2

The manufacturer shall draw up a written EU

declaration of conformity for each p...

implements: SPPRAMSS-10270 - EU declaration of conformity

EU-CRA

Annex VIII-

P1-5

The manufacturer’s obligations set out in point

4 may be fulfilled by its author...

EU-CRA

Annex VIII-

P2-01

1. EU-type examination is the part of a

conformity assessment procedure in which...

EU-CRA

Annex VIII-

P2-02

2. EU-type examination shall be carried out by

assessment of the adequacy of the...

EU-CRA

Annex VIII-

P2-03

3. The manufacturer shall lodge an application

for EU-type examination with a si...

EU-CRA

Annex VIII-

P2-03.1

The application shall include the name and

address of the manufacturer and, if t...
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EU CRA Requirment Linked Work Items

EU-CRA

Annex VIII-

P2-03.2

The application shall include a written

declaration that the same application ha...

EU-CRA

Annex VIII-

P2-03.3

The application shall include the technical

documentation, which shall make it p...

EU-CRA

Annex VIII-

P2-03.4

The application shall include the supporting

evidence for the adequacy of the te...

EU-CRA

Annex VIII-

P2-04.1

The notified body shall examine the technical

documentation and supporting evide...

EU-CRA

Annex VIII-

P2-04.2

The notified body shall verify that specimens

have been developed or manufacture...

EU-CRA

Annex VIII-

P2-04.3

The notified body shall carry out appropriate

examinations and tests, or have th...

EU-CRA

Annex VIII-

P2-04.4

The notified body shall carry out appropriate

examinations and tests, or have th...

EU-CRA

Annex VIII-

P2-04.5

The notified body shall agree with the

manufacturer on a location where the exam...

EU-CRA

Annex VIII-

P2-05

The notified body shall draw up an evaluation

report that records the activities...

EU-CRA

Annex VIII-

P2-06

Where the type and the vulnerability handling

processes meet the essential cyber...

EU-CRA

Annex VIII-

P2-07

The notified body shall keep itself apprised of

any changes in the generally ack...

EU-CRA

Annex VIII-

P2-08

The notified body shall carry out periodic audits

to ensure that the vulnerabili...
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EU CRA Requirment Linked Work Items

EU-CRA

Annex VIII-

P2-09

Each notified body shall inform its notifying

authorities concerning the EU-type...

EU-CRA

Annex VIII-

P2-10

9. The manufacturer shall keep a copy of the

EU-type examination certificate, it...

EU-CRA

Annex VIII-

P2-11

10. The manufacturer's authorised

representative may lodge the application refer...

EU-CRA

Annex VIII-

P3-3.1

The manufacturer shall affix the CE marking to

each individual product with digi...

EU-CRA

Annex VIII-

P3-3.2

The manufacturer shall draw up a written

declaration of conformity for a product...

EU-CRA

Annex VIII-

P3-4

The manufacturer's obligations set out in point

3 may be fulfilled by its author...

EU-CRA

Annex VIII-

P4-1

Conformity based on full quality assurance is

the conformity assessment procedur...

EU-CRA

Annex VIII-

P4-2

The manufacturer shall operate an approved

quality system as specified in point...

EU-CRA

Annex VIII-

P4-2

2. Design, development, production and

vulnerability handling of products with d...

EU-CRA

Annex VIII-

P4-3.1

The manufacturer shall lodge an application for

assessment of its quality system...

EU-CRA

Annex VIII-

P4-3.1a

The application shall include the name and

address of the manufacturer and, if t...

EU-CRA

Annex VIII-

P4-3.1b

The application shall includethe technical

documentation for one model of each c...
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EU CRA Requirment Linked Work Items

EU-CRA

Annex VIII-

P4-3.1c

The application shall include the documentation

concerning the quality system

EU-CRA

Annex VIII-

P4-3.1d

The application shall include a written

declaration that the same application ha...

EU-CRA

Annex VIII-

P4-3.2

The quality system shall ensure compliance of

the products with digital elements...

EU-CRA

Annex VIII-

P4-3.2a

– the quality objectives and the organisational

structure, responsibilities and...

EU-CRA

Annex VIII-

P4-3.2b

– the technical design and development

specifications, including standards, that...

EU-CRA

Annex VIII-

P4-3.2c

– the procedural specifications, including

standards, that will be applied and,...

EU-CRA

Annex VIII-

P4-3.2d

– the design and development control, as well

as design and development verifica...

EU-CRA

Annex VIII-

P4-3.2e

–the design and development control, as well

as design and development verificat...

EU-CRA

Annex VIII-

P4-3.2f

– the examinations and tests that will be carried

out before, during and after p...

EU-CRA

Annex VIII-

P4-3.2g

– the quality records, such as inspection

reports and test data, calibration dat...

EU-CRA

Annex VIII-

P4-3.2h

– the means of monitoring the achievement of

the required design and product qua...

EU-CRA

Annex VIII-

P4-3.3

3.3. The notified body shall assess the quality

system to determine whether it s...
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EU CRA Requirment Linked Work Items

EU-CRA

Annex VIII-

P4-3.4

The manufacturer shall undertake to fulfil the

obligations arising out of the qu...

EU-CRA

Annex VIII-

P4-3.5

The manufacturer shall keep the notified body

that has approved the quality syst...

EU-CRA

Annex VIII-

P4-3.5

The purpose of surveillance is to make sure

that the manufacturer duly fulfils

EU-CRA

Annex VIII-

P4-4.1

The purpose of surveillance is to make sure

that the manufacturer duly fulfils t...

EU-CRA

Annex VIII-

P4-4.2

The manufacturer shall, for assessment

purposes, allow the notified body access...

EU-CRA

Annex VIII-

P4-4.2a

– the quality system documentation;

EU-CRA

Annex VIII-

P4-4.2b

– the quality records as provided for by the

design part of the quality system,...

EU-CRA

Annex VIII-

P4-4.2c

– the quality records as provided for by the

manufacturing part of the quality s...

EU-CRA

Annex VIII-

P4-4.3

The notified body shall carry out periodic audits

to make sure that the manufact...

EU-CRA

Annex VIII-

P4-5.1

The manufacturer shall affix the CE marking,

and, under the responsibility of th...

EU-CRA

Annex VIII-

P4-5.2

The manufacturer shall draw up a written

declaration of conformity for each prod...

EU-CRA

Annex VIII-

P4-6

The manufacturer shall, for a period ending at

least 10 years after the product...

SP-PRAMSS

20 Secure Component Specification (compare rev. 370606 and 496762)

72 | Page 2025-02-21 08:50
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EU-CRA

Annex VIII-

P4-6.1

– the technical documentation referred to in

point 3.1;

EU-CRA

Annex VIII-

P4-6.2

– the documentation concerning the quality

system referred to in point 3.1;

EU-CRA

Annex VIII-

P4-6.3

– the change referred to in point 3.5, as

approved;

EU-CRA

Annex VIII-

P4-6.4

– the decisions and reports of the notified body

referred to in points 3.5 and 4...

EU-CRA

Annex VIII-

P4-8

The manufacturer's obligations set out in points

3.1, 3.5, 5 and 6 may be fulfil...

163 items found

(type:srq AND (oldID:EU\-CRA AND NOT status:deleted)) AND project.id:SPPRAMS

 [ Open, SPPRAMSS-7309 ]

Table containing RED req no, title and corresponding req or chapter in this doc

This section will be filled in the next version of this document.

Table containing tracing of the requirements for a Cybersecurity Requirements Specification (CRS), see chapter
CLC/TS 50701 7.2.10.

Norm ID Requirement Linked Work Items

TS 50701

- 7.2.10b

List of detailed security requirements, including

SL-T, assumptions and security...

implements: SPPRAMSS-1460 - List of detailed security requirements

TS 50701

- 7.2.10c

SuC description (see 6.2) implements: SPPRAMSS-2286 - The generic security architecture is

defined in .

TS 50701

- 7.2.10d

Zone or conduit drawings (see 6.4) implements: SPPRAMSS-2289 - The zone and conduits are defined in

TS 50701

- 7.2.10e

Zone or conduit characteristics (see 6.4) implements: SPPRAMSS-2288 - The zone and conduits characteristics

are defined in
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Norm ID Requirement Linked Work Items

TS 50701

- 7.2.10f

Operating environment assumptions (see 6.2

and 7.2.4.4.3)

implements: SPPRAMSS-4889 - It is assumed that the Secure

Component is operated and maintained by an organiz...

implements: SPPRAMSS-4900 - It is assumed that a Secure Component

is installed in an housing with physical a...

implements: SPPRAMSS-4890 - It is assumed that a Secure Component

has access to the shared security services...

TS 50701

- 7.2.10g

Threat environment (see 6.2 and 7.2.1) implements: SPPRAMSS-6611 - add reference to risk analyses

TS 50701

- 7.2.10h

Risk Acceptance (see 6.5.3) implements: SPPRAMSS-7014 - Regulatory requirements

TS 50701

- 7.2.10i

Regulatory requirements implements: SPPRAMSS-7018 - Risk Acceptance (see 6.5.3)

TS 50701

- 7.2.10k

Cybersecurity requirements and security-related

application conditions shall be...

TS 50701

- 7.2.10l

For requirement tracing, cybersecurity

requirements that are necessary to protec...

implements: SPPRAMSS-7027 - Identifying security requirements

protecting essential functions

10 items found

to be done when updated version is available (eg. Q4 2025)
Table containing IEC 63452 req no, title and corresponding req or chapter in this doc
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